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According to current solution [1][2] for RA based SDT, the procedure for RACH based SDT in RRC_INACTIVE state is shown as below [1]:


Figure 8.18.1-1: RACH based Small Data Transmission in RRC Inactive state. 
In this contribution, we will provide our views on this mechanism in some specific scenarios of small data traffic.

Discussion
Considering below scenario of small data traffic:
· Smartphone applications: 
· Traffic from Instant Messaging services (whatsapp, QQ, wechat  etc)
In this scenario, UE will initialize SDT with non-periodic data transmission in RRC_INACTIVE state, but the traffic is unforeseen and unpredictable, with the procedure above, the network will perform UE CONTEXT SETUP and BEARER CONTEXT MODIFICATON procedures and subsequently perform UE CONTEXT RELEASE and BEARER CONTEXT MODIFICATON procedures to suspend the bearer and keep the UE in RRC_INACTIVE state. due to the traffic unpredictable, these procedures will be performed by the network frequently which will cause signalling overhead.
Considering another scenario of small data traffic:
· Non-smartphone applications:
· sensors (Industrial Wireless Sensor Networks transmitting temperature, pressure readings periodically or in an event triggered manner etc)
· smart meters and smart meter networks sending periodic meter readings
In most cases of non-smartphone applications, UE will initialize SDT with periodic data transmission in RRC Inactive state, with the RACH based SDT procedure above, the network will perform UE CONTEXT SETUP and BEARER CONTEXT MODIFICATON procedures and subsequently perform UE CONTEXT RELEASE and BEARER CONTEXT MODIFICATON procedures, even though the data transmission period is long enough for the mobile system, but due to the huge number of sensor/meter type end users, the signalling payload within the network part will be significant, especially when the UEs start RACH based SDT simultaneously.
Observation1: For unpredictable SDT data traffic, the network performs F1AP and E1AP procedures frequently, which cause signalling overhead. For sensor/meter type end user, the SDT traffic will cause significant signalling payload in the network.

And also considering LEO scenario of small data traffic:
· LEO Satellite equipped with a large scale antenna unit can serve huge number of UEs including sensor/meter type end users in its very large coverage area (e.g. Bluewalk 3 with over 64 square meters phased array antenna and 300 square meters later).
· Mobile Direct Connectivity to Satellite.
· gNB processed payload NTN or gNB-DU processed payload NTN.
According to [2], the IoT device density for England can be 26 255 devices per square kilometres, and with the development of LEO satellite, such as Bluewalk 3, which is equipped with a large scale antenna unit, and an increasing number of low-complexity, low-cost users can access satellite internet. even mobile phones can connect to satellite directly.
The following table representing this kind of IoT device density in a 100 km radius LEO cell.
Table 1 RA-SDT signalling payload in LEO cell
	
	Coverage(km2)
	Devices per square Kilometres
	SDT per second per UE
	Signalling payload

	LEO(hex with r=100km)
	26 000
	26 255
	1.157 * 10-5 (= 1 time per day per UE)
	~ 55 286 per second(totally)
~ 31 592 per second(gNB DU)
~ 39 490 per second(gNB CUCP)
~ 15 796 per second(gNB CUUP)



As an example, we consider this kind of IoT devices initialize SDT once a day, with the procedure above, 7 signallings in RACH based SDT procedure, which will cause totally around 55 286(26000*26255*1.157 * 10-5 *7) signals per second. Specifically, under the gNB split architecture, it will lead to around 31592 times of gNB-DU signalling per second, around 39490 times of gNB-CUCP signalling per second and around 15796 times of gNB-CUUP signalling per second. If these signals are processed in regenerative LEO satellite, no matter gNB processed payload or gNB-DU processed payload, it will make the LEO satellites overwhelmed.
Observation2: With the development of LEO Satellite, LEO with a large scale antenna unit can serve huge number of UEs (IoT devices or mobile phones), When UEs initiate SDT, it will lead to a large amount of signalling payload, which makes LEO satellites overwhelmed.
As such case, we consider the network need to maintain the UE context and BEARER context to reduce signalling overhead. And furthermore, we propose a Virtual Radio Bearer(VRB) to handle all UE SDT traffic. The VRB have a default configurations (just like default SRB configurations) which is preconfigured in UE and gNB, including parameters for PDCP, RLC, MAC.  Figure. 1 is an example data flow diagram between UE and gNB.


Figure.1 Example data flow between UE and gNB
In the first step in the data flow of SDT transmission, UE performs random access(4-step RA or 2-step RA), before gNB allocates C-RNTI to the UE, UE uses I-RNTI as context ID, the context information may be conveyed by MAC layer(e.g. as PDU head), after been allocated C-RNTI, UE uses C-RNTI as context ID. I-RNTI as initial UE ID which is unique within a gNB, gNB can fetch UE INACTIVE context including security context via I-RNTI, and continue data processing (named “VRB handling” in the figure above), details in figure.2.


Figure.2 VRB handling
For VRB handling, the first step is to obtain context ID which is transparent transferred from UE to gNB, initially use I-RNTI to fetch stored UE context (security context, PDU session context and other context), then use security context (KUPenc and KUPint) to decrypt the data and validate data integrity in PDCP layer if user plane security is activated. Finally reroute the user data packet to proper CN/UPF according to PDU session context. 

Proposal: A generic virtual radio bearer mechanism is proposed in this article to handle small data traffic, this mechanism could significantly reduce the signalling payload in both air interface and E1/F1 interface.

Conclusions
Based on the detailed analysis given above, we have the following Observations and Proposals:
Observation1: For unpredictable SDT data traffic, the network performs F1AP and E1AP procedures frequently, which cause signalling overhead. For sensor/meter type end user, the SDT traffic will cause significant signalling payload in the network.
Observation2: With the development of LEO Satellite, LEO with a large scale antenna unit can serve huge number of UEs (IoT devices or mobile phones), When UEs initiate SDT, it will lead to a large amount of signalling payload, which makes LEO satellites overwhelmed.
Proposal: A generic virtual radio bearer mechanism is proposed in this article to handle small data traffic, this mechanism could significantly reduce the signalling payload in both air interface and E1/F1 interface.
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