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1. Introduction
The Rel-19 SID for Ambient IoT (also referred to as A-IoT) includes following RAN2-led objectives [1].
	· RAN2-led:
· Study and decide which functions are needed for an Ambient IoT compact protocol stack and lightweight signalling procedure to enable DO-DTT and DT data transmission, and study those functions.
For example:
· Paging
· Random access
· Data transmission, including necessary radio resource control aspects, respecting the limitation in the General Scope 
· Interactions with upper layers
For functionalities not listed above, they are studied only if found essential.


This contribution discusses the user plane protocol issues based on the RAN2-led objectives.
2. Discussion
2.1. [bookmark: _Toc72163958][bookmark: _Toc72164083][bookmark: _Toc72164151][bookmark: _Toc72164281][bookmark: _Toc72166021][bookmark: _Toc72166096][bookmark: _Toc72166120][bookmark: _Toc72166132][bookmark: _Toc72166144][bookmark: _Toc72166215][bookmark: _Toc72166223][bookmark: _Toc72764097][bookmark: _Toc72764105][bookmark: _Toc72764113][bookmark: _Toc72764121]SID objects 
As per our company document on the general aspects [2], there are two observations:
[bookmark: _Toc162884288][bookmark: _Toc162884348][bookmark: _Toc162884365][bookmark: _Toc162884382][bookmark: _Toc162884448][bookmark: _Toc162941598][bookmark: _Toc162942051][bookmark: _Toc162942471][bookmark: _Toc162598851][bookmark: _Toc162601821][bookmark: _Toc162603706][bookmark: _Toc162604486][bookmark: _Toc162604510][bookmark: _Toc162604632][bookmark: _Toc162604666][bookmark: _Toc163200907]Ambient IoT overall procedure should support traffic type including inventory, read and write.
[bookmark: _Toc162884289][bookmark: _Toc162884349][bookmark: _Toc162884366][bookmark: _Toc162884383][bookmark: _Toc162884449][bookmark: _Toc162941599][bookmark: _Toc162942052][bookmark: _Toc162942472][bookmark: _Toc163200908]An Ambient-IoT operating area may be covered or served by multiple readers.
2.2. User Plane Protocol Stack for Ambient IoT
To support the data transmission of Ambient IoT, the MAC layer provides the service access point (SAP)s for the signaling and data to the upper layer. Scheduling information is needed while there isn’t any scheduling request initiated by the Ambient IoT device. Whether to introduce the security-related functions depends on the research results of SA3. The example of the user plane protocol stack is shown as the following.
 [image: ]
Figure 1. User Plane Protocol Stack
The details are described in the following chapters.
2.2.1. MAC Layer   
MAC Channels to the Upper Layer
As per the traffic types of Ambient IoT, there are signalings (e.g., command for reading/writing/modifying) and their replies, and the data or the device ID. Therefore, the MAC layer need to provide seperate service access points (SAPs), also referred to as layer2 chanenl, to the upper layer including:
· one layer2 channel for signaling and their replies, and 
· another layer2 channel for data or the device ID.
SAP between the Physical Layer and the MAC Layer
To support the transmission of layer2 channels, one SAP between the physical layer and the MAC layer, such as the shared channel (SCH), can be defined. That is, above mentioned layer2 channels are mapped to this SCH. And the SCH may be named as reader-to-device (RD) SCH for the transmission from the reader to the Ambient IoT device and named as device-to-reader (DR) SCH for the transmission from the Ambient IoT device to the reader.
Logical Channel Prioritization (LCP) and Multiplexing
The transmission of signaling and the transmission of data are usually separate. Thus, there is no need to consider the multiplexing of multiple layer2 channels. Moreover, the reader can schedule resources as much as possible. Thus, there is no need to consider the LCP of multiple layer2 channels.
Scheduling and PDU format
The Ambient IoT device performs passive transmission, so there is no need to supporting scheduling request and buffer status reporting which triggered by the device itself. But to enable the transmission from the Ambient IoT device to the reader, the reader need allocate resources for the device. And the physical layer of the Ambient IoT device may determine the data size based on the allocated resources. Then it will indication the data size to the MAC layer to enable the transmission. 
Furthermore, the data or signalings from MAC layer to the physical layer can be provided in the form of MAC PDU. In each PDU, it may indicate the type of layer2 channels, such as signaling or date. And for the response such as data according to the reading command, the PDU may also indicate the length of the data. However, for the response such as the device ID, the PDU may not indicate its length.
Random Access Procedure
RAN1 [3] agreed to research the contention-based access method such as slotted-Aloha based access method. So that the related RAN2 issues can be considered. And the details are captured in other document of our company [4].
[bookmark: _Toc162272727][bookmark: _Toc162273026][bookmark: _Toc162942053][bookmark: _Toc162942473][bookmark: _Toc163200909]The MAC layer supports the following functions: 
[bookmark: _Toc162272728][bookmark: _Toc162273027][bookmark: _Toc162942054][bookmark: _Toc162942474][bookmark: _Toc163200910]mapping between layer2 channels and SCH;
[bookmark: _Toc162272729][bookmark: _Toc162273028][bookmark: _Toc162942055][bookmark: _Toc162942475][bookmark: _Toc163200911]scheduling of the transmission from the device transmission to the reader;
[bookmark: _Toc162272730][bookmark: _Toc162273029][bookmark: _Toc162942056][bookmark: _Toc162942476][bookmark: _Toc163200912]contention-based access method.
2.2.2. Upper layer(s)  
Segmentation and reordering
The reader can allocate sufficient resources for the data of ambient IoT traffic because it knows the exact traffic type. Therefore, there is no need to consider the segmentation and reordering. Even if the data submitted to the physical layer is not transmitted all at once, segmentation can be executed depending on the function of the physical layer. Hence there is no need to introduce RLC layer.
Security-related functions
Security-related functions, such as ciphering and integrity protection, depend on the SA3 research output. These features are not considered at this time. As a result, there is no need to introduce PDCP layer. 
Radio Bearer
Considering the traffic type, there may be only one traffic flow for a period of time. Therefore, there is no need to consider the mapping of traffic flow to RB. Additionally, there is no need to consider defining data RB (DRB). In other word, there is no SDAP layer and the traffic flow can be mapped to the layer2 channel directly.
[bookmark: _Toc162272731][bookmark: _Toc162273030][bookmark: _Toc162942057][bookmark: _Toc162942477][bookmark: _Toc163200913]There is no need to introduce RLC layer, PDCP layer and SDAP layer.
[bookmark: _Toc162272732][bookmark: _Toc162273031][bookmark: _Toc162942058][bookmark: _Toc162942478][bookmark: _Toc163200914]The MAC layer supports the mapping between layer2 channels and traffic flows.
As discussed above, we propose:
[bookmark: _Toc162272737][bookmark: _Toc162273032][bookmark: _Toc162942059][bookmark: _Toc162942479][bookmark: _Toc163200915]User plane protocol stack between the reader and the device includes the physical layer and the MAC layer.
[bookmark: _Toc162272738][bookmark: _Toc162273033][bookmark: _Toc162942060][bookmark: _Toc162942480][bookmark: _Toc163200916]The MAC layer supports the following functions:
[bookmark: _Toc162272739][bookmark: _Toc162273034][bookmark: _Toc162942061][bookmark: _Toc162942481][bookmark: _Toc163200917][bookmark: _Toc162272740]mapping between layer2 channels and SCH;
[bookmark: _Toc162273035][bookmark: _Toc162942062][bookmark: _Toc162942482][bookmark: _Toc163200918]mapping between layer2 channels and traffic flows;
[bookmark: _Toc162272741][bookmark: _Toc162273036][bookmark: _Toc162942063][bookmark: _Toc162942483][bookmark: _Toc163200919]scheduling of the transmission from the device transmission to the reader;
[bookmark: _Toc162272742][bookmark: _Toc162273037][bookmark: _Toc162942064][bookmark: _Toc162942484][bookmark: _Toc163200920]contention-based access method.

3. Conclusion
Based on the discussion in this document, we have the following observations and proposals:
Observation 1:	Ambient IoT overall procedure should support traffic type including inventory, read and write.
Observation 2:	An Ambient-IoT operating area may be covered or served by multiple readers.
Observation 3:	The MAC layer supports the following functions:
−	mapping between layer2 channels and SCH;
−	scheduling of the transmission from the device transmission to the reader;
−	contention-based access method.
Observation 4:	There is no need to introduce RLC layer, PDCP layer and SDAP layer.
Observation 5:	The MAC layer supports the mapping between layer2 channels and traffic flows.

Proposal 1:	User plane protocol stack between the reader and the device includes the physical layer and the MAC layer.
Proposal 2:	The MAC layer supports the following functions:
−	mapping between layer2 channels and SCH;
−	mapping between layer2 channels and traffic flows;
−	scheduling of the transmission from the device transmission to the reader;
−	contention-based access method.
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