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1 Introduction
In the study item description, some of the RAN2 objectives are as follows [1].
	· RAN2-led:

· Study and decide which functions are needed for an Ambient IoT compact protocol stack and lightweight signalling procedure to enable DO-DTT and DT data transmission, and study those functions.

For example:
· Paging

· Random access

· Data transmission, including necessary radio resource control aspects, respecting the limitation in the General Scope 

· Interactions with upper layers

For functionalities not listed above, they are studied only if found essential.

…

RAN2 and RAN3 are expected to identify RAN-CN functional split in coordination with SA2.

Note: This study shall target for an IoT segment well below the existing 3GPP IoT technologies, e.g. NB-IoT, eMTC, RedCap, etc. The study shall not aim to replace existing 3GPP LPWA technologies.


In this contribution, we would like to discuss general aspects of Ambient IoT, with the focus on the two use cases, namely indoor Inventory and indoor Command. 
2 Discussion 
In our understanding, one of the key points to the potential commercial success of the Ambient IoT (AIoT) system is that the cost/price of the AIoT devices should be comparable with that of the RFID tags. AIoT devices may have many limitations compared to a legacy UE, such as no stable power supply, no or very limited power amplifier, dynamic memory is very limited, very limited computation capability, and uplink is based on backscattering operation rather than generating signal by the device itself (type A and type B), and so on. The general design for the AIoT procedures, protocol stack, control plane and user plane features are all different from the those in current NR architecture.
In the RAN1#116 meeting, the following agreements have been reached which may have some RAN2 impacts [2].

	From RAN1 perspective, at least when a response is expected from multiple devices that are intended to be identified, an A-IoT contention-based access procedure initiated by the reader is used.
For A-IoT contention-based access procedure, at least slotted-ALOHA based access is studied.

For ambient IoT devices, a dedicated physical broadcast channel for R2D, e.g. PBCH-like, is not considered for study.

For ambient IoT devices, at least for R2D data transmission, a physical channel (PRDCH) is studied,
· System information (if defined) is transmitted on the PRDCH

· FFS Whether/how control information is transmitted on the PRDCH

· Note: the naming of PRDCH is used for the sake of the study

For ambient IoT devices, at least for D2R data transmission, a physical channel (PDRCH) is studied along with the following,

· Response transmitted from device to reader during contention-based access procedure is transmitted on the PDRCH

· FFS: Details of response

· FFS Whether/how/what D2R control information (if defined) is transmitted on the PDRCH

· Note: the naming of PDRCH is used for the sake of the study


From AIoT device aspect, the system may be asynchronous. In this way, the synchronization requirement can be obviously relaxed. For example, an AIoT device does not need to/cannot always maintain synchronization with the gNB. Instead, the AIoT device can get synchronized every time right before or when a message or a command comes from the gNB (i.e., an information exchange between the device and the gNB is required).

AIoT devices are narrow band, single carrier wave and most likely TDMA-based. Based on these physical layer constraints, a lot of features are not needed or supported, such as measurements, RLM/RLF, beam management, radio bearers, etc. Therefore, the air interface from the AIoT device to the RAN reader (BS-reader or UE-reader) is fundamentally different from the NR Uu interface. A new air interface needs to be designed.

Proposal 1: A new air interface between the AIoT device and the RAN reader is to be designed. 
Proposal 2: Normal features in Uu interface such as UE measurement, RLM/RLF, beam management, radio bearers are not supported. 

Currently there is no conclusion on requirement of the non-access or access layer security. The security aspects, such as how to support security between each entity (e.g., between AIoT device and RAN node, between AIoT device and CN) involved in the AIoT related procedures (e.g. relying on application security or providing network security based on the information provided by the application) requires coordination with SA WG3. From RAN2 point of view, we need to consider whether AS security is needed. Current security mechanism achieved by encryption and integrity protection in PDCP layer is too complex for an AIoT device due to its computation capability. If means are needed of providing assurance that information has not been altered in an unauthorized manner in AS layer, a relatively simple integrity protection method may be studied for AS security.
Proposal 3: RAN2 to discuss whether AS security is needed e.g., for integrity protection.
Like RFID, random access is an important procedure for the support of the DO-DTT and/or DT traffic types. It is inappropriate for AIoT to follow the same NR RA procedure since the NR RA procedure is too complicated for AIoT devices, and some features such as SSB, TA are not needed in an asynchronized system. RAN1 has agreed that A-IoT contention-based access procedure, at least slotted-ALOHA based access is studied. In our view, slotted-ALOHA is a simple and feasible approach to be utilized in the AIoT random access procedure. It may be the baseline and some enhancements or optimizations may be studied to improve the efficiency of the access procedure.
Proposal 4: RAN2 to design random access procedure based on slotted-ALOHA mechanism.
Considering that AIoT devices are a new type of devices with reduced capabilities, two types of use cases need to be supported in this release, namely Inventory and Command. The overall 5GS procedures will need coordination with SA2. From RAN side, considering the interaction between the RAN-reader and the AIoT device, there may be two choices on supporting Inventory and Command procedures.
Figure 1 illustrates Option 1 where Inventory and Command are two independent procedures. For Inventory procedure, the purpose is to discover the AIoT devices in the area. Some filter criteria may be used to limit an Inventory to AIoT devices that match certain criteria. The Inventory Request message from the reader can be considered a paging message with the filter criteria. A random access procedure is triggered for each AIoT device that meets the filter criteria. Depending on how the slotted-ALOHA based random access procedure is designed, there may be different inventory rounds, back-offs, or state machines involved in the procedure, which needs to be studied. The AIoT devices that access successfully will send an Inventory Response with device ID to the reader.
In Option 1, the Command procedure starts with a Command Request from the reader, which can also be considered as a paging message, with the command and device ID(s) in the message. Random access procedure may be needed after the Command Request. The paged devices respond with a Command Response after the access procedure. In case a single device ID in included in the paging message, there may be no random access necessary. 
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Figure 1 Separate procedures for Inventory and Command
Figure 2 is a simple illustration of Option 2 where Command procedure, if any, always follows the Inventory procedure. In this option, after each successful access of an AIoT device, a Command Request can be carried out for this device.
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Figure 2 One procedure for Inventory and Command
We think both options have pros and cons. For Option 1, it may be more efficient in some scenarios, since a Command may not have to wait for the whole inventory to finish, if the network has the UE context of certain devices. For Option 2, it may be more reliable in the sense that the inventory will obtain the most recent status of the devices.
Proposal 5: RAN2 to discuss two options on Inventory and Command procedures:

Option 1: Inventory and Command use separate and similar RAN procedures.
Option 2: Command procedure always follows Inventory procedure.
Proposal 6: For Option 1:

· Both Inventory and Command procedure start with a paging message.

· For Inventory and Command with multiple device IDs, contention-based random access is performed. 
Proposal 7: For Option 2, Inventory procedure starts with a paging message and then random access. Commands may be carried out to the accessed AIoT devices.
3 Conclusion

In this contribution we discuss some general aspects of the Ambient IoT. We have the following proposals:
Proposal 1: A new air interface between the AIoT device and the RAN reader is to be designed. 

Proposal 2: Normal features in Uu interface such as UE measurement, RLM/RLF, beam management, radio bearers are not supported. 

Proposal 3: RAN2 to discuss whether AS security is needed e.g., for integrity protection.
Proposal 4: RAN2 to design random access procedure based on slotted-ALOHA mechanism.
Proposal 5: RAN2 to discuss two options on Inventory and Command procedures:

Option 1: Inventory and Command use separate and similar RAN procedures.
Option 2: Command procedure always follows Inventory procedure.
Proposal 6: For Option 1:

· Both Inventory and Command procedure start with a paging message.

· For Inventory and Command with multiple device IDs, contention-based random access is performed. 
Proposal 7: For Option 2, Inventory procedure starts with a paging message and then random access. Commands may be carried out to the accessed AIoT devices.
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