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1 Introduction

In RAN#102 meeting, a new SID on Ambient IoT [1] has been approved. In the SID, one of the objectives is to study necessary and feasible solutions for Ambient IoT, including the following RAN2-led aspects:
	· RAN2-led:
· Study and decide which functions are needed for an Ambient IoT compact protocol stack and lightweight signalling procedure to enable DO-DTT and DT data transmission, and study those functions.

For example:
· Paging

· Random access

· Data transmission, including necessary radio resource control aspects, respecting the limitation in the General Scope 

· Interactions with upper layers

For functionalities not listed above, they are studied only if found essential.

· 


In this contribution, we discuss random access for Ambient IoT and present our views.
2 Discussion
According to the SID [1], the study of A-IoT should first focus on the traffic types of DO-DTT and DT for rUC1 (indoor inventory) and rUC4 (indoor command). For the traffic type of DO-A, it will be assessed from RAN#104 to identify which parts of the design are not sufficient. The use cases of inventory and command are given in SA1 TR 22.369, as following:

	· Inventory taking. With inventory taking, the main purpose is to discover what goods (e.g. boxes, containers, packages, tools) are present in a specific area. Upon request sent by the network within the specific area, Ambient IoT devices attached to these goods report an identifier associated with the good, possibly supplemented with other information such as status, measurement results and/or location.
· Actuator control. With actuator control, the Ambient IoT device is associated with an actuator. Transfer of actuator commands is generally initiated by the network.


Based on above, for both inventory and command use cases, random access is triggered by reader via a DL request, similar to paging message in NR or select command in RFID. For inventory, a group of or all A-IoT devices in the specific area may respond to the request, while for command, a specific or a group of device(s) will respond to the request.
In RAN1#116, synchronization and random access for A-IoT were discussed, with the following agreements made.
	Agreement
From RAN1 perspective, at least when a response is expected from multiple devices that are intended to be identified, an A-IoT contention-based access procedure initiated by the reader is used.
Agreement
For A-IoT contention-based access procedure, at least slotted-ALOHA based access is studied.

Agreement
At least the following time domain frame structure is studied for A-IoT R2D and D2R transmission.

· For R2D transmission,

· A R2D timing acquisition signal (e.g. R2D preamble) is included at least for timing acquisition and for indicating the start of the R2D transmission in time domain.

· For D2R transmission,
· A D2R timing acquisition signal (e.g. D2R preamble) is included at least for timing acquisition and for indicating the start of the D2R transmission in time domain.

· FFS other necessary component(s), e.g. midamble, postamble, periodic sync signal, control fields, guard period


Based on above RAN1 agreements, for A-IoT, CBRA is supported, and at least slotted-ALOHA based access will be studied. However, there hasn’t been conclusion on whether A-IoT is a synchronous or asynchronous system yet. In our understanding, neither of the options is excluded by slotted-ALOHA based access. Synchronization assumption would have an impact on the random access design. Whether A-IoT can be designed to be a synchronous system may depend on timing accuracy and SFO of the device, which should be evaluated and decided by RAN1. Before RAN1 makes any decision on this, RAN2 can start the discussion under different assumptions. 
Observation 1 Whether A-IoT is a synchronous or asynchronous system will have an impact on the random access design.
Proposal 1 Before RAN1 makes decision on whether A-IoT is a synchronous or asynchronous system, RAN2 can discuss random access procedure under different assumptions. 

Assumption 1：A-IoT is a synchronous system
If A-IoT is a synchronous system, NR random access procedure can be used as a baseline for A-IoT. Both 4-step RA and 2-step RA can be studied.
The procedure for 4-step RA is as following:
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Figure 1 4-step RA procedure for synchronous system
· Step 0: RACH configuration reception
Similar as NR, RACH configuration can be broadcasted by reader.
· Step 1: Msg1 transmission 

Upon receiving paging from reader, device transmits Msg1 to reader. A sequence or preamble is carried on Msg1, which may be randomly selected by device. Similar to NR, the RO used to transmit Msg1 is randomly selected by the device. In order to avoid access congestion, especially for inventory use case, a backoff time can be used, e.g. device selects a random backoff time according to a uniform distribution between 0 and MAX_BACKOFF, where the value of MAX_BACKOFF can be configured by reader.
· Step 2: Msg2 reception 

Once Msg1 is transmitted, UE starts a RAR window. During RAR window, UE monitors RAR. Similar to NR, if devices receives a RAR matched to its used RO and sequence/preamble in Msg1, the device considers the RAR reception successful. 
In NR, Msg2 is also used to adjust UE’s TA by including a TAC in Msg3 and allocate UL grant for Msg3 transmission. As the target coverage for A-IoT is maximum distance of 10-50 m with device indoors, UL timing advance may not be needed. Thus, there is no need to support TA adjustment.
· Step 3: Msg3 transmission

In Msg3, UE may report its device ID and other information if needed. As stated in the SID, for A-IoT, HARQ is not supported. So there is no HARQ retransmission for Msg3. 
· Step 4: contention resolution
Once Msg3 is transmitted, UE starts a contention resolution timer. During the running of contention resolution timer, UE monitors Msg4. If the contention resolution ID included in Msg4 is the same as the device ID transmitted by device in Msg3, the device considers contention resolution successful. For command use case, the DL command can also be carried in Msg4.
The procedure for 2-step RA is as following:
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Figure 2 2-step RA procedure for synchronous system
· Step 0: MsgA configuration reception

Similar as NR, MsgA configuration can be broadcasted by reader.
· Step 1: Msg1 transmission 

Upon receiving paging from reader, device transmits MsgA to reader. Both a sequence/preamble and the device ID (and other device related information if any) is carried on MsgA. The MsgA time-frequence resource is randomly selected by the device. Similar as 4-step RA, a backoff time can be used to avoid access congestion.
· Step 2: MsgB reception 

MsgB is used for contention resolution. Once MsgA is transmitted, UE starts a MsgB window. During MsgB window, UE monitors MsgB. If the contention resolution ID included in MsgB is the same as the device ID transmitted by device in MsgA, the device considers contention resolution successful. For command use case, the DL command can also be carried in MsgB.
Proposal 2 If A-IoT is a synchronous system, use NR random access procedure as reference for random access for A-IoT, with the following potential simplification:
· No TAC in Msg2/MsgB
· No HARQ retransmission for Msg3
Assumption 2：A-IoT is an asynchronous system
If A-IoT is a synchronous system, the inventory procedure in RFID can be used as a starting point for the study of random access for A-IoT. 

The inventory procedure for RFID is shown in figure 3, as following.

· Step1: In RFID, an inventory is initiated by a Select command issued by the interrogator. The Select command is used to select a Tag population for subsequent inventory. 
· Step 2: Query command is issued by the interrogator to initiate an inventory round, and a parameter Q is contained in Query, which defines the total slot number in this inventory round. QueryAdjust command is used to adjust the Q value, and QueryRep command is used to indicate the bound of the next slot. Upon receiving Query or QueryAdjust, each participating Tag picks a random value in the range (0, 2^Q–1) and load this value into its slot counter. Upon receiving QueryRep, each participating Tag decrease its slot counter by 1. 
· Step 3: If the Tag’s slot counter reaches zero, the Tag backscatters an RN16 which is a 16-bit pseudo-random number generated by the tag. 
· Step 4: Interrogator acknowledges Tag with an ACK containing the same RN16.

· Step 5: The Tag receiving valid RN16 responds with its EPT, etc.
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Figure 3 Inventory procedure in RFID

Different from synchronous system, in RFID, random access slot is controlled by query, including Query, QueryAdjust and QueryRep. If A-IoT is designed to be an asynchronous system, the same slot control mechanism can be used. 
In the above inventory procedure, there may be a case that Tag1 and Tag2 respond to a Query simultaneously with the same RN16, i.e. there is collision between Tag1 and Tag2. If Interrogator acknowledges the Tag with the same RN16, both Tag1 and Tag2 will consider the RN16 as valid ACK and response its EPC. In other words, there is no contention resolution between Tag1 and Tag2. The main reason is that it is assumed in RFID inventory, the probability that any two or more Tags simultaneously generate the same value of RN16 is less than 0.01%. When it comes to A-IoT, an open issue is whether to handle contention among different devices. In our understanding, this may reply on the collision probability of the sequence devices replies to the query, e.g., if the collision probability in A-IoT is as low as that in RFID, there seems no need to handle this kind of contention. However, this collision probability may depend on the sequence design, which is up to RAN1. So we thinks more RAN1 input is needed before we decide whether to handle contention resolution.

Observation 2 In RFID, no contention resolution is done among Tags respond to a Query simultaneously with the same RN16. 
Observation 3 Whether to handle contention resolution in A-IoT may reply on the collision probability of the sequence devices replies to the query.
Based on above inventory procedure, it can be observed that the inventory in RFID works in a simple TDM way, i.e., each time only one tag is identified. Considering the targeted coverage of A-IoT, it is likely that the number of devices within the inventory area will be much larger than RFID, therefore, we need to consider how to improve random access efficiency. The most straightforward way is to introduce FDM/TDM/CDM based random access. For FDM-based random access, multiple devices may respond to a query simultaneously using different frequency resources. For TDM- based, multiple devices can respond to a Query in different slots following the Query. For CDM-based, different codes can be used by different devices at the same time. Of course, feasibility of these multiplexing schemes is up to RAN1 to study and RAN2 can proceed the higher layer work after RAN1 makes progress on this.
Observation 4 Inventory in RFID works in a simple TDM way, i.e., each time only one tag is identified, which is inefficient.
Proposal 3 If A-IoT is an asynchronous system, use RFID’s random access as a reference for the study of random access for A-IoT, with the following potential enhancements:
· contention resolution among devices responding to a Query simultaneously with the same sequence.
· FDM/TDM/CDM based random access
3 Conclusion
Based on the discussion we make the following observation:

Observation 1 Whether A-IoT is a synchronous or asynchronous system will have an impact on the random access design.
Observation 2 In RFID, no contention resolution is done among Tags respond to a Query simultaneously with the same RN16. 
Observation 3 Whether to handle contention resolution in A-IoT may reply on the collision probability of the sequence devices replies to the query.
Observation 4 Inventory in RFID works in a simple TDM way, i.e., each time only one tag is identified, which is inefficient.
And we give the following proposals:
Proposal 1 Before RAN1 makes decision on whether A-IoT is a synchronous or asynchronous   system, RAN2 can discuss random access procedure under different assumptions. 

Proposal 1 If A-IoT is a synchronous system, use NR random access procedure as reference for random access for A-IoT, with the following potential simplification:

· No TAC in Msg2/MsgB

· No HARQ retransmission for Msg3

Proposal 2 If A-IoT is an asynchronous system, use RFID’s random access as a reference for the study of random access for A-IoT, with the following potential enhancements:

· contention resolution among devices responding to a Query simultaneously with the same sequence.
· FDM/TDM/CDM based random access
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