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Introduction
This contribution discusses inter-CU LTM, which is one of the objectives in the WID [1].
	· Specify support for inter-CU Layer 2 Mobility (LTM) [RAN2, RAN3]
· Prioritize the case when CU is acting as MN when DC is not configured
· As secondary priority, support the case when NR-DC is configured and CU is acting as SN and MCG is unchanged
· As secondary priority, support the case when NR-DC is configured, CU is acting as MN and SCG is unchanged or SCG is released
· Note: The case that LTM is configured in both MCG and SCG is excluded 
· Specify support for subsequent LTM mobility procedures aiming to avoid RRC configuration between cell switches as per Rel-18 LTM
· Coordination with SA3 needed with respect to security key handling 
· Note: Rel. 18 intra-CU LTM procedure is considered as baseline for adding inter-CU support


The contribution is organized as the following. In section 2, we discuss the following aspects on inter-CU,
· Latency model
· Stage-2 signaling procedure
· RRC signaling design
· L2 handling 
· Co-existence of intra-CU LTM and inter-CU LTM configuration
· Security key handling
· Further consideration on Scenarios
Our proposals are summarized in Section 3. 
Discussion
Latency model
In R18 mobility, the Latency model for inter-CU LTM are illustrated in TS 38.300 [2], as follows,

Figure 1. Components of Mobility Latency for LTM (Annex G in TS 38.300)
For the components of mobility Latency that are identified for intra-CU case, They are also applicable to inter-CU case and there are no additional components which are specific for inter-CU case, so it seems straightforward to just reuse it for inter-CU LTM.
Therefore, it is proposed that,
Proposal 1: Latency model of R18 intra-CU LTM is reused for inter-CU LTM. i.e., there is no need to modify latency model description in Stage-2 spec.

Stage-2 signaling procedure
According to TS38.300 [2], the stage-2 signaling procedure for intra-CU LTM in R18 is divided into the following phases,
· LTM preparation
· Early synchronization, 
· LTM cell switch execution 
· LTM cell switch completion
On the high level, the phases/steps of the Uu signaling procedure of inter-CU LTM are basically the same as that of intra-CU LTM. R18 LTM signaling procedure can be the starting point for inter-CU LTM. However, there are some differences on the network node interaction for inter-CU LTM as more nodes are involved in inter-CU LTM and more interactions between them are needed. A Comparison of involved nodes between inter-CU LTM and intra-CU LTM is provided in the table 1 below,
	
	Intra-CU LTM
	Inter-CU LTM

	gNB
	serving gNB only
	Serving gNB and candidate gNBs

	AMF
	AMF is not involoved
	AMF is involved in at least “LTM cell switch completion” phase


Table 1. Comparison of involved nodes
The Signaling procedure for inter-CU LTM can be illustrated as in the figure 3 below, 


Figure 2. Signaling procedure for inter-CU LTM
Therefore, it is proposed that,
Proposal 2: R18 Intra-CU LTM stage-2 signaling procedure is taken as baseline for inter-CU LTM signaling procedure, with the following modification:
· Serving gNB and candidate gNB(s) are involved in the procedure
· The interactions between Serving gNB and candidate gNB(s) are reflected
· The interactions between Serving gNB/candidate gNB(s) and AMF are reflecteds
Proposal 3: Signaling procedure in Figure 2 is the starting point of further discussions for inter-CU LTM.

RRC signaling design
In R18 LTM, the RRC modeling has been defined the following key characters,
· Reference configuration can be configured as baseline for delta configuration
· One RRCReconfiguration message for each candidate configuration
· Configurations (CSI resource config, early sync config, TCI state list)used before LTM execution are outside of the candidate configuration.
· L1 measurement reported configuration for LTM candidate cell are within the servingCellConfig of each candidate cell configuration.
We see no reason to deviate from the RRC Modeling/signaling structure of R18 LTM. It should be straightforward to use it as baseline for inter-CU LTM. Based on it, we consider what additional configurations/parameters are needed for inter-CU LTM.
Therefore, it is proposed that,
Proposal 4: RRC signaling design for R18 intra-LTM is taken as the baseline for inter-CU LTM.

L2 handling
In legacy, MAC reset, RLC re-establishment and PDCP re-establishment are performed by UE in L3 handover with security key refresh. which is specified in [3] as follows.
	RRC reconfiguration to perform reconfiguration with sync includes, but is not limited to, the following cases:
[bookmark: _GoBack]-	reconfiguration with sync and security key refresh, involving RA to the PCell/PSCell, MAC reset, refresh of security and re-establishment of RLC and PDCP triggered by explicit indicators


In inter-CU LTM execution, security key refresh is needed. So for inter-CU LTM, it is natual that MAC reset, RLC re-establishment and PDCP re-establishment are to be performed by UE as well.
Therefore,it is proposed that,
Proposal 5：Upon inter-CU LTM execution, UE performs
· MAC reset
· RLC re-establishment
· PDCP re-establishment
· security key update

Co-existence of intra-CU LTM and inter-CU LTM configuration
With the support of inter-CU LTM, the configured LTM candidate cells can belong to different CUs but it is still possible that some of them can belong to a same CU. This should be allowed as in practical deployment UE may moves between cells under the same CU, or between cells under different CUs.
Proposal 6: Co-existence of intra-CU LTM and inter-CU LTM configuration is supported for one UE.
There are some different UE behaviors to perform for intra-CU case and intra-CU case upon LTM execution,as seen in the table below, 
	
	Intra-CU case
	Inter-CU case

	L2 handling
	· MAC reset
· RLC re-establishment(inter-DU case)
· PDCP data recovery(inter-DU case)
	· MAC reset
· RLC re-establishment
· PDCP re-establishment

	Security update
	No
	Yes


Table 2.comparison of UE behaviors between intra-CU and inter-CU case
Therefore,UE should firstly decide the type(inter-CU or intra-CU) of the LTM execution and then perform the behaviors accordingly.
For the solution to enable UE to determine whether it is inter-CU case or intra-CU case upon LTM execution,two possbile solution could be considered,
Option 1: Introduce new set IDs(mapping to CUs)
Similar as the R18 mobility design for differentiating the LTM candidate cells from different DUs (i.e., set ID is used), a new set ID can be introduced to differentiate LTM candidate cells belonging to different CUs. Each CU is associated to a unique set ID and the set ID of a LTM candidate cell is indicated to UE. With this, UE can determine what kind of behaviors to perform by comparing the set id of serving cell and that of one candidate cell upon a LTM execution.
Option 2: Implicitly indicated by the presence of security related info(e.g. NCC) in MAC cell switch command, depends on security update conclusion
As to be discussed in section 2.6 of this contribution,one possible solution for security update in inter-CU LTM execution is to include security info in MAC CE cell switch command. If this solution is selected,then UE can determine whether it is the inter-CU case by the presence of security related info (e.g. NCC) in MAC cell switch command.
Proposal 7: Upon LTM execution, UE needs to know whether to perform the handling for inter-CU case or intra-CU case. FFS on how to achieve this.

Security key handling 
Solution for security key update in inter-CU LTM
Background (security update in legacy Xn handover)
The security key update in legacy Xn handover is illustrated as in the following figure,


Figure 3: security key update in legacy Xn handover
The key steps of the security update handling in legacy Xn handover can be summarized as,
1. At UE side, whether to perform the horizontal or vertical derivation is determined based on comparison of the NCC in use and the NCC value indicated in the handover command, i.e., RRCReconfiguration message;
2. At gNB side, the source gNB calculates the KgNB and sends it to the target gNB. When calculating the KgNB for the target cell, the gNB used the stored NH or used KgNB and the frequency/PCI of the target cell. Whether to do horizontal or vertical derivation depends on whether source gNB has un-used (NH,NCC) pair;
3. After handover completion, the target gNB acquires the new (NH,NCC) pair for next handover from AMF through the path switch procedure.
Solutions for security update handling in inter-CU LTM
When considering security update solution for inter-CU subsequent LTM, the most straightforward way is to use the RRC reconfiguration message as in legacy L3 handover, i.e, a RRC reconfiguration message is sent to UE with the update security key information upon inter-CU LTM execution. However, it should not be intended according to the initial intention of supporting subsequent LTM, i.e., in subsequent LTM, we should avoid RRC reconfiguration message between LTM cell switches. Besides, as already indicated in the WID [2], i.e., it is aimed to avoid RRC reconfiguration message for the purpose of security update.
Observation 1: As indicated in the WID, RRC configuration message should be avoided for security update in inter-CU subsequent LTM.
On how to perform the security key update in inter-CU LTM execution, in general there are following possible solutions,
[bookmark: OLE_LINK1]Option 1 – Security information is included in the LTM cell switch command MAC CE
One possible way is to indicate UE the NCC value to use in LTM cell switch command MAC CE.
One may have concern that including NCC value in the LTM cell switch command MAC CE is not a safe way as MAC CE itself is not ciphered and integrity protected. One possible way to alleviate this security concern is that, UE is preconfigured with a NCC value list, and the index of NCC is included in MAC CE cell switch command, which refers to one in the pre-configured NCC list. So there are two variants for option 1 as follows,
· Option 1a: NCC value to use is included in LTM cell switch command MAC CE upon inter-CU LTM execution
· Option 1b: UE is preconfigured with a NCC value list, and index of NCC is included in LTM cell switch command MAC CE
Option 2: Follow SCPAC key update mechanism
[bookmark: OLE_LINK2]In Rel-18 SCPAC, key update for SN is needed. The solution is that UE is preconfigured with a sk-counter list per SN and UE chooses one to use upon inter-SN PSCell change execution. It seems feasible to use the similar logic for inter-CU LTM. gNB can pre-configure UE NCC list on a per CU basis. UE selects the first unused NCC of the corresponding CU upon an inter-CU LTM execution. But one potential issue to be confirmed with SA3 is that the NCC values may be  used in a non-monotonically increasing manner, e.g., the NCC values are used in the order of 2,5,3,which should be 2, 3, 4 legacy.
Option 3: Initial NCC is preconfigured to UE and UE determines the following NCC to use by itself upon inter-CU LTM execution
In legacy L3 handover, the NCC value to be used upon handover are typically increased by 1 if vertical key derivation is performed. Given this, it is possible to have a simple solution in which UE determines the following NCC to use by itself upon inter-CU LTM execution. More specifically, UE is preconfigured an initial NCC value at the LTM preparation phase and it will be used in the first LTM execution. And then upon subsequent inter-CU LTM execution, UE increase the NCC by 1 by itself. However, there are cases in which this rule of increasing NCC is broken. e.g., the NCC will be reset to 0 if gNB rekeying happens. If it happens, there may be misalignment between gNB and UE on the NCC to use. To solve this issue, the simplest way is that NW re-configures the new initial NCC value to UE via the RRC reconfiguration message.
A comparison of the possible options with respect to the Uu impacts and network interface impacts is provided as follows,
	
	Uu imapcts(RAN2)
	Network interface impacts(RAN3)

	Option 1a: NCC value to use is included in MAC CE cell switch command upon inter-CU LTM execution
	· MAC CE cell switch command is to be enhanced
· Drawback: Can not accommodate conditonal LTM
	None, legacy network interface procedure on key udpate can be reused

	Option 1b: UE is preconfigured with a NCC value list, and index of NCC is included in MAC CE cell switch command
	· MAC CE cell switch command is to be enhanced
· Safer than option 1a
· Drawback: Can not accommodate conditonal LTM
	None, legacy network interface procedure on key udpate can be reused

	Option 2: Follow SCPAC key update mechanism, i.e., UE is preconfigured with a NCC list per CU, and UE chooses one to use upon inter-CU LTM execution
	· Signalling enhacement is needed to the LTM pre-configuration
· Same security update solution to support the subseqnent conditional LTM in inter-CU case
	· More interaction between gNB and AMF is needed to sync the NCC to be used. 

	Option 3: Initial NCC is preconfigured to UE and UE determines the following NCC to use by itself upon inter-CU LTM execution
	· Less signalling impact, enhancement for security is needed upon LTM triggering. 
· Same security update solution to support the subseqnent conditional LTM in inter-CU case 
	· None, legacy network interface procedure on key udpate can be reused 


Table 3. Comparison of the security update options
Proposal 8: For the security key update upon inter-CU LTM execution, the following solutions are considered,
· Option 1a: NCC value to use is included in LTM cell switch command MAC CE upon inter-CU LTM execution
· Option 1b: UE is preconfigured with a NCC value list, and index of NCC is included in LTM cell switch command MAC CE
· Option 2: Follow SCPAC key update mechanism, i.e., UE is preconfigured with a NCC list per CU, and UE chooses one to use upon inter-CU LTM execution 
· Option 3: Initial NCC is preconfigured to UE and UE determines the following NCC to use by itself upon subsequent inter-CU LTM execution

Work split between RAN2 and SA3
Regardless of which solution above is chosen for security key update handing, we need to confirm with SA3 on whether it is aligned with the security principle.
Since RAN2 is more familiar with the signaling procedure of LTM, maybe it is better that RAN2 sorts out the possible solutions which fit into the RAN2 LTM signaling design. Then the following question is how to determine which one to select. There are the following possible ways,
· Option 1:RAN2 send RAN2 preference and other possible options to SA3 for confirmation
In Option 1, RAN2 preference of the solution will become the final solution directly if SA3 confirm it. Otherwise, SA3 can indicate which ones are feasible among the other possible solutions. But it will take some time to conclude it in RAN2.
· Option 2:RAN2 lists all the possible options to SA3 and request SA3 to indicate which one(s) are feasible
In option 2, RAN2 can further decide the final solution among the solutions which are indicated feasible by SA3. It is a safest way as RAN2 does not take the risk of choosing a solution which is not acceptable by SA3.But RAN2 need to wait with doing nothing on security until SA3 feedback.
Therefore, maybe we can have a quick try on option 1. If it cannot be concluded in RAN2 quickly, we can go to option 2.
Proposal 9: RAN2 provides all the possible options to SA3 and ask SA3 guidance regarding the feasibility of the options.
Further consideration on Scenarios
Xn handover or N2 handover
In legacy inter-gNB handover, there are two types of handover, i.e., Xn handover and N2 handover. Xn handover should be supported as baseline. However, more needs to be considered for N2 handover. In N2 handover, core network is involved in the handover execution phase. If inter-CU LTM is performed using N2 reference points, it may have a drawback of longer latency as more interactions between gNB and core network are needed during the LTM execution. Furthermore, it may have more design complexity (e.g., on security) as the enhancement to the NG interface may be needed. Due to the drawback above and the fact that N2 handover is typically needed for AMF change case, it is no motivated to support it for inter-CU LTM. However, due to the main spec impacts may be in RAN3, it is suggested to leave the final decision to RAN3.
Proposal 10: Xn handover is supported for inter-CU LTM.
Proposal 11: From RAN2 point of view, N2 handover is not motivated for inter-CU LTM, the final decision is left to RAN3. 
Prioritization of cases in NR DC
According to the WID [1], two cases for inter-CU LTM in NR DC are deprioritized,
· inter-CU SCG LTM with MCG unchanged
· inter-CU MCG LTM with SCG unchanged or SCG released
Since latency is more critical at MCG side than SCG side, it may be better to prioritize the cases for the inter-CU LTM at MCG side, including the MCG LTM with SCG unchanged or SCG released. Hence as the WID suggest, after completion of the inter-CU LTM work in the standalone case, we focus on inter-CU MCG LTM with SCG unchanged or SCG released, and the Inter-CU SCG LTM with MCG unchanged is supported with lowest priority.
Proposal 12: Inter-CU MCG LTM with SCG unchanged or SCG released is prioritized over the case of Inter-CU SCG LTM with MCG unchanged.

Conclusion
[bookmark: OLE_LINK58][bookmark: OLE_LINK59][bookmark: OLE_LINK60][bookmark: OLE_LINK47][bookmark: OLE_LINK48]Based on the previous analysis in section 2, our observations and proposals are summarized as follows:
Observation 1: As indicated in the WID, RRC configuration message should be avoided for security update in inter-CU subsequent LTM.

Latency model
Proposal 1: Latency model of R18 intra-CU LTM is reused for inter-CU LTM. i.e., there is no need to modify latency model description in Stage-2 spec.
Stage-2 signaling procedure
Proposal 2: R18 Intra-CU LTM stage-2 signaling procedure is taken as baseline for inter-CU LTM signaling procedure, with the following modification:
· Serving gNB and candidate gNB(s) are involved in the procedure
· The interactions between Serving gNB and candidate gNB(s) are reflected
· The interactions between Serving gNB/candidate gNB(s) and AMF are reflecteds
Proposal 3: Signaling procedure in Figure 2 is the starting point of further discussions for inter-CU LTM.
RRC signaling design for inter-CU LTM
Proposal 4: RRC signaling design for R18 intra-LTM is taken as the baseline for inter-CU LTM.
L2 handling for inter-CU LTM
Proposal 5：Upon inter-CU LTM execution, UE performs
· MAC reset
· RLC re-establishment
· PDCP re-establishment
· security key update
Co-existence of intra-CU LTM and inter-CU LTM configuration
Proposal 6: Co-existence of intra-CU LTM and inter-CU LTM configuration is supported for one UE.
Proposal 7: Upon LTM execution, UE needs to know whether to perform the handling for inter-CU case or intra-CU case. FFS on how to achieve this.
Security key handling
Proposal 8: For the security key update upon inter-CU LTM execution, the following solutions are considered,
· Option 1a: NCC value to use is included in LTM cell switch command MAC CE upon inter-CU LTM execution
· Option 1b: UE is preconfigured with a NCC value list, and index of NCC is included in LTM cell switch command MAC CE
· Option 2: Follow SCPAC key update mechanism, i.e., UE is preconfigured with a NCC list per CU, and UE chooses one to use upon inter-CU LTM execution 
· Option 3: Initial NCC is preconfigured to UE and UE determines the following NCC to use by itself upon subsequent inter-CU LTM execution
Proposal 9: RAN2 provides all the possible options to SA3 and ask SA3 guidance regarding the feasibility of the options.
Further consideration on Scenarios
Proposal 10: Xn handover is supported for inter-CU LTM.
Proposal 11: From RAN2 point of view, N2 handover is not motivated for inter-CU LTM, the final decision is left to RAN3. 
Proposal 12: Inter-CU MCG LTM with SCG unchanged or SCG released is prioritized over the case of Inter-CU SCG LTM with MCG unchanged.
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Xn based LTM Handover decision to inter-gNB


Key derivation(水平或垂直，取决于是否有unused {NH, NCC} pair)，计算出KNG-RAN*发给target gNB

Serving gNB没有有效{NH, NCC} ，执行水平计算得到（KNG-RAN*,NCC0）（见33.501,6.9.2.1.1,NOTE2）


HANDOVER REQUEST ACKNOWLEDGE(inter node message HandoverCommand containing RRCReconfiguration(NCC =0)  )


KNG-RAN* 保存为 KgNB，并关联到收到的NCC


cell switch command MAC CE, [NCC=0, or index of NCC??],[keySetChangeIndicator])


PATH SWITCH REQUEST


Handover execution procedure



derive NH,基于(NH1,NCC=1),生成了（NH2,NCC=2）


PATH SWITCH REQUEST ACKNOWLEDGE（NH2,NCC=2）


Target gNB 2


保存（NH2,NCC=2），用户后续切换


Handover decision


Key derivation(水平或垂直，取决于是否有unused {NH, NCC} pair)，计算出KNG-RAN*发给target gNB

存在有效{NH2, NCC2} ，执行垂直计算得到（KNG-RAN*,NCC2）


HANDOVER REQUEST(AS Security Information-KNG-RAN*, NCC=2)


KNG-RAN* 保存为 KgNB，并关联到收到的NCC=2


HANDOVER REQUEST ACKNOWLEDGE(inter node message HandoverCommand containing RRCReconfiguration(NCC =2)  )


cell switch command MAC CE, [NCC=2, or index of NCC??],[keySetChangeIndicator])


UE进入RRC连接态


第一次Xn切换
（key只能水平计算）


第二次Xn切换
（key垂直计算）


UE determines as inter-CU handover（基于inter-CU set ID），NCC+2，（注：后续切换NCC+1）


1.计算出（NH2,NCC2）
2.基于（NH2,NCC2），target PCI，frequency ARFCN-DL
计算出KNG-RAN*


Case 1:KAMF unchanged


Case 1:KAMF changed


Handover decision


Key derivation(水平或垂直，取决于是否有unused {NH, NCC} pair)，计算出KNG-RAN*发给target gNB

存在有效{NH2, NCC2} ，执行垂直计算得到（KNG-RAN*,NCC2）


HANDOVER REQUEST(AS Security Information-KNG-RAN*, NCC=2)


HANDOVER REQUEST ACKNOWLEDGE(inter node message HandoverCommand containing RRCReconfiguration(NCC =2)  )


cell switch command MAC CE, [NCC=2, or index of NCC??],[keySetChangeIndicator])


1.计算出（NH2,NCC2）
2.基于（NH2,NCC2），target PCI，frequency ARFCN-DL
计算出KNG-RAN*


第二次Xn切换
（key垂直计算）


Handover execution procedure


PATH SWITCH REQUEST



derive NH,基于(NH2,NCC=2),生成（NH3,NCC=3）


PATH SWITCH REQUEST ACKNOWLEDGE（NH3,NCC=3）


保存（NH3,NCC=3），用于后续切换


PATH SWITCH REQUEST


PATH SWITCH REQUEST ACKNOWLEDGE（NH=KgNB,NCC=0）


保存（NH=KgNB,NCC=0），用于后续切换，并立刻触发一个intra-gNB切换


如果应用了新的KAMF且尚未成功通知gNB，则基于新的KAMF生成新的KgNB


KNG-RAN* 保存为 KgNB，并关联到收到的NCC=2


cell switch command MAC CE, [NCC, or index of NCC??],[keySetChangeIndicator=TRUE])，or RRC reconfiguration([keySetChangeIndicator=TRUE])



1.基于KAMF 生成temporary  KgNB
2.基于temporary KgNB 生成 KNG-RAN* 


Inter-CU LTM preparation


1: Measurement report


RRC reconfiguration({LTM candidate cell configuration 1,inter-CU set ID..)


3: RRC reconfiguration complete


UE determines as inter-CU handover（基于inter-CU set ID or the presence of the security info in MAC CE），如果是第一次inter-CU切换，则进行水平推算key


UE in RRC_CONNECTED


LTM candidate preparation


inter-CU LTM(Xn handover)


UE


Serving gNB


1: Measurement report


2: RRC reconfiguration(LTM candidate cell configuration,[inter-CU set ID,or NCC list, or nothing])


3: RRC reconfiguration complete


LTM decision 


LTM preparation


Early sync


LTM cell switch execution


UE in RRC_CONNECTED


5: L1 measurement report


6: cell switch command MAC CE, [NCC, or index of NCC??],[keySetChangeIndicator])


UE determine it is inter-CU case,
UE detaches from source,apply target configurations, perform key update as indicated)


LTM cell switch completion


Candidate gNB


LTM candidate preparation


4b:UL synchronization with the candidate cell(s)


4a:DL synchronization with the candidate cell(s)


7b:RACH procedure


8:LTM cell switch completion


7a:L2 handling for inter-CU LTM


Case 1:inter-CU LTM 


Case 1:intra-CU LTM(legacy)


6: cell switch command(MAC CE)


UE detaches from source,apply target configurations


7:RACH procedure


UE


Source gNB


Target gNB


RRC_IDLE


Initial UE message


Initial UE conext setup request(Security Key即KgNB)


RRC connection setup


RRC setup complete(NAS-Message)


1.UE本地基于KAMF计算出KgNB/KeNB 
2.UE本地基于KAMF计算出NH,保存为（NH,NCC=1）,这一步也可以再第一次切换前执行



Source AMF


Security mode command


Security mode complete


HANDOVER REQUIRED(AS Security Information-KNG-RAN*, NCC=0)


N2 based LTM Handover decision to inter-gNB


HANDOVER REQUEST ({NH2, NCC2})


基于NH1,NCC值增加。生成新的{NH2, NCC2} 


Target AMF


1.derive key KgNB,这个KgNB关联一对(NH（虚拟）,NCC（值为0）)
2.derive NH,保存为（NH1,NCC=1）


Alt 1:KAMF未更新


Alt 2:KAMF更新


1.生成新的KAMF
2.生成{ NH,NCC=1} 并保存


Namf_Communication_CreateUEContext Request({NH2, NCC2} )


Namf_Communication_CreateUEContext Request(keyAmfHDerivationInd,keyAmfChangeInd，{NH=newly derived KgNB, NCC=0} )


生成新的KgNB，将NCC设为0，形成pair {NH=newly derived KgNB, NCC=0} 


基于{NH2, NCC2} ，生成KNG-RAN*（也当成KgNB），关联到NCC2


HANDOVER REQUEST ACKNOWLEDGE(Target to Source Transparent Container-message HandoverCommand containing RRCReconfiguration(NCC =2))


cell switch command MAC CE, [NCC=2, or index of NCC??],[keySetChangeIndicator])


HANDOVER REQUEST ({NH=newly derived KgNB, NCC=0})


基于{NH=newly derived KgNB, NCC=0} ，生成KNG-RAN*（也当成KgNB），关联到NCC0


HANDOVER REQUEST ACKNOWLEDGE(Target to Source Transparent Container-message HandoverCommand containing RRCReconfiguration(NCC =0))


HANDOVER COMMAND


Interaction between T-AMF and S-AMF


RRCReconfiguration(keySetChangeIndicator=TRUE，NAS Container- K_AMF_change_flag=TRUE)


HANDOVER COMMAND


Interaction between T-AMF and S-AMF


UE进入RRC连接态


第一次N2切换


1.计算出（NH2,NCC2）
2.基于（NH2,NCC2），target PCI，frequency ARFCN-DL
计算出KNG-RAN*


1.UE生成新的 KAMF 
2.基于KAMF 生成temporary  KgNB
3.基于temporary KgNB 生成 KNG-RAN* 


inter-CU LTM(N2 handover)


Perform legacy L3 handover


UE


Serving gNB


1: Measurement report


2: RRC reconfiguration(LTM candidate cell configuration,[inter-CU specific config])


3: RRC reconfiguration complete


LTM decision 


LTM preparation


Early sync


LTM cell switch execution


UE in RRC_CONNECTED


5: L1 measurement report


6: cell switch command MAC CE, [security info])


Determines inter-CU case or intra-CU case


LTM cell switch completion


Target gNB


LTM candidate preparation


4b:UL synchronization with the candidate cell(s)


4a:DL synchronization with the candidate cell(s)


Detaches from source,apply target configurations


8:LTM cell switch completion


L2 handling for inter-CU LTM


Case 1:inter-CU LTM 


Case 1:intra-CU LTM


L2 handling for intra-CU LTM


7:RACH procedure


Security  Key update


AMF


Other potential Target gNB(s)


9:patch switch request


8.Interaction between serving  gNB and target gNB


UE


Serving gNB


1: Measurement report


3: RRC reconfiguration(LTM candidate cell configuration)


4: RRC reconfiguration complete


LTM decision 


LTM preparation


Early sync


LTM cell switch execution


UE in RRC_CONNECTED


6: L1 measurement report


7: cell switch command MAC CE)


13.Interaction between new serving  gNB and other candidate gNBs


LTM cell switch completion


5b:UL synchronization with the candidate cell(s)


10:LTM cell switch completion


12:PATH SWITCH REQUEST ACKNOWLEDGE


9:RACH procedure


Detaches from source,apply target configurations


AMF


Other potential Target gNB(s)


Target gNB


2. LTM candidate preparation


5a:DL synchronization with the candidate cell(s)


11:PATH SWITCH REQUEST
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oleObject2.bin
UE


gNB


AMF


RRC_IDLE


Initial AS SMC procedure:
UE derives the KgNB_1 based on KAMF and initial NAS message, and associate it with virtual NH and NCC = 0.
Depending on UE implementation, may further derive next NH1 associated with NCC = 1 


Initial UE message (initial NAS message)


Initial UE conext setup request (KgNB_1)


RRC connection setup


RRC setup complete (initial NAS message)


1. derive KgNB_1 associated with virtual NH and NCC = 0 
2.derive next NH1 associated NCC = 1


Handover decision


Target gNB 1


First Xn handover


Perform horizontal derivation to get KgNB_2 due to no unused (NH NCC) pair.


Second Xn handover


Handover decision


Perform vertical derivation to get KgNB_3 due to unused (NH2 NCC = 2) pair.


HANDOVER REQUEST(KgNB_3, NCC = 2)


Associate KgNB_3 with NCC = 2


HANDOVER REQUEST ACKNOWLEDGE(HandoverCommand containing RRCReconfiguration with NCC =2)


RRCReconfiguration(NCC = 2)


Perform vertical derivation:
derive NH2 based on NH1 and KAMF 
derive KgNB_3 based on NH2 and target PCI/frequency


Handover execution procedure


PATH SWITCH REQUEST


derive next NH3 associated with NCC = 3


Target gNB 2


PATH SWITCH REQUEST ACKNOWLEDGE (NH3,NCC=3)


Initial AS security actvation


HANDOVER REQUEST(KgNB_2, NCC = 0)


Associate KgNB_2 with NCC = 0


HANDOVER REQUEST ACKNOWLEDGE(HandoverCommand containing RRCReconfiguration with NCC =0)


RRCReconfiguration(NCC =0)


Perform horizontal derivation based on current KgNB­­_1 and target PCI/frequency, and get KgNB_2


Handover execution procedure


PATH SWITCH REQUEST


derive next NH2 associated with NCC = 2


PATH SWITCH REQUEST ACKNOWLEDGE (NH2,NCC=2)
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