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[bookmark: _Ref124589705][bookmark: _Ref129681862]Introduction
In RAN#102 meeting [1], a new study item “New SID: Study on solutions for Ambient IoT (Internet of Things) in NR” was approved. In RAN#103 meeting, a revised SID was approved [2]. According to the objective in the SID, potential solutions for Ambient IoT would be studied and RAN1 related scope in the SID was provided as following.
	2. Study necessary and feasible solutions for Ambient IoT as prescribed in the General Scope, including decisions on which functions, procedures, etc. are needed and not needed, and ensuring at least the required functionalities in Section 6.2 of TR 38.848. 
Study of positioning in Rel-19 is RAN3-led, limited to functionalities which would have no, or minimal, specification impact (note: this does not imply any decision relating to WI creation).
Study the feasibility and required functionalities for proximity determination, which is the determination of whether BS or intermediate UE and ambient IoT device are near each other or not (coordination with SA3 is required for privacy aspects).
· RAN1-led:
For the Ambient IoT DL and UL:
· Frame structure, synchronization and timing, random access
· Numerologies, bandwidths, and multiple access
· Waveforms and modulations
· Channel coding
· Downlink channel/signal aspects
· Uplink channel/signal aspects
· Scheduling and timing relationships
· Study necessary characteristics of carrier-wave waveform for a carrier wave provided externally to the Ambient IoT device, including for interference handling at Ambient IoT UL receiver, and at NR basestation. 
       For Topology 2, no difference in physical layer design from Topology 1.
… 



In this contribution, we will discuss and analysis synchronization and timing, random access, scheduling and timing relationships for Ambient IoT.
Discussion
Random access
In RAN1#116 meeting [3], the following agreements were achieved. According to the agreements, A-IoT contention-based access procedure was supported and slotted-ALOHA based access was considered as baseline. In this section, we will further discuss the random access procedures.
	Agreement
From RAN1 perspective, at least when a response is expected from multiple devices that are intended to be identified, an A-IoT contention-based access procedure initiated by the reader is used.
Agreement
For A-IoT contention-based access procedure, at least slotted-ALOHA based access is studied.



The slotted-ALOHA based access is used in RFID for inventory traffic. According to the procedures in RFID, an A-IoT contention-based access procedure can be performed as following, which is shown in Figure 1. 
· Step 1: The reader selects or schedules a group of devices, generates a Q value, and sends Select/Query to devices.
· Step 2: Upon receiving the Select/Query, devices respectively generate a value between 0 and  randomly. A device will response with a RN16 if the value of the device is 0, otherwise, not response. Each device shall decrement its own value after each round of access.
· Step 3: The reader sends ACK with same RN16 to the acknowledged device.
· Step 4: For the acknowledged device, the device sends its own information, such as device ID, to the reader. For the other devices, not response.
· Step 5: The reader feedbacks Acknowledgement to the device if the reader receives the information from the device successfully.

[image: ]
Figure 1 An illustration of A-IoT contention-based random access procedure (RFID like)
Based on the above procedure, the devices would be accessed one by one, i.e., at most one device can complete the random access procedure in each round of access. For the other devices not completing the procedure, they will perform the procedure in the next round. By this procedure, an inventory task should take a long time to complete from reader side. The reader needs send signaling frequently and devices also need receive the signaling from the reader frequently. 
Observation 1: According to the random access procedure in RFID, an inventory task should take a long time to complete from reader side. The reader needs send signaling frequently and devices also need receive the signaling from the reader frequently.
To improve the efficiency of random access procedure, a solution on multiple devices access in TDM in one round can be considered. The procedure can be performed as following, which is shown in Figure 2.
· Step 1: The reader selects or schedules a group of devices.
· Step 2: Upon receiving the signaling in Step 1, the devices send their own information, such as device ID, to the reader by TDM. A common frequency resource maybe shared by multiple devices. Devices determine the transmission occasion in the time domain.
· Step 3: The reader feedbacks Acknowledgement to the devices.
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Figure 2 Another illustration of A-IoT contention-based random access procedure

Proposal 1: Study the following A-IoT contention-based access procedure:
· Step 1: The reader selects or schedules a group of devices.
· Step 2: Upon receiving the signaling in Step 1, the devices send their own information, such as device ID, to the reader in TDM. 
· Step 3: The reader feedbacks Acknowledgement to the devices.

To further improve the efficiency of random access procedure, FDM based access can also be considered. For example, in Figure 2, the devices can send their own information, such as device ID, by FDM.
Proposal 2: Consider applying FDM based D2R transmission for random access procedure.
In addition to contention-based random access procedure, A-IoT contention free based access procedure can also be considered. For example, if a device has been authenticated by the reader, and the reader wants to check the information or state of the device, the reader can schedule the device directly. A contention free based random access procedure is briefly shown in Figure 3.
[image: ]
Figure 3 An illustration of A-IoT contention free based random access procedure

[bookmark: _Hlk162978933][bookmark: _Hlk162979569]Proposal 3: Study A-IoT contention free based random access procedure initiated by the reader.
For another case, the device may cancel or lost the authenticated information stored in its memory, then the device may be inventoried by a new random access procedure. Thus, how to improve the inventory efficiency for an authenticated device, needs to be further discussed. 
In addition, when an inventoried device moves to other place like cargo tracking in factory, different readers may repeatedly inventory the same inventoried device. This case should be avoided to improve the inventory efficiency and reduce the signaling overhead.
Proposal 4: Study how to improve the efficiency of random access procedure for an authenticated device.
Proposal 5: Study the necessity of avoiding repeatedly inventory the same device.
Synchronization
In RAN1#116 meeting [3], the following agreement was achieved. According to the agreement, R2D preamble and D2R preamble are supported to achieve timing and indicate the start of the R2D and D2R transmission respectively.
	Agreement
At least the following time domain frame structure is studied for A-IoT R2D and D2R transmission.
· For R2D transmission,
· A R2D timing acquisition signal (e.g. R2D preamble) is included at least for timing acquisition and for indicating the start of the R2D transmission in time domain.
· For D2R transmission,
· A D2R timing acquisition signal (e.g. D2R preamble) is included at least for timing acquisition and for indicating the start of the D2R transmission in time domain.
· FFS other necessary component(s), e.g. midamble, postamble, periodic sync signal, control fields, guard period


For device 2b that can generate signal internally, the device can perform coarse DL synchronization based on the R2D preamble. As A-IoT traffic is infrequent, aperiodic synchronization signal or preamble is enough. For example, when R2D traffic is arrives, aperiodic synchronization signal or preamble can be transmitted.
[bookmark: _Hlk162986307]The reader can also perform UL synchronization based on the D2R preamble. However, for DO-DTT traffic, device cannot transmit D2R synchronization signal or preamble automatically. Hence, only aperiodic D2R synchronization signal or preamble is considered.
Except for preamble-like as synchronization, other signal formats used for R2D or D2R synchronizing should be further discussed and studied. For example, self-clocking using line-coding may be considered to achieve R2D or D2R synchronization.
[bookmark: _Hlk162985726][bookmark: _Hlk162985590][bookmark: _Hlk162986098]Proposal 6: Consider aperiodic R2D synchronization signal or preamble. Only aperiodic D2R synchronization signal or preamble is considered.
Proposal 7:  Except for preamble-like as synchronization, other signal formats should be further discussed and studied for R2D or D2R synchronization.
Frame structure
The frame structure of R2D and D2R transmission are discussed in last meeting, and the agreement was shown in section 2.2. In addition to the preamble for R2D and D2R transmission, other essential information should also be discussed. The essential information can be discussed based on the random access procedure in section 2.1.
For R2D transmission, control information is needed. For example, the control information can indicate target device(s). Moreover, control information can also used to indicate the resource for D2R transmission following it. If acknowledge is supported, control information should also include the acknowledgement.
For D2R transmission, control/data field is also needed. For inventory traffic, device ID will be transmitted by control/data field. For command traffic, a response such as an acknowledgement from device is needed.
Proposal 8: For R2D transmission, control information can indicate target device(s), D2R resource, and acknowledgement. For D2R transmission, control/data field can include device ID or acknowledgement.

Timing relationships
In RAN1#116 meeting [3], the following agreements were achieved. In this section, we will further discuss the following processing timing.
	Agreement
For further discussion, the following terminologies are used for A-IoT for studying processing time aspects:
· TR2D_min: Minimum Time between a R2D transmission and the corresponding D2R transmission following it. 
· TD2R_min: Minimum Time between a D2R transmission and the corresponding R2D transmission following it.
· TR2D_R2D_min: Minimum Time between two different consecutive R2D transmissions to the same A-IoT device. 
· TD2R_D2R_min: Minimum Time between two different consecutive D2R transmissions from the same A-IoT device.
· The study should consider at least following aspects 
· Implementation restrictions for the existing BS/UE
· [Processing time is common or different for different A-IoT devices]
· [Processing time for different traffic types/command types (e.g. DT or DO-DTT) and/or different use case (e.g., Inventory or Command)] 
· FFS other timing aspects 



As discussed in section 2.1, A-IoT random access procedure is initiated by the reader for DO-DTT traffic. The D2R transmission is always triggered by a R2D transmission. According to the procedure, two consecutive D2R transmissions are not possible. It seems that TD2R_D2R_min is not essential for DO-DTT traffic. The case of applying TD2R_D2R_min can be clarified.
Observation 2: According to the random access procedure in section 2.1, it seems that TD2R_D2R_min is not essential for DO-DTT traffic. The case of applying TD2R_D2R_min can be clarified.
The minimum time as mentioned above is related to the capability of the reader and device. For TR2D_min, it mainly includes the processing time of a R2D transmission and the preparation time of the corresponding D2R transmission, which depends on the implementation of the device. For TR2D_R2D_min, it is mainly impacted by the processing time of a R2D transmission and/or the preparation time of the second R2D transmission, which depends on the implementation of the device and/or the reader. For TD2R_min, it mainly includes the processing time of a D2R transmission and the preparation time of the corresponding R2D transmission, which depends on the implementation of the reader. As the capability of different device types is different, the processing time of R2D transmission and the preparation time of D2R transmission would be different for different types. For the reader, it can be gNB or UE in different topologies, the capability of gNB and UE is different, the preparation time of a R2D transmission and the processing time of a D2R transmission would also be different. It is reasonable that TR2D_min, TR2D_R2D_min and TD2R_min can be respectively different for different device types. 
Observation 3: TR2D_min mainly includes the processing time of a R2D transmission and the preparation time of the corresponding D2R transmission, which depends on the implementation of the device. 
Observation 4: TR2D_R2D_min is mainly impacted by the processing time of a R2D transmission and/or the preparation time of the second R2D transmission, which depends on the implementation of the device and/or the reader.
Observation 5: TD2R_min mainly includes the processing time of a D2R transmission and the preparation time of the corresponding R2D transmission, which depends on the implementation of the reader.
Observation 6: For the different device types, the processing time of R2D transmission and the preparation time of D2R transmission would be different. For the gNB or UE as a reader, the preparation time of a R2D transmission and the processing time of a D2R transmission would also be different.
Proposal 9: TR2D_min can be different for different device types. 
Proposal 10: TR2D_R2D_min can be different for different device types and/or different readers.
Proposal 11: TD2R_min can be different for different readers.
[bookmark: _Hlk162989312]In addition to the minimum time as mentioned above, a maximum time between a R2D transmission and the corresponding D2R transmission following it can also be studied. According to the random access procedure in Figure 2 in section 2.1, the multiple device will be accessed in step 2. Hence, a maximum value TR2D_max is necessary to limit the maximum time for the device to response to the reader. The devices should response to reader within the maximum time after R2D transmission. For example, the value of TR2D_max is 1s, the devices should determine the transmission occasions within 1s. Otherwise, the device can be considered as a failure of random access.
Proposal 12: Consider the maximum time TR2D_max between a R2D transmission and the corresponding D2R transmission following it.

Conclusion
In this contribution, we discuss synchronization and timing, random access, scheduling and timing relationships for Ambient IoT. We have the following observations.
Observation 1: According to the random access procedure in RFID, an inventory task should take a long time to complete from reader side. The reader needs send signaling frequently and devices also need receive the signaling from the reader frequently.
Observation 2: According to the random access procedure in section 2.1, it seems that TD2R_D2R_min is not essential for DO-DTT traffic. The case of applying TD2R_D2R_min can be clarified.
Observation 3: TR2D_min mainly includes the processing time of a R2D transmission and the preparation time of the corresponding D2R transmission, which depends on the implementation of the device. 
Observation 4: TR2D_R2D_min is mainly impacted by the processing time of a R2D transmission and/or the preparation time of the second R2D transmission, which depends on the implementation of the device and/or the reader.
Observation 5: TD2R_min mainly includes the processing time of a D2R transmission and the preparation time of the corresponding R2D transmission, which depends on the implementation of the reader.
Observation 6: For the different device types, the processing time of R2D transmission and the preparation time of D2R transmission would be different. For the gNB or UE as a reader, the preparation time of a R2D transmission and the processing time of a D2R transmission would also be different.

It is proposed that
Proposal 1: Study the following A-IoT contention-based access procedure:
· Step 1: The reader selects or schedules a group of devices.
· Step 2: Upon receiving the signaling in Step 1, the devices send their own information, such as device ID, to the reader in TDM. 
· Step 3: The reader feedbacks Acknowledgement to the devices.
Proposal 2: Consider applying FDM based D2R transmission for random access procedure.
Proposal 3: Study A-IoT contention free based random access procedure initiated by the reader.
Proposal 4: Study how to improve the efficiency of random access procedure for an authenticated device.
Proposal 5: Study the necessity of avoiding repeatedly inventory the same device.
Proposal 6: Consider aperiodic R2D synchronization signal or preamble. Only aperiodic D2R synchronization signal or preamble is considered.
Proposal 7:  Except for preamble-like as synchronization, other signal formats should be further discussed and studied for R2D or D2R synchronization.
Proposal 8: For R2D transmission, control information can indicate target device(s), D2R resource, and acknowledgement. For D2R transmission, control/data field can include device ID or acknowledgement.
Proposal 9: TR2D_min can be different for different device types. 
Proposal 10: TR2D_R2D_min can be different for different device types and/or different readers.
Proposal 11: TD2R_min can be different for different readers.
Proposal 12: Consider the maximum time TR2D_max between a R2D transmission and the corresponding D2R transmission following it.
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