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1	Introduction
[bookmark: _Hlk157954850]In TSG RAN Meeting #102, a new SID of studying on solutions for Ambient IoT in NR has been agreed [1]. In RAN1 #106 meeting [2], some agreements are achieved and listed below.
	Agreement
From RAN1 perspective, at least when a response is expected from multiple devices that are intended to be identified, an A-IoT contention-based access procedure initiated by the reader is used.

Agreement
For A-IoT contention-based access procedure, at least slotted-ALOHA based access is studied.

Agreement
At least the following time domain frame structure is studied for A-IoT R2D and D2R transmission.
· For R2D transmission,
· A R2D timing acquisition signal (e.g. R2D preamble) is included at least for timing acquisition and for indicating the start of the R2D transmission in time domain.
· For D2R transmission,
· A D2R timing acquisition signal (e.g. D2R preamble) is included at least for timing acquisition and for indicating the start of the D2R transmission in time domain.
· FFS other necessary component(s), e.g. midamble, postamble, periodic sync signal, control fields, guard period

Agreement
For further discussion, the following terminologies are used for A-IoT for studying processing time aspects:
· TR2D_min: Minimum Time between a R2D transmission and the corresponding D2R transmission following it. 
· TD2R_min: Minimum Time between a D2R transmission and the corresponding R2D transmission following it.
· TR2D_R2D_min: Minimum Time between two different consecutive R2D transmissions to the same A-IoT device. 
· TD2R_D2R_min: Minimum Time between two different consecutive D2R transmissions from the same A-IoT device.
· The study should consider at least following aspects 
· Implementation restrictions for the existing BS/UE
· [Processing time is common or different for different A-IoT devices]
· [Processing time for different traffic types/command types (e.g. DT or DO-DTT) and/or different use case (e.g., Inventory or Command)] 
· FFS other timing aspects 




In this paper, we discuss and give our views on frame structure and timing for ambient IoT.

2	Discussion
2.1 	Timing acquisition
Periodic sync signal is transmitted in NR. For ambient IoT, since ambient IoT device may not have capability to maintain the accurate frame timing due to its large SFO, from ambient IoT device’s perspective, there is no need of the periodic sync signal to synchronise with the reader. From reader’s perspective, especially when multiple readers are deployed, periodic sync signal together with periodic transmission and reception occasion with different offset for each reader is an easy way for reader’s coordination, especially when the reader is UE.
Proposal 1: From ambient IoT device’s perspective, periodic transmission is transparent. From (UE) reader’s perspective, periodic transmission of sync and data signal could be configured.
For ambient IoT transmission and reception, especially for device type 2, the maximum transmission and reception duration may be needed for device’s energy harvesting. In that sense, if the duration of the transmission for large number of payload bits is larger than this maximum duration, ambient IoT device may not have enough power for transmission and reception. Some guard period within the transmission burst should be introduced for device’s energy harvesting. The whole transmission is divided into multiple sub-transmission with guard period between them and for each sub-transmission, there should be pre-amble and post-amble at the beginning and at the end of sub-transmission separately. To distinguish between the first and the last sub-transmission and the others, the pre-amble at the first sub-transmission and the post-amble at the last sub-transmission could be different with other pre-ambles and post-ambles. We can also call the other pre-ambles and post-ambles as mid-ambles.
[bookmark: _Hlk162942201]Proposal 2: A transmission could be divided into multiple sub-transmission with guard period between them, when the transmission duration is larger than a threshold that ambient IoT device needs to do energy harvesting during guard period.
Proposal 3: For each sub-transmission, there are pre-amble and post-amble at the beginning of and at the end of sub-transmission separately.

2.2	Random access procedure
One of the advantages of ambient IoT technology over RFID technology is to support more devices more efficiently. For contention based random access in NR, there are 4-steps RACH where msg1 and msg3 is transmitted by UE for random access and msg2 and msg4 is transmitted by network for contention resolution. 4-steps RACH is proven to be a highly efficient way for contention based random access and could be the baseline for ambient IoT’s contention random access.
Different from NR contention based random access, ambient IoT CBRA should starts with a msg0. The msg0 is transmitted by the reader to indicate some information for the random access, for example the random-access processing identification, number of slots for the slotted ALOHA random access and some other control information if needed. Device should random select one slot from number of slots to transmit msg1. 
The msg1 is transmitted by the device carrying information for reader’s presence and/or collision detection. Reader may detect there presents the transmission request by the device in this slot. Reader could also be able to detect there are multiple devices transmit the signal in this slot by collision detection.
The msg2 is transmitted by the reader to indicate the presence and collision detection result. If there is only one request is detected by the reader, it should transmit the detected information. If the detection information is accordant with information request by the device in msg1, the device will transmit msg3. Otherwise, the device does not transmit msg3. 
The msg3 is transmitted by the device carrying further information for reader’s identification. Some collision may also be happened during msg3 when two devices random select the same slot for msg1 transmission and the same information transmitted in msg1.
The msg4 is transmitted by the reader for further contention resolution. If the information in the msg4 is accordant with information carried in msg3, the device is assumed to be individual identified by the random access.
Proposal 4: The 4-steps CBRA is the baseline for ambient IoT contention-based access and includes the following msg:
· msg0 is transmitted by the reader to indicate some control information for the random access;
· msg1 is transmitted by the device carrying information for presence and/or collision detection;
· msg2 is transmitted by the reader to indicate the presence and collision detection result;
· msg3 is transmitted by the device carrying further information for identification;
· msg4 is transmitted by the reader for further contention resolution.
For msg0 transmission, there are additional aspects which need to be considered related to target device identification which should respond to msg0. 
Any logistics or inventory management operation requires reading the IoT devices during different operational stages like unloading, gate-in inventory, gate-out inventory, and loading. However, during such operations, the reader may not be aware of IoT device(s) within its coverage as a backscatter communication based IoT device cannot initiate its discovery to the network due to lack of uplink without a carrier wave transmission. Therefore, the discovery procedure instead needs to be initiated by the network itself for such cases and the reader may need to broadcast a default signal periodically which any Ambient IoT device in range can respond to. For this purpose, contention based random access procedure can be used such that a reader may poll response from any Ambient IoT device within its range.
Observation 1: Different stages of the logistics or inventory management operations (like unloading, gate-in inventory, gate-out inventory and loading) require a reader to discover the any IoT device(s) within its communication range.
Proposal 5: Define mechanism where a reader may poll for response from any IoT device within its communication range using random access procedure.
The use case defined for intralogistics in automobile manufacturing provides important set of requirements. For instance, the ambient IoT feature is expected to provide reliable positioning service during inventory management in this scenario [3]. The primary objective here is to locate the IoT devices deployed on the load containers. For a large facility of around 600,000 sq-m, this requires deployment of around 1300 stationary readers where in total 800,000 ambient IoT devices would be physically present (~615 devices per reader) [3]. To locate a specific load container requires readers to poll the ambient IoT device (attached to the given load container) and determine the location of the given IoT device. This should be supported using contention based random access procedure.
Observation 2: For inventory check operations within a large manufacturing site (e.g. automobile manufacturing), network may be required to locate a specific IoT device among all the IoT devices present.
Proposal 6: Random access procedure should allow a reader to locate a specific IoT device in presence of multiple IoT devices within the reader’s communication range.
To meet the above requirements, msg0 can be enhanced to also include the identity of the device(s) for which the reader wants to poll a response from. For the case when reader wants to poll response from any IoT device within its range, the msg0 may contain a broadcast identity while for the case where reader wants a specific IoT device to respond, the reader can include the required device identity information within the msg0.
Proposal 7: Msg0 should include the identity of the ambient IoT device(s) which should transmit msg1 in response to receiving msg0 from the reader
     -msg0 shall include a broadcast identity if reader wants any IoT device in range to respond
     -msg0 shall include an ambient IoT device or group identity if reader wants a specific device to respond to the request.
2.3	Processing time out
In the last meeting, the minimum processing time is defined for ambient IoT. The minimum processing time is used considering the basic processing requirement of the ambient IoT device. The device is not required to process the signal faster than the minimum processing time. On the other hand, the maximum processing time should also be defined. The device is required to finish the processing of the signal before the maximum processing time. If the maximum processing time is out and there is still no response from the device, the reader could assume there is no transmission from the device.
Proposal 8: The maximum processing time is defined as below. When the time is out and there is no response from the device is received, the reader assumes there is no transmission from the device.
· TR2D_max: Maximum Time between a R2D transmission and the corresponding D2R transmission following it. 

3	Conclusion
In this contribution, we give our views on frame structure and timing for ambient IoT, and propose that:
Proposal 1: From ambient IoT device’s perspective, periodic transmission is transparent. From (UE) reader’s perspective, periodic transmission of sync and data signal could be configured.
Proposal 2: A transmission could be divided into multiple sub-transmission with guard period between them, when the transmission duration is larger than a threshold that ambient IoT device needs to do energy harvesting during guard period.
Proposal 3: For each sub-transmission, there are pre-amble and post-amble at the beginning of and at the end of sub-transmission separately.
Proposal 4: The 4-steps CBRA is the baseline for ambient IoT contention-based access and includes the following msg:
· msg0 is transmitted by the reader to indicate some control information for the random access;
· msg1 is transmitted by the device carrying information for presence and/or collision detection;
· msg2 is transmitted by the reader to indicate the presence and collision detection result;
· msg3 is transmitted by the device carrying further information for identification;
· msg4 is transmitted by the reader for further contention resolution.
Proposal 5: Define mechanism where a reader may poll for response from any IoT device within its communication range using random access procedure.
Proposal 6: Random access procedure should allow a reader to locate a specific IoT device in presence of multiple IoT devices within the reader’s communication range.
Proposal 7: Msg0 should include the identity of the ambient IoT device(s) which should transmit msg1 in response to receiving msg0 from the reader
     -msg0 shall include a broadcast identity if reader wants any IoT device in range to respond
     -msg0 shall include an ambient IoT device or group identity if reader wants a specific device to respond to the request.
Proposal 8: The maximum processing time is defined as below. When the time is out and there is no response from the device is received, the reader assumes there is no transmission from the device.
· TR2D_max: Maximum Time between a R2D transmission and the corresponding D2R transmission following it. 
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