	
[bookmark: _Hlk131765366][bookmark: _Hlk149913310]3GPP TSG RAN WG1 #116bis		R1-2402468
Changsha, Hunan Province, China, April 15th – 19th, 2024
Agenda item:	9.4.2.1
Source:	Samsung
Title:	Considerations on general aspects of Ambient IoT 
Document for:	Discussion and decision
1. Introduction
It is envisaged that the number of connected devices will reach ~500 billion by 2030, which is about ~59 times larger than the expected world population (~8.5 billion) by that time [1]. Among these, a large portion of the devices will be Internet-of-Things (IoT) devices for improving productivity efficiency and increasing comforts of life. As the number of IoT devices grows exponentially, it may be challenging to power all the IoT devices by battery that needs to be replaced or recharged manually, which leads to high maintenance cost. The automation and digitalization of various industries demand new IoT technologies of supporting battery-less devices with no energy storage capability or devices with energy storage that does not need to be replaced or recharged manually [2]. Such types of devices are collectively termed as ambient IoT (A-IoT), which is powered by various renewable energy sources such as radio waves, light, motion, or heat, etc. Possible use cases of A-IoT devices include asset inventory/tracking and remote environmental monitoring [3]. 
Considering the limited size and low complexity required by practical applications of A-IoT devices, the output power of energy harvesting from ambient power sources is typically from 1µW to a few hundreds of µW, which is orders of magnitude lower than normal user equipment (UE) having peak power consumption higher than 10mW [4]. This requires a new wireless access technology and device architectures for A-IoT, which cannot be fulfilled by existing cellular systems including low-power IoT technologies such as NB-IoT and eMTC.
This contribution discusses necessary issues on general aspects of A-IoT physical layer design including numerologies, bandwidths, multiple access, waveform, modulation and coding.
1. Numerology
Given the device complexity and limited energy storage, a single carrier (e.g. OOK waveform for R2D) system can be considered as a baseline for A-IoT communication. In this case, there is no strong necessity to define dedicated numerology for A-IoT system. However, the coexistence between A-IoT and NR Uu systems at least for in-band and guard-band operation modes needs to be handled. For the coexistence, it can be beneficial to align A-IoT system numerology with NR Uu, at least for R2D. At gNB side, the resources reserved for A-IoT system can reuse the same resource structure in NR Uu and have aligned boundary with NR Uu PRB and slot. That would minimize inefficiencies involved with the coexistence, i.e., an overhead, and scheduling of A-IoT devices can be easily implemented. Figure 1 illustrates an example where A-IoT and NR Uu coexist in a TDM manner with same numerology, and A-IoT resource boundaries are aligned with NR Uu slot boundaries. For stand-alone operation mode, A-IoT can follow same numerologies as for the in-band/guard-band modes for simplicity and consistency. For example, for 15 kHz subcarrier spacing, which has been widely deployed in FR1, OFDM symbol length is 66.76 μs with 5.2 μs and 4.69 μs NCP length. In addition, in order to minimize an impact that may require gNB hardware change, it is preferable to reuse IFFT operation to generate R2D signal for A-IoT tags shown in Figure 2. 
Proposal 1: For in-band/guard-band operation modes, at gNB and intermediate node sides, at least for R2D, an A-IoT system can follow NR Uu numerology for better NR/A-IoT coexistence, assuming 15 kHz (i.e., subcarrier spacing with 66.67 μs symbol duration) as a baseline. FFS on 30 kHz SCS.
Proposal 2: Numerology for stand-alone operation mode can follow the numerology for in-band/guard-band mode, i.e. 15 KHz and FFS on 30 KHz SCS, for consistency and simplicity of system design.
Proposal 3: Strive to design the system such that the R2D signal for A-IoT can be generated and multiplexed with Rel-18 NR DL signals.


Figure 1. A-IoT and NR coexist with same numerology
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Figure 2. OOK-4 signal generation
1. Operation band for A-IoT D2R/R2D and carrier wave
According to the SID [3], an A-IoT system operates on FR1 licensed FDD spectrum. Considering device complexity and cost, it is desirable to deploy bandwidth of A-IoT from gNB/intermediate node to A-IoT Tags (referred as A-IoT R2D) and from A-IoT tags to gNB/intermediate node (referred as A-IoT D2R) on the same operation band, e.g., both on FDD UL band or both on FDD DL band. However, this manner may be further restricted by topologies and regulations, which requires further study in RAN1. For example, at least for Topology 1, a gNB may not be allowed or certain restrictions may apply, e.g., maximum EIRP, to transmit A-IoT R2D traffic on FDD UL band. Similarly, for topology 2 with UE-type intermediate node, the intermediate node may not be allowed, or certain restrictions may apply, to transmit A-IoT R2D traffic on FDD DL band, depending on regional regulations. 
Therefore, it needs to be clarified which combination(s) of operation bands for R2D, D2R and carrier wave and topology are feasible. On top of that, the associated system design details can be further studied. Furthermore, it is preferred to select some typical scenarios as baseline assumption for evaluations and technical discussions at the beginning stage, in order to reduce the study effort and ensure companies have aligned understanding on studied issues e.g. link budget and self-interference. From regulation and deployment perspective, the following combinations are considered: 
· Case 1: Both D2R, R2D and carrier wave are transmitted on FDD UL spectrum. It can be applied to both topology 1, in which gNB transmission power might be restricted to 23dBm by regulation, and topology 2, in which the intermediate node can be a sidelink UE. Carrier wave in this case can be transmitted either from same node which sends R2D transmissions, or from other nodes out of A-IoT topology.
· Case 2: R2D on FDD DL spectrum, D2R and carrier wave on FDD UL spectrum. It can be applied to at least topology 1, in which gNB transmission power might be up to 33dBm thus increase D2R coverage. For topology 2, it may need to study whether the case can be applied to different types of intermediate node, e.g. whether a UE-type intermediate node can transmit R2D signals on FDD DL spectrum. Carrier wave in this case can be transmitted either from same node which sends R2D transmissions, or from other nodes out of A-IoT topology.
· In the case, whether carrier wave can be transmitted on FDD DL spectrum (referred as case 2-2) can be further discussed. Type-2 devices have capability of large frequency shift, e.g. carrier wave transmitted on FDD DL spectrum can be shifted to FDD UL spectrum by backscattering. It is beneficial to mitigate self-interference when carrier wave is in-topology, but sacrifices design harmonization since type-1 devices have no such capability. Therefore, applicability of case 2-2 may depend on how strong the self-interference is and whether the impact can be mitigated by deploying out-of-topology carrier wave TX nodes, and whether inconsistent carrier wave spectrum is acceptable for system design.
The other operation band combinations can also be further studied to justify their feasibility.
Proposal 4: At least the following combinations of operation band can be used as baseline assumption for evaluation and technical design:
· Case 1: Both A-IoT R2D, D2R and carrier wave on FDD UL band. Applied to topology 1&2, carrier wave node in and out-of topology.
· Case 2: A-IoT R2D on FDD DL band, A-IoT D2R on FDD UL band, carrier wave on FDD UL band. Carrier wave node in and out-of topology. Applied to at least topology 1, for topology 2 study whether case 2 is applicable for all types of intermediate node. 
· Regarding whether carrier wave can be transmitted on FDD DL band (case 2-2), further study the trade-off between self-interference mitigation and design consistency.
· Other combinations of operation band of R2D, D2R and carrier wave, topologies, node transmitting carrier wave can be further studied to justify the feasibility.
An A-IoT system can be deployed with different operation modes i.e. in-band, guard-band and stand-alone. At a tag side, the bandwidth design for different operation modes should strive to be consistent to reduce device complexity. However, from a holistic system design perspective, especially considering A-IoT and NR Uu coexistence, it should be noted that under each operation mode, there can be different requirements and design aspects for choosing A-IoT operating spectrum. For instance, the cross-system interference may not be an issue for the stand-alone mode but it needs to be separately investigated for in-band and guard-band modes. Figure 3 illustrates examples of A-IoT operating spectrum for in-band, guard-band and stand-alone operation modes. During the RAN1 study, the potential differences caused by different operation modes should be carefully considered and investigated.


(i) in-band,


		
        (ii) guard-band,								 (iii) stand-alone
Figure 3. A-IoT system with in-band, guard-band, stand-alone operation modes
Proposal 5: For defining A-IoT R2D/D2R operating spectrum, consider different design aspects and requirements for different operation modes, such as A-IoT/NR coexistence for in-band and guard-band deployments, and strive for consistent design with acceptable implementation complexity for both low-end and high-end tags.

1. Channel bandwidth
R2D transmission bandwidth and occupied bandwidth was discussed and agreed in RAN1#116 with the following agreements: 
	Agreement
At least the following bandwidths for R2D are defined for the purpose of the study:
· Transmission bandwidth, Btx,R2D from a Reader perspective: The frequency resources used for transmitting R2D
· Occupied bandwidth, Bocc,R2D from a Reader perspective: The frequency resources used for transmitting R2D, and potential guard band
· Bocc,R2D ≥ Btx,R2D
· FFS: Further constraint(s) e.g. Bocc,R2D = Btx,R2D.
· Possible values of each bandwidth are FFS


In addition to the two bandwidths related to transmission resource and guard-band, it also needs to define another bandwidth related to RF receiving bandwidth of A-IoT devices at least for the purpose of interference evaluation.
In the legacy NR Uu system, an interference control is based on both the orthogonality of OFDM-base waveforms and band-pass filter at receiver chain of devices. However, it is infeasible for A-IoT tags, at least for low-end tags, to implement RF band-pass filter due to restrictions of both complexity and device volume. Consequently, given the possible lack of band-pass filter, any interference signal (regardless of NR Uu transmissions or A-IoT transmissions) and any in-band emissions within the A-IoT RF receiving bandwidth will significantly impact the R2D envelope detection-based decoding performance. Therefore, it is needed to define a RF receiving bandwidth corresponding to capability of impedance network at tag side, and the RF receiving bandwidth can be used to evaluate which R2D/NR DL signals becoming interference and how strong that impacts R2D decoding performance.
In addition, it needs further investigation whether a gap between NR Uu bandwidth and A-IoT system bandwidth, i.e., a guard band, is needed to mitigate the impact of in-band emissions. Even for stand-alone mode, if it supports the deployment of multiple A-IoT operation bands in an FDM manner, the necessity of a gap between adjacent A-IoT operating bands needs to be studied as well. Figure 3 illustrates some examples of the frequency gap for in-band, guard-band and stand-alone modes.
Proposal 6: Study and define R2D RF receiving bandwidth corresponding to Rx capability of A-IoT devices at least for interference evaluation. 
Bandwidths for D2R transmissions can be similarly defined as for R2D, e.g. defining D2R transmission bandwidth and D2R occupied bandwidth. Compared with the R2D, the D2R transmission/occupied bandwidths for A-IoT may further depend on the D2R line code selection, because the tag may only be able to backscatter carrier wave without digital filters. Therefore, some study is needed considering D2R line coding scheme and the target data rate. Figure 4 illustrates bandwidth for 60 kbps bit rate with different line code, where the bandwidth of NRZ (OOK) is -60 kHz ~ 60 kHz, FM0 and Manchester is -120 kHz ~ 120 kHz and Miller-4 is -360 kHz ~ -120 kHz and 360 kHz~120 kHz, respectively.
For A-IoT D2R, and tag backscatter carrier wave with modulated D2R data, impedance matching is used for modulation by altering the reflection coefficients of the D2R carrier wave. During D2R backscattering, the tag is not able to distinguish a carrier wave from another signals in the D2R backscattering bandwidth. Therefore, it is necessary to define a D2R backscattering bandwidth corresponding to capability of D2R backscattering impedance network of tag. Within the D2R backscattering bandwidth, it needs to be ensured that only the carrier wave is to be transmitted. 
Proposal 7: Study and define D2R transmission and occupied bandwidths. Values of the bandwidths are depending on D2R line coding scheme and target data rate. 
Proposal 8: Study and define D2R backscattering bandwidth. In D2R backscattering bandwidth, ensure that only the intended carrier wave is transmitted.
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Figure 4. Spectrum of different line code

1. Interference
Cross-system interference
Given that RF receiving bandwidth of A-IoT tags is in large scale e.g. 10 MHz or 20 MHz, and A-IoT tag can hardly consist RF narrow-band band-pass filter, it is unavoidable that A-IoT and NR systems coexist within RF receiving bandwidth of A-IoT tag. The two systems have potential impact to degrade performance of each other. From A-IoT tag perspective, tag cannot filter out NR DL signal and mix NR DL signal together with A-IoT R2D signals for envelope detection, as shown in Figure 5. If the signal strength of NR DL is non-negligible for envelope detection, its interference degrades A-IoT R2D decoding performance. On the contrary, A-IoT signal may have energy leakage on adjacent PRBs thus may impact NR DL or UL reliability. Therefore, cross-system interference between NR and A-IoT systems needs to be evaluated and handled.
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Figure 5. NR DL to A-IoT R2D interference
Evaluations for cross-system interference with or without guard-band between NR DL and A-IoT R2D bandwidths are shown in this contribution as below. The evaluations use 55 PRBs as RF reception bandwidth, 2 PRBs as A-IoT R2D transmission bandwidth, Manchester encoding and OOK modulation. Further details of evaluation assumptions are provided in the Appendix. 
Figure 6 demonstrates the spectrum when there is no guard-band between R2D signal and NR DL signal. In addition, R2D signal and NR DL signal have the same time-domain average power (where per RE power is different) 10dB higher than noise floor. From the figure, it can be observed that if R2D signal and NR signal have the same time-domain average power, A-IOT signal has a much higher PSD than NR signal and the energy leakage from NR to R2D seems not serious. However, R2D signal will interfere with several adjacent RBs in NR sub-band. Interference level depends on relative power. Pulse shaping of R2D signal at NW side should be considered as a mandatory implementation. 
	On the other hand, since A-IoT device have no capability of pulse shaping, interference from D2R to NR UL may be an issue. A sufficient guard-band between A-IOT D2R and NR UL is needed. 
Observation 1: A-IoT devices have no capability to perform pulse shaping thus cannot mitigate the interference from A-IoT D2R to NR UL. Guard-band between D2R transmission bandwidth and NR UL bandwidth is necessary to reduce the cross-system interference.
Proposal 9: Pulse shaping for OFDM-based R2D waveform should be considered, at least to against interference.
Proposal 10: Study how to determine a guard-band with sufficient size between A-IoT D2R and NR UL to mitigate interference from A-IoT D2R to NR UL.
Figure 7 shows the spectrum after non-coherent envelope detection at A-IoT device. After non-coherent envelope detection, co-exist in-band interference will produce two impacts: A) introducing wideband noise-like interference and b) an additional direct-current component. The direct-current component needs to be removed, therefore, the line code for R2D needs to be carefully selected considering the potential interference from NR signal, to avoid direct-current component. In addition, the increasing of equivalent noise floor will cause serious time-domain amplitude distortion, which requires a low-pass filtering. 
Observation 2: Line code design might introduce a direct-component in the spectrum which should be filtered during demodulation, thus it degrades the performance to against cross-system interference from NR signal.
Proposal 11: Determination of R2D line encoding schemes needs to consider the interference from NR signal to avoid direct-current component in the spectrum.
Proposal 12: To mitigate the interference of NR signal, low-pass filter is needed for A-IoT devices.
Figure 8 provides the performance of BER with same transmission power of A-IoT R2D and NR, with no guard-band. From the figure, it can be observed that, 1% BLER can be achieved with 0dB CINR (=CW power/(Interference power + noise power).). However, same transmission power between A-IoT R2D and NR is not a typical assumption, especially considering the typical bandwidth of A-IoT R2D may be 180kHz or 360kHz. Figure 9 provides the BER performance with different guard bandwidth. From the figure it can be observed that, with 32 PRBs as the guard-band, BER performance can be significantly increased. With enough guard-band, it is expected that more power can be used for NR DL. Some further study on the guard between A-IoT R2D and NR DL, with reasonable power allocation between to DL is needed.  
Observation 3: Guard-band between R2D transmission bandwidth and NR UL bandwidth with sufficient size is benefit to reduce the cross-system interference and enhances BER performance of R2D.
Proposal 13: Study how to determine a reasonable power allocation assumption between NR DL and A-IoT R2D. Under the given assumption, study how to determine a guard-band with sufficient size between A-IoT R2D and NR DL to reduce interference from NR DL to A-IoT R2D.
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Figure 6. Spectrum of coexisted NR DL and R2D signals, no guard-band
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Figure 7. Spectrum after non-coherent envelope detection of R2D
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Figure 8. BER performance for co-exist, no guard-band
[image: ]
Figure 9. BER performance for co-exist, variable values of guard-band
Self-interference
Self-interference issue of reception at intermediate node or gNB side was discussed for the case of in-topology carrier wave transmitted from same node of receiving A-IoT D2R signals. Considering that self-interference is a general issue occurred in different wireless communication systems and has being studied for long time, there are typical existing cancellation algorithm for self-interference can be used as reference. Therefore, it can be firstly evaluated how strong the self-interference impacts D2R reception performance after self-interference cancellation.
If severe self-interference are observed even after interference cancellation, further specific solutions can be studied to resolve this issue. There can be two directions to consider, one way is to separate transmitter of carrier wave and receiver of D2R signals, e.g. deploying other out-of-topology nodes to transmit carrier wave. However, it will increase the complexity and cost of deployment thus weakening A-IoT system less competitiveness. The other way is to separate the spectrum of carrier wave and D2R signals e.g. using large-scale frequency shifter e.g. 20MHz shifter, but this method may only works for type-2 devices, which impacts harmonized system structure and still cannot resolve self-interference for type-1 devices. 
Proposal 14: Study and evaluate the impact of self-interference for A-IoT D2R reception, and discuss whether specific handling of self-interference issue is needed.
· Study whether self-interference can be cancelled/handled by receiver implementation of gNB/intermediate
· If not, further study:
· Whether/how to keep harmonized design to handle self-interference issue for type-1 and type-2 devices, including whether to introduce frequency shift between D2R backscattered signal and carrier wave for type-2 devices
· Whether/how out-of topology carrier wave transmitter is necessary to solve the issue

1. Waveform
Waveform of A-IoT R2D was discussed in RAN1#116 with the following agreement:
	Agreement
A-IoT DL study includes an OFDM-based waveform from A-IoT R2D (reader-to-device) perspective. 
· Depending on what modulation(s) are decided to be studied:
· Study whether/how to handle CP at transmitter/device/design 
· Study other characteristics of the OFDM waveform, e.g.:
· CP-OFDM
· DFT-s-OFDM
· Etc.
· The type of OFDM waveform is transparent to A-IoT device.
Other waveforms from DL transmitter’s perspective can be proposed, and further discussion will consider whether or not they are included in the study.


The generation of OFDM-based R2D waveform should consider pulse shaping for interference mitigation, as proposed in Section 5.1.
For A-IoT D2R backscattering transmission, the waveform is determined by the waveform design of CW, which is discussed in a companion contribution [4]. For active Tags, by adopting same modulation and coding scheme, it is preferable that the waveform results in similar characteristics as the backscattered D2R transmissions to reduce system complexity. Therefore, the internal generated D2R transmission should strive to use same waveform as D2R backscattered transmissions.
Proposal 15: Regarding A-IoT D2R waveform,
· For A-IoT D2R transmission with backscattering, the waveform is determined by waveform of carrier wave, which should be discussed in agenda 9.4.2.4. 
· For A-IoT D2R transmission generated by device internally, the waveform should be consistent with backscattering.
1. [bookmark: _Hlk142411003][bookmark: _Ref142605378]Modulation and coding
Modulation and coding schemes for A-IoT R2D and D2R was discussed in RAN1#116 with the following agreements:
	Agreement
A-IoT DL study includes OOK from DL transmitter’s perspective.
· For an OFDM waveform, assume OOK-1 for single-chip per OFDM symbol transmission, and OOK-4 for M-chip per OFDM symbol transmission, starting from definitions in TR 38.869.
· FFS value(s) of M.
· FFS: Any changes needed from the definitions in TR 38.869.
· FFS: Exact definition of chip
· If other DL waveforms are included, further elaboration of the transmitter’s OOK generation would be needed.
Agreement
For R2D, line codes studied are: Manchester encoding and pulse-interval encoding (PIE).
· FFS: Mapping(s) from bit(s) to line-code codewords
· FFS: Time domain definition of e.g., chips and relation to OFDM symbols, resource allocation unit, etc.
Agreement
Regarding FEC, R2D with no forward error-correction code (FEC) is studied as baseline.
· Evaluations would be by comparison to this baseline
Agreement
R2D study assumes use of CRC. FFS which CRC generator polynomial(s) are assumed, and if any cases are included with no CRC.
· FFS: Association, if any, between down-selected CRC(s) and message size, considering at least false-alarm rate target
Agreement
D2R study assumes use of CRC. FFS which CRC generator polynomial(s) are assumed, and if any cases are included with no CRC.
· FFS: Association, if any, between down-selected CRC(s) and message size, considering at least false-alarm rate target


Since the receiver capability of gNB or of intermediate nodes for the reception of D2R transmissions is different from the receiver capability of A-IoT devices for the reception of R2D transmissions, modulation and coding schemes (line code and channel coding) for A-IoT R2D transmissions and D2R transmissions should be separately discussed.
R2D Modulation and coding
On R2D transmissions, the receiver capability of A-IoT devices is the main bottleneck to be considered. Based on the requirements on the device cost, power consumption and complexity, it is expected that an RF narrow-band band-pass filter cannot be supported by low-end devices. The A-IoT device receiver may only be able to perform envelope detection to decode A-IoT R2D transmissions. As agreed in RAN1#116, OOK is included in the study of A-IoT R2D modulation schemes. On the contrary, at least FSK and PSK cannot be feasible at least for type-1 devices, and its feasibility for type-2 devices still needs justification. Considering a harmonized structure of system design, it is preferred to not support FSK or PSK for A-IoT R2D transmissions.
Observation 4: At least for low-end type of A-IoT tags, no RF narrow-band band-pass filter is assumed for A-IoT device receiver, and only envelope detection can be performed for A-IoT R2D reception. FSK/PSK can hardly be supported by at least type-1 devices and possibly also type-2 devices.
Proposal 16: Not support FSK or PSK for A-IoT R2D transmission.
For R2D, it was agreed both Manchester encoding and PIE can be studied. PIE code supports coding waveform with high power level for a large percentage, e.g., >80%, of time, which can satisfy the requirement of RFID energy harvesting during DL transmission without any other external signals, and also can be considered for A-IoT R2D as energy harvesting source signal. However, PIE encodes by defining asymmetric pulse-width and, thus, is more sensitive to the time delay noise and has lower coding efficiency. In addition, its waveform will generate a DC component at R2D central frequency, which cannot be filtered out by the low-end A-IoT deceives assuming no band-pass filter. The DC component acts as interference and impacts the envelope detection performance. Therefore, PIE can be considered as providing stable power supply at the expense of coding efficiency and coverage.
On the contrary, Manchester encodes by positive/negative phase transition thus have higher efficiency and can better against interference, and it additionally contributes to improve synchronization accuracy. If a specific energy harvesting other than A-IoT data signal/channel is introduced for R2D, or if RAN1 system design assumes that A-IoT devices can harvest energy from other sources such as NR Uu DL/UL signals/channels, carrier wave, or any other renewable energy sources by the A-IoT device, then Manchester encoding becomes a natural solution with better performance. Another solution is enhancing Manchester encoding scheme with special codeword design to improve the percentage of high power level waveform after line encoding.
Observation 5: Manchester encoding have better spectrum efficiency, better decoding performance than PIE and also assists synchronization tracking. However, the legacy Manchester encoding scheme cannot satisfy energy requirement to allow A-IoT R2D transmission being used as energy harvesting signal.
Observation 6: Determination of R2D line coding scheme depends on the assumption of energy harvesting source during R2D reception.
Proposal 17: Study whether/how to use Manchester encoding for A-IoT R2D with consideration on the need of energy harvesting during A-IoT R2D receptions, including:
· Whether A-IoT R2D signals/channels are assumed as energy harvesting signal
· How to enhance Manchester encoding to ensure it providing sufficient energy to be harvested regardless of content of payload
How to insert CP is another important issue to be solved for R2D signal generation. If reusing the same hardware for OFDM from NR Uu, as discussed in Section 6, CP will be inserted in the time domain before each OFDM symbol. The inserted CP may break the normal line coding scheme, as shown in Figure 10. The performance impact may be different for different potential line coding schemes and the receiver algorithm. In addition, it may also negatively impact the chip-level synchronization. Therefore, the impact of CP shall be considered and further studied together with the line coding scheme. 
Channel coding (e.g., repetition, FEC) is possible to be added before the line coding. However, considering the power consumption of the A-IoT Tag, it is difficult to support FEC decoder at the Tag. A gain from a simple repetition coding may be obtained from the line code design. The repetition in time domain may also provide an additional time domain diversity gain, which can be further studied. 
Proposal 18: Study the following aspects of Manchester encoding and PIE for A-IoT R2D, at least considering the following aspects:
· R2D decoding performance
· Occupied bandwidth
· Synchronization and clock for A-IoT
· Impact on inserted CP
Proposal 19: FEC is not supported by A-IoT R2D. Further study the necessity and benefit of repetition in time domain for A-IoT R2D. 


Figure 10. OOK signal (with PIE code) with inserted CP in time domain. 

D2R Modulation and coding
On D2R transmissions, receiver capability of a gNB and an intermediate node is no longer the bottleneck. It can be assumed that either RF band-pass filter or baseband band-pass filter can be supported, and the gNB/intermediate node is able to filter out interferences and unnecessary components from A-IoT D2R transmission. Therefore, the modulation and coding schemes of D2R transmissions can be designed mainly considering the capability of tag transmitter.
For D2R transmission, OOK modulation can be studied as a starting point given its simplicity. Other modulation schemes, e.g. DSB-ASK/SSB-ASK, BPSK or FSK, can be also studied for whether they can satisfy the power consumption and device complexity requirements of low-end devices.
Observation 7: For A-IoT gNB and intermediate node, either RF band-pass filter or baseband band-pass filter can be assumed, and at least envelope detection can be performed for A-IoT D2R reception.
Proposal 20: At least OOK and BPSK can be used for A-IoT D2R transmission as modulation scheme. Further study the feasibility of other modulation schemes, e.g., other ASK schemes and FSK considering the power consumption of the Tag.
Unlike the uncertainty on energy harvesting for R2D receptions, for D2R transmission the energy is assumed to be harvested from a carrier wave. Hence, there is no strong need to apply PIE code for A-IoT D2R transmissions. Compared to A-IoT R2D transmissions, the D2R transmission based on backscattering will experience round-trip pathloss and also reflection loss, leading to a lower D2R signal strength. Therefore, D2R transmissions can be based on coding schemes with better performance such as Manchester, FM0 and Miller codes. 
For both Topology 1 and Topology 2 considered in this study, the reader may be able to provide carrier wave, unless it is provided by a dedicated node. In the RFID system, FM0 and Miller codes are used, whose waveform has low energy in DC. As shown in Figure 11, FM0 has lower energy in DC than NRZ code. This could mitigate the self-interference from the carrier wave. In addition, different subcarrier sequences are introduced for Miller code, which can shift the spectrum to other frequency range, e.g., hundreds of kHz, as shown in Figure 12. This could help to reduce the interference. In NR, the gNB has high processing capability. Therefore, it is possible to filter out the signal coming from outside the intended reception frequency range. Therefore, different subcarrier sequences may be able to use in order to support multiple access and increase D2R capacity. 
Observation 8: The backscattered D2R transmission is expected to have a lower signal strength compared to R2D transmission due to the round-trip pathloss and reflection loss of backscattering.
Proposal 21: For A-IoT D2R, study the coding performance of the following schemes: FM0, Miller, and Manchester.
Proposal 22: For A-IoT D2R, study subcarrier sequences in order to shift D2R spectrum and potentially support FDM of different UEs. 
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Figure 11. Spectrum of NRZ code (OOK) and FM0 code 
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Figure 12. Spectrum of Miller code with different subcarrier sequences
Different from the A-IoT device in the R2D, the gNB has higher capability of decoding. Therefore, a FEC coding scheme may be supported to improve the decoding performance on top of a line code. 
Proposal 23: Further study FEC schemes for A-IoT D2R considering the coding performance at the receiver (i.e., gNB or intermediate node) and complexity at the transmitter (i.e., Tag). 
1. Multiple access
A-IoT R2D transmission can support TDM as a baseline. Tag may be able to support envelope detection only for R2D reception, and impedance matching only corresponds to large scale bandwidth, e.g. >10 MHz, thus device is unable to filter out R2D signals from unintended adjacent frequencies. Consequently, it may not be feasible to support FDM for multiple tags. CDM of R2D transmission may also be infeasible considering device decoding complexity.
For A-IoT D2R, as discussed in section 4, only one carrier wave shall be transmitted, and different devices can use different time for backscattering i.e. TDMA as a starting point. In addition, considering it is possible to shift the D2R backscattering signal to frequencies other than carrier wave frequency, it is also feasible to support FDMA. The D2R frequency shifting may be achieved by a frequency shifter of device architecture, as discussed in [5], or achieved by characteristics of D2R line coding, e.g. different subcarrier sequences is able to shift the D2R signals to different frequency. Figure 13 illustrates an example of D2R FDMA based on subcarrier sequences, in which the data bits can be encoded with baseband line coding (no subcarrier, M=1) at center frequency of carrier wave, and can also be encoded with subcarrier modulation and spreading to different frequency offsets with M=2 and M=4. For high-end devices, it may be possible to generate different carrier frequencies, or additional frequency shift to support FDMA.
CDMA requires precise chip-level synchronization at the device side and, considering different propagation delays from devices and a possibly non-negligible clock drift, it may not be easy to support CDMA. The performance of CDMA also needs to be investigated considering the power consumption and complexity at tag side and be compared to that of TDMA. 
Proposal 24: A-IoT R2D multiplexing supports TDM. FDM and CDM are not supported.
Proposal 25: For multiplexing or multiple access of D2R,
· TDMA is studied as a baseline scheme.
· Support FDMA. Study the performance and capacity of user number depending on line code schemes.
· Study performance, power consumption and complexity of CDMA.
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Figure 13. D2R frequency shift by subcarrier sequences using Miller code
Figure 14 provides spectrum distribution of FDMA-based D2R transmissions using Miller-4, Miller-8, Miller-16 as line encoding schemes, respectively. In this evaluation, Miller encoding is used to evaluate the BLER performance of single device using Miller-4, Miller-8, Miller-16, respectively, and BLER performance of multiplexed three devices using Miller-4, Miller-8, Miller-16, respectively, to justify the link level BLER performance loss of FDMA-based D2R transmissions. This evaluation uses AWGN channel, pathloss model of UMi-LOS, 33dBm transmission power of carrier wave, payload size of 25 bits. No SFO is assumed in this evaluation. Further details of the evaluation are provided in the Appendix.
It can be observed the spectrum of different line coding schemes are shifted from centre frequency of carrier wave with non-overlapped peak power distribution. Therefore, the cross-code interference can be filtered by receiver of intermediate node or gNB and make link level performance loss becoming tolerable. For each Miller encoding scheme, 0.1% BLER can be achieved when CNR is about -3dB. 8-Miler and 16-Miler has about 0.1~0.3dB performance degradation comparing with 4-Miler, as shown in Figure 15. The performance of FDMA-based transmission comparing with single user case for each coding scheme respectively can also be observed and the performance degradation caused by multiplexing is negligible. According to the evaluation results, FDMA for D2R transmission can be an efficient manner to enhance system capacity. 
Observation 9: For A-IoT D2R with Miller encoding scheme, 1% BLER can be achieved when CNR is about -3dB. With an example of FDMA-based transmissions between three devices using Miller-4, Miller-8, and Miller-16, respectively, the link level BLER performance of FDMA-based case have ~0.3dB loss compared with single user case, which is acceptable performance loss for each user.
[image: ]
Figure 14. Spectrum of FDMA-based D2R transmissions
[image: ]
Figure 15. BLER performance of non-multiplexed and FDMA-based D2R transmissions
1. Energy
RFID tags can be charged by RF energy harvesting via DL signals encoded with PIE code during R2D reception, or via carrier wave during D2R transmission. In A-IoT system, it needs to study whether A-IoT device can keep same assumption that RF energy harvesting provides sufficient power for transmission/reception of A-IoT devices. In addition, since both A-IoT device types are defined with energy storage, it also needs to consider how to take utilization of energy storage into account of energy management. Therefore, whether/how energy storage and RF energy harvesting will affect availability of A-IoT devices needs to be discussed for design of the overall procedure.
Management of charging and device availability can be split to two aspects: initial charging, and charging during A-IoT transmissions or receptions. On initial charging, reader/gNB have no information of practical energy storage of A-IoT devices, thus the charged energy can be based on maximum capacity of device energy storage. Hence, gNB/reader should schedule an energy harvesting signal to devices that may need initial charging, and the duration of the initial charging can be calculated by energy storage capacity divide by charging power. Another potential solution is that during initial charging, devices are assumed to collect energy that sufficient to complete a given transmission/reception. In this case, the threshold of initially charged power can be determined by power consumption and maximum duration of a given transmission/reception. More details and other solutions can also be further studied. 
Charging power acquired by RF energy harvesting can be calculated by Rx power strength of energy harvesting signal multiplying energy harvesting efficiency. Based on variety of device implementation techniques and operating environment, the efficiency of transforming RF harvested energy is typically between 10%~30%. Given that typical activation threshold of R2D reception for A-IoT devices can be -30dBm ~ -35dBm, some examples are calculated with Rx energy harvesting signal strength between -10dBm to -30dBm corresponding to different coverage status.
As illustrated by Table 1, some examples of initial charging duration are calculated under different capacitances of energy storage and different coverage status. It can be observed that initial charging interval varies in a large range, e.g. from ~25ms to ~10s. Therefore, it is valid to investigate how could gNB/reader estimates appropriate duration for initial charging under different deployments.
Observation 10: Time interval for initial charging varies in a large range, e.g. from ~25ms to ~10s, depending on received power strength of energy harvesting signal and capacity of charged energy.
Proposal 26: Regarding device availability regarding initial charging, study the following aspects:
· How to determine the capacity of charged energy, e.g. by maximum capacity of device energy storage, or by requirement of energy supply for a given transmission/reception, etc.
· Whether/how to allocate an appropriate time interval for initial charging 
Table 1. Energy management during initial charging under different coverages
	Rx power of energy harvesting signal
	Energy harvesting efficiency 
	Power harvested by RF
	Capacitance of energy storage
	Initial charging duration

	-10dBm
	10%
	10μW
	0.5μF
	25ms

	
	
	
	2μF
	100ms

	-20dBm
	30%
	3μW
	0.5μF
	82ms

	
	
	
	2μF
	330ms

	-30dBm
	10%
	0.1μW
	0.5μF
	2.5s

	
	
	
	2μF
	10s


On charging during A-IoT transmissions or receptions, it can start with charging power under different scenarios. Some examples are shown in Table 2. It can be observed that for type 1 devices with deep or moderate coverage, the charging power of RF energy harvesting is larger than peak power consumption. Therefore, the impact of energy harvesting on availability of type-1 device is mainly regarding initial charging procedure, and after device acquiring sufficient energy storage, as long as energy harvesting signal being transmitted, devices can be assumed as available. On the contrary, when signal strength of energy harvesting is reduced to lower than approximately -24.7dBm, the charging power correspondingly reduced as lower than device power consumption, and a power gap can be observed between charging and power consumption. 
For type-2 devices, with given assumption of peak power consumption of 100μW, under most scenarios excepting deep coverage e.g. under Rx power of energy harvesting signal lower than -4.7dBm, devices can hardly harvest sufficient energy to compensate power consumption of A-IoT transmissions or receptions. 
Observation 11: Energy harvesting may not always provide sufficient power for A-IoT transmissions and receptions. There exists a gap between collected power via RF energy harvesting and consumed power by A-IoT transmissions/receptions, for:
· Type-1 devices with moderate to poor coverage e.g. lower than -25dBm
· Type-2 devices with moderate or poor coverage e.g. lower than -5dBm
Table 2. Energy management during transmission/reception under different coverages
	Rx power of energy harvesting signal
	Energy harvesting efficiency 
	Power harvested by RF
	Power consumption
	Energy storage (in μW)

	-10dBm
	10%
	10μW
	~1μW
	+9μW

	
	
	
	~100μW
	-90μW

	-20dBm
	30%
	3μW
	~1μW
	+2μW

	
	
	
	~100μW
	-97μW

	-30dBm
	10%
	0.1μW
	~1μW
	-0.9μW

	
	
	
	~100μW
	-99.9μW



Given that charged power can be much lower than power consumption, devices may need to use its own energy storage to support A-IoT transmissions or receptions. Consequently, it may introduce limitations on device availability such as maximum duration of continuous transmission or reception, depending on how much gap exists between charged power and consumed power, and also depending on how much energy storage can be assumed by devices.
Therefore, it needs to investigate whether/how to reduce the potential gap between charged power and power consumption e.g. by increasing the signal strength of energy harvesting signal, and investigate whether/how device availability is affected by power of energy harvesting and energy storage and how the device availability impacts system level procedure design.
Proposal 27: Regarding device availability for A-IoT transmissions/receptions, study the following aspects:
· Whether/how to reduce the gap of charged power by RF energy harvesting and consumed power by A-IoT transmissions/receptions, e.g. increase received power strength of energy harvesting signal by deployment such as outside-topology energy source
· How to determine device availability during A-IoT transmissions/receptions with the following assumptions: 
· Tx/Rx power acquired by energy storage of device
· Tx/Rx power acquired by RF energy harvesting
· Tx/Rx power acquired by both energy storage of device and RF energy harvesting
Regarding RF energy harvesting during A-IoT transmissions or receptions, it needs to clarify which signals/channels can be assumed as energy harvesting signals, as discussed in Section 7.1. During R2D reception of A-IoT device, the energy harvesting signal can be considered as either R2D signals/channels in A-IoT system, or specific energy harvesting signals that can be transmitted by out-of topology nodes. 
For the former case, it needs to investigate how R2D signals/channels can provide the functionality of energy harvesting. For instance, the encoded R2D signals should have sufficient time duration of high power level waveform regardless of content of codeword e.g. number of logical '1' and '0'. This requirement can be satisfied by PIE, and for Manchester encoding, it needs further study whether specific enhancements can be introduced to improve energy harvesting performance.
For the latter case, it needs to study potential limitations on the energy harvesting signal, e.g. frequency domain position, power control and interference handling. Given that device will adjust its receiving module to R2D reception bandwidth, the energy harvesting signal needs to be transmitted within the same RF reception bandwidth to allow receiving module extracting energy. Although study of energy harvesting signal/waveform is out of SID scope, according to different waveform of energy harvesting signal e.g. single-tone unmodulated sinusoid waveform or OFDM-based NR waveform, it may cause affordable or noticeable interference to R2D reception, therefore the potential interference handling, including power control of energy harvesting signal, may also necessary to be justified. 
Proposal 28: Regarding energy harvesting during R2D reception of device,
· Study How to define R2D PHY structure such that R2D signals/channels can be used as energy harvesting source
· If a specific energy harvesting signal different with R2D signals/channels are applied, study the following aspects:
· Feasibility of receiving R2D transmissions and harvesting energy from the specific energy harvesting signal simultaneously
· Potential limitations on the specific energy harvesting signals, e.g. frequency domain position, power control, interference evaluation and handling

1. Conclusion
In this contribution, the issues for general aspects of A-IoT are discussed with the following observations and proposals:
Observation 1: A-IoT devices have no capability to perform pulse shaping thus cannot mitigate the interference from A-IoT D2R to NR UL. Guard-band between D2R transmission bandwidth and NR UL bandwidth is necessary to reduce the cross-system interference.
Observation 2: Line code design might introduce a direct-component in the spectrum which should be filtered during demodulation, thus it degrades the performance to against cross-system interference from NR signal.
Observation 3: Guard-band between R2D transmission bandwidth and NR UL bandwidth with sufficient size is benefit to reduce the cross-system interference and enhances BER performance of R2D.
Observation 4: At least for low-end type of A-IoT tags, no RF narrow-band band-pass filter is assumed for A-IoT device receiver, and only envelope detection can be performed for A-IoT R2D reception. FSK/PSK can hardly be supported by at least type-1 devices and possibly also type-2 devices.
Observation 5: Manchester encoding have better spectrum efficiency, better decoding performance than PIE and also assists synchronization tracking. However, the legacy Manchester encoding scheme cannot satisfy energy requirement to allow A-IoT R2D transmission being used as energy harvesting signal.
Observation 6: Determination of R2D line coding scheme depends on the assumption of energy harvesting source during R2D reception.
Observation 7: For A-IoT gNB and intermediate node, either RF band-pass filter or baseband band-pass filter can be assumed, and at least envelope detection can be performed for A-IoT D2R reception.
Observation 8: The backscattered D2R transmission is expected to have a lower signal strength compared to R2D transmission due to the round-trip pathloss and reflection loss of backscattering.
Observation 9: For A-IoT D2R with Miller encoding scheme, 1% BLER can be achieved when CNR is about -3dB. With an example of FDMA-based transmissions between three devices using Miller-4, Miller-8, and Miller-16, respectively, the link level BLER performance of FDMA-based case have ~0.3dB loss compared with single user case, which is acceptable performance loss for each user.
Observation 10: Time interval for initial charging varies in a large range, e.g. from ~25ms to ~10s, depending on received power strength of energy harvesting signal and capacity of charged energy.
Observation 11: Energy harvesting may not always provide sufficient power for A-IoT transmissions and receptions. There exists a gap between collected power via RF energy harvesting and consumed power by A-IoT transmissions/receptions, for:
· Type-1 devices with moderate to poor coverage e.g. lower than -25dBm
· Type-2 devices with moderate or poor coverage e.g. lower than -5dBm

Proposal 1: For in-band/guard-band operation modes, at gNB and intermediate node sides, at least for R2D, an A-IoT system can follow NR Uu numerology for better NR/A-IoT coexistence, assuming 15 kHz (i.e., subcarrier spacing with 66.67 μs symbol duration) as a baseline. FFS on 30 kHz SCS.
Proposal 2: Numerology for stand-alone operation mode can follow the numerology for in-band/guard-band mode, i.e. 15 KHz and FFS on 30 KHz SCS, for consistency and simplicity of system design.
Proposal 3: Strive to design the system such that the R2D signal for A-IoT can be generated and multiplexed with Rel-18 NR DL signals.
Proposal 4: At least the following combinations of operation band can be used as baseline assumption for evaluation and technical design:
· Case 1: Both A-IoT R2D, D2R and carrier wave on FDD UL band. Applied to topology 1&2, carrier wave node in and out-of topology.
· Case 2: A-IoT R2D on FDD DL band, A-IoT D2R on FDD UL band, carrier wave on FDD UL band. Carrier wave node in and out-of topology. Applied to at least topology 1, for topology 2 study whether case 2 is applicable for all types of intermediate node. 
· Regarding whether carrier wave can be transmitted on FDD DL band (case 2-2), further study the trade-off between self-interference mitigation and design consistency.
· Other combinations of operation band of R2D, D2R and carrier wave, topologies, node transmitting carrier wave can be further studied to justify the feasibility.
Proposal 5: For defining A-IoT R2D/D2R operating spectrum, consider different design aspects and requirements for different operation modes, such as A-IoT/NR coexistence for in-band and guard-band deployments, and strive for consistent design with acceptable implementation complexity for both low-end and high-end tags.
Proposal 6: Study and define R2D RF receiving bandwidth corresponding to Rx capability of A-IoT devices at least for interference evaluation. 
Proposal 7: Study and define D2R transmission and occupied bandwidths. Values of the bandwidths are depending on D2R line coding scheme and target data rate. 
Proposal 8: Study and define D2R backscattering bandwidth. In D2R backscattering bandwidth, ensure that only the intended carrier wave is transmitted.
Proposal 9: Pulse shaping for OFDM-based R2D waveform should be considered, at least to against interference.
Proposal 10: Study how to determine a guard-band with sufficient size between A-IoT D2R and NR UL to mitigate interference from A-IoT D2R to NR UL.
Proposal 11: Determination of R2D line encoding schemes needs to consider the interference from NR signal to avoid direct-current component in the spectrum.
Proposal 12: To mitigate the interference of NR signal, low-pass filter is needed for A-IoT devices.
Proposal 13: Study how to determine a reasonable power allocation assumption between NR DL and A-IoT R2D. Under the given assumption, study how to determine a guard-band with sufficient size between A-IoT R2D and NR DL to reduce interference from NR DL to A-IoT R2D.
Proposal 14: Study and evaluate the impact of self-interference for A-IoT D2R reception, and discuss whether specific handling of self-interference issue is needed.
· Study whether self-interference can be cancelled/handled by receiver implementation of gNB/intermediate
· If not, further study:
· Whether/how to keep harmonized design to handle self-interference issue for type-1 and type-2 devices, including whether to introduce frequency shift between D2R backscattered signal and carrier wave for type-2 devices
· Whether/how out-of topology carrier wave transmitter is necessary to solve the issue
Proposal 15: Regarding A-IoT D2R waveform,
· For A-IoT D2R transmission with backscattering, the waveform is determined by waveform of carrier wave, which should be discussed in agenda 9.4.2.4. 
· For A-IoT D2R transmission generated by device internally, the waveform should be consistent with backscattering.
Proposal 16: Not support FSK or PSK for A-IoT R2D transmission.
Proposal 17: Study whether/how to use Manchester encoding for A-IoT R2D with consideration on the need of energy harvesting during A-IoT R2D receptions, including:
· Whether A-IoT R2D signals/channels are assumed as energy harvesting signal
· How to enhance Manchester encoding to ensure it providing sufficient energy to be harvested regardless of content of payload
Proposal 18: Study the following aspects of Manchester encoding and PIE for A-IoT R2D, at least considering the following aspects:
· R2D decoding performance
· Occupied bandwidth
· Synchronization and clock for A-IoT
· Impact on inserted CP
Proposal 19: FEC is not supported by A-IoT R2D. Further study the necessity and benefit of repetition in time domain for A-IoT R2D. 
Proposal 20: At least OOK and BPSK can be used for A-IoT D2R transmission as modulation scheme. Further study the feasibility of other modulation schemes, e.g., other ASK schemes and FSK considering the power consumption of the Tag.
Proposal 21: For A-IoT D2R, study the coding performance of the following schemes: FM0, Miller, and Manchester.
Proposal 22: For A-IoT D2R, study subcarrier sequences in order to shift D2R spectrum and potentially support FDM of different UEs. 
Proposal 23: Further study FEC schemes for A-IoT D2R considering the coding performance at the receiver (i.e., gNB or intermediate node) and complexity at the transmitter (i.e., Tag). 
Proposal 24: A-IoT R2D multiplexing supports TDM. FDM and CDM are not supported.
Proposal 25: For multiplexing or multiple access of D2R,
· TDMA is studied as a baseline scheme.
· Support FDMA. Study the performance and capacity of user number depending on line code schemes.
· Study performance, power consumption and complexity of CDMA.
Proposal 26: Regarding device availability regarding initial charging, study the following aspects:
· How to determine the capacity of charged energy, e.g. by maximum capacity of device energy storage, or by requirement of energy supply for a given transmission/reception, etc.
· Whether/how to allocate an appropriate time interval for initial charging 
Proposal 27: Regarding device availability for A-IoT transmissions/receptions, study the following aspects:
· Whether/how to reduce the gap of charged power by RF energy harvesting and consumed power by A-IoT transmissions/receptions, e.g. increase received power strength of energy harvesting signal by deployment such as outside-topology energy source
· How to determine device availability during A-IoT transmissions/receptions with the following assumptions: 
· Tx/Rx power acquired by energy storage of device
· Tx/Rx power acquired by RF energy harvesting
· Tx/Rx power acquired by both energy storage of device and RF energy harvesting
Proposal 28: Regarding energy harvesting during R2D reception of device,
· Study How to define R2D PHY structure such that R2D signals/channels can be used as energy harvesting source
· If a specific energy harvesting signal different with R2D signals/channels are applied, study the following aspects:
· Feasibility of receiving R2D transmissions and harvesting energy from the specific energy harvesting signal simultaneously
· Potential limitations on the specific energy harvesting signals, e.g. frequency domain position, power control, interference evaluation and handling
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Appendix
[bookmark: _GoBack]The evaluation parameters for coexistence interference and UL performance with line coding are provided as below.
Table A-1 Evaluation assumption for coexistence
	System Parameter
	Value

	FFT size
	1024

	CP length
	256

	Subcarrier spacing
	15 [kHz]

	Sampling rate
	15.36 [MHz]

	Channel bandwidth
	55 [RB]

	Noise figure
	0 [dB]

	IOT bandwidth
	Lowest 2 RBs in band

	Guard
	0 

	CW type
	Single-tone

	DL Parameter
	Value

	Encoder
	Manchester

	Modulator
	OOK

	Data rate
	60 [kbps]

	Signal bandwidth
	240 [kHz]

	# of bits per OFDM symbol
	4

	Detector
	Non-coherent envelope detection

	Lowpass filter
	Kaiser

	Lowpass stopband bandwidth
	360 [kHz]

	Lowpass passband bandwidth
	240 [kHz]

	Channel
	Single-tap Rayleigh

	Target demodulation threshold 
	1e-3



Table A-2 Evaluation assumption for UL performance with line encoding
	System Parameter
	Value

	FFT size
	1024

	CP length
	256

	Subcarrier spacing
	15 [kHz]

	Sampling rate
	15.36 [MHz]

	Channel bandwidth
	55 [RB]

	Noise figure
	5 [dB]

	Total IOT bandwidth
	55 [PRB]

	CW type
	Single-tone

	Data rate
	60 [kbps]

	Payload size
	25 [bit]

	D2R transmission time duration
	~5 CP-OFDM symbols

	Coding schemes
	Miller-4, Miller-8, Miller-16

	BS Tx power of carrier wave
	33 [dBm]

	BS antenna gain
	16 [dBi]

	Tag antenna gain
	0 [dBi]

	Reflection loss
	6 [dB]

	Fading loss margin
	10 [dB]

	Pathloss model
	UMi-LoS
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