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Introduction
In RAN1#116 meeting, following agreements were achieved.
	Agreement
For this study item, the coverage evaluation methodology is based on the following steps. 

For an evaluation scenario
· For each of the link i, 
· Step 1: Obtain the required SINR for the physical channels under target scenarios and service/reliability requirements if Budget-Alt2 is used for this link i.
· Step 2: Obtain the receiver sensitivity using the method Budget-Alt1 (if a predefined threshold is assumed to derive the receiver sensitivity) or Budget-Alt2 (if no predefined threshold is assumed to derive the receiver sensitivity).
· Step 3: Obtain the coverage performance for link i based on the receiver sensitivity from step 2 and link budget template.
· The coverage results for each link are provided.
· FFS: what links are evaluated besides R2D and D2R (e.g., RF-EH)
· FFS: whether/how to model the interference
· FFS: for which device(s) a predefined threshold is assumed

Note the following alternatives for obtaining receiver sensitivity are defined, 

· Budget-Alt1: receiver sensitivity is derived by a predefined threshold and no LLS is needed for link budget calculation
· The results rely on the received sensitivity and maximum transmit power, and directly calculate the maximum distance / pathloss based on these values and other related parameters. The link-level simulation (LLS) performances, such as required SINR can be satisfied for such case and no LLS is needed for link budget calculation.

· Budget-Alt2: receiver sensitivity is derived by required SINR which is given by LLS results 
· The results rely on link-level simulation results, e.g., required SINR which corresponds to detail LLS assumptions (e.g., BW, coding, data rate). And based on the required SINR, the received sensitivity can be calculated and then the maximum distance / pathloss can be derived.
· Note: For noise power, a noise figure value needs to be provided.


Agreement
MPL and distance is used as performance evaluation metric for link budget calculation.
· Note: the distance is derived from MPL and corresponding pathloss model.
· FFS: Pathloss model


Agreement
The following pathloss model is used in the coverage evaluation. 
· For D1T1, 
· InF-DH defined in TR38.901 is used. 
· Decide which of the following is used for each link,
· NLOS
· LOS
· FFS: InF-SH
· For D2T2, down-select from the following path loss models
· InF-DL defined in TR38.901 where the BS path loss model is reused for intermediate-UE with antenna height of 1.5m
· InH-Office model defined in TR38.901, (a.k.a, InH_B in Report ITU-R M.2412-0) where the BS path loss model is reused for intermediate-UE with antenna height of 1.5m
· Decide which of the following is used for each link,
· NLOS
· LOS



In this contribution, we further discuss the evaluation methodology and assumptions based on the agreements listed above, and then provide preliminary results of A-IoT.
A-IoT device characteristic for NR system design 
[bookmark: OLE_LINK6][bookmark: OLE_LINK5]In RAN#102 [1], A-IoT SI scope defines that deployment scenario 1 with topology 1 and deployment scenario 2 with topology 2 should be considered for the study of the A-IoT. For deployment scenario 1 with topology 1, the gNB transmitting the signals to the A-IoT device could be different from the gNB receiving the signals from the A-IoT device. Deployment scenario 2 with topology 2 uses UE as the intermediate node.

Figure 1: A-IoT deployment scenarios
Different from the traditional NR interactive device, A-IoT device is a responsive device and A-IoT communication is a responsive communication. The characteristic of responsive communication is pushing notification. The response signal backscattered by A-IoT device is to replay to the control information in the interrogation signal from the gNB or the intermediate node UE. The response signal is backscattered or self-generated back to the same transmitter node or another transmitter node. The general procedure for responsive communication of A-IoT is shown as follows:
· Step 1: The gNB or the intermediate node UE transmits the ‘interrogation’ signals with the control information to the A-IoT devices.
· Step 2: The A-IoT devices would respond to the control message in the interrogation signal based on the pre-configured/pre-programed functions with the response information modulated on the carrier wave for Device 1 and Device 2a.
[image: ]
Figure 2: The illustration of response communication for A-IoT
For Device 1, the carrier wave is provided by the gNB or the intermediate node UE. For Device 2b which should be equipped with independent signal generation and transmission components, the carrier wave could be generated internally. The pre-configured/programed function should be common for the two device types. Additional functions could be supported by Device 2b with independent transmission power.
[bookmark: _Ref159254974]A-IoT device evaluation modelling
[bookmark: OLE_LINK33][bookmark: OLE_LINK32][bookmark: OLE_LINK30][bookmark: OLE_LINK31][bookmark: OLE_LINK15][bookmark: OLE_LINK14]The A-IoT device evaluation methodologies should be based on the responsive communication characteristics of A-IoT devices. The responsive communication of A-IoT should be modeled as dual links to emulate the communication procedure of the transmitter node in transmission of the interrogation signals and reception of the response signals with information modulated on the carrier wave. The general evaluation procedure and illustration for responsive communication of A-IoT is shown as below and Figure 3:
· Step 1: Tx node transmits the interrogation signals in DL channel.
· Step 2: A-IoT device receives the interrogation signals with the control information.
· Step 3: A-IoT responds on the carrier wave backscattered/internally generated on the UL channel after receiving the interrogation signals.
· Step 4: Rx node receives the responsive signals and decodes the received information.
[image: ]
[bookmark: _Ref163049228]Figure 3: Evaluation procedure for responsive communication of A-IoT
Proposal 1: The evaluation methodology of A-IoT should consider the dual links to emulate the responsive communication procedure among transmitter node, A-IoT device and reception node.
Modeling of the transmitter node of A-IoT communication
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]Based on the definition of topology 1 in TR 38.848[2], the A-IoT device directly and bi-directionally communicates with a gNB. The transmitter node is mainly used for generating and transmitting the interrogation signal, and maybe additionally the carrier wave. The transmitter node transmitting the interrogation signal to A-IoT device could be different from the reception node receiving response from A-IoT device. For the modelling of transmitter node in A-IoT communication, following issues should be considered, as shown in Figure 4:
· Generation of interrogation signals
· Signal types: e.g., signals for initial access, signals for control and data transmission, etc.
· Channel coding scheme: e.g., Manchester coding.
· Waveform & modulation: the transmitter signal waveform, e.g., OOK/ASK.
· Signal spreading
· Performance of different signal spreading schemes such as repetition and frequency hopping can be evaluated in LLS.
· Beamforming and beam sweeping: beamwidth, beam sweeping duration.
· The beamforming gain should be calculated and reflected in link budget evaluation.
· Transmission configuration: number of interrogation signals transmitted within a beam.
[image: ]
[bookmark: _Ref163049245]Figure 4: Tx node modelling
Proposal 2: Interrogation signals from transmitter node in A-IoT should be modeled in the evaluation, including signal generation, waveform & modulation, channel coding, signal spreading and beamforming.
Modeling of the A-IoT devices
Different from traditional UE, following characteristics should be considered in evaluation modelling of A-IoT device:
· Receiver characteristics:
· Modeling of signal transmission time interval (TTI): Limited by the low power feature, special design is needed for the TTI of DL and UL signal for A-IoT[3]. The boundaries of the TTI and the legacy NR slot, mini-slot or OFDM symbol should be aligned. For example, it can be assumed that a NR slot, mini-slot or OFDM symbol contains N TTIs.
· Signal detection algorithm of receiver: There are different architectures A-IoT devices, with the common component of the function of RF processing, such as RF envelope detection. Thus, the modeling and evaluation should take the RF based envelope detection as the baseline in the receiver modeling and algorithm design.
Proposal 3: The modelling of TTI for A-IoT with alignment to NR legacy slot, mini-slot or OFDM symbol boundary should be considered.
Proposal 4: The performance of RF envelope detection should be considered in the modelling of signal detection algorithm of receiver.
· Characteristics of backscattering or independent signal generation
· Waveform and modulation for UL signal: The signal transmitted by A-IoT device can be backscattered or independently generated according to different device types. Waveform like ASK/FSK should be considered in the modeling of A-IoT transmitted signal.
· Energy loss of backscattered signal: The signal power is lost in two ways in the backscattering process: energy dissipation by A-IoT device caused by the mismatch between antenna impedance and load impedance, and the 3dB loss due to double-sideband modulation. The energy loss can be reflected by the parameter “Ambient IoT backscatter loss” and “modulation factor” in the link budget template respectively.
Proposal 5: Based on the characteristics of backscattering and independent signal generation, at least one of ASK, FSK should be considered for A-IoT UL waveform.
Proposal 6: The power loss related to backscattering should be taken into account in the modelling of A-IoT UL signal transmission.
Modeling of the reception node of A-IoT communication
For Device 1 and Device 2a which transmits response signal by backscattering, the time interval between DL received signal and UL transmitted/backscattered signal is very short. It is highly possible that the response signal arrives at gNB before DL signal transmission is finished, as shown in Figure 5. In addition, the response time of different A-IoT devices located near each other is very close. The performance of A-IoT responsive signal reception will degrade due to the self-interference from the DL signal from gNB and the responsive signal from other A-IoT devices.
[image: ]
[bookmark: _Ref163049311]Figure 5: The time interval between DL and UL signal
Different from evaluation of traditional UE devices, the modelling of gNB as reception node needs to consider the characteristics of A-IoT node and A-IoT transmission signal, including:
· Modeling of interference
· Full duplex self-interference modeling: The transmitter gNB needs to transmit the interrogation signal or carrier wave. A-IoT device needs to transmit response signal by backscattering in a short time for the characteristic of backscatter transmission. The received UL signal at gNB will be greatly interfered by its own transmitted signal during the reception.
· Multiple A-IoT devices modeling: According to RAN design targets, the maximum connection density for A-IoT is: 150 devices per 100 m2 for indoor scenarios and 20 devices per 100 m2 for outdoor scenarios. There will be cross interference in A-IoT communication among the devices to transmit the response signals in the same time. For example, gNB needs to support the access of a large number of A-IoT devices with limited transmission resource. Collision among the responses from different A-IoT devices which happens frequently will seriously affect the transmission performance. So modeling of multi-device cross-interference is necessary.
Proposal 7: Self-interference due to DL transmission and cross interference due to simultaneous transmission of multiple A-IoT devices should be considered in the modelling of UL reception at gNB/UE.
· Demodulation/Decoding of received signals
The reception node has enough capability to decode the modulation signals. So RF modulation schemes, like ASK and FSK, and corresponding demodulation algorithms could be considered in the modelling of reception node. Moreover, decoding algorithm for channel coding has the impact on the reception performance. Thus, the channel coding/decoding schemes should be included in the modelling of the reception node for A-IoT.
Proposal 8: Demodulation algorithm corresponding to ASK, FSK and decoding algorithm for channel coding should be considered in reader reception node modelling.
· Decision algorithm
After transmitting the interrogation signal and carrier waves, reader expects to receive the response signal from one of the transmitted carrier wave. In the modelling of reception node, we need to consider whether the prior information, such as a list of UE IDs, is available in assisting the decoding of the real received signals. For example, a decision matrix can be used by reader for error detection, information correction and decision of the received signal when the prior information list of the A-IoT device expected to response is known in advance during the decoding.
Proposal 9: In the reader reception node modelling, information correction and decision algorithm should be considered. For example, received signal information set and decision matrix can be used when the prior information list of the A-IoT device expected responses is known in advance during the decoding.
[bookmark: _Ref162455637]Interference modelling of A-IoT communication
The interference in A-IoT system can be divided into three categories according to its source: self-interference for monostatic system, direct link interference for bistatic system and multi-device cross-interference, as shown in Figure 6.
Self-interference
Direct link interference
Multi-device cross-interference

[bookmark: _Ref163049336]Figure 6: Interference modelling of A-IoT
For self-interference model, the signal transmitted by gNB can be received by itself. It will become a strong interference to the response signal because of short transmission distance, large power and low loss. The signal received by gNB can be expressed as:

Where  is gNB received signal,  is gNB transmitted signal,  is the channel response of self-interference link,  is the downlink channel response,  is the uplink channel response,  is the modulation factor of response signal,  is the noise.
Self-interference can be mitigated by the design of known information in the beginning of the response signals, such as the preamble, for channel estimation and interference reconstruction. gNB can estimate the channel response of self-interference link by use of the preamble transmitted in the silence period of A-IoT devices. Then the interference signal can be reconstructed and cancelled by local transmitted signal and the estimated channel response.
When the transmitter node is different from the reception node, the direct link between the two nodes will interfere with the response signal. In this scenario, the signal received by the reception node also contains 3 parts:

Where  is the channel response of direct link.
The cancellation of direct link interference can also be realized by preamble based channel estimation, like the method introduced for self-interference. The other way to eliminate direct link interference is joint design of carrier wave and coding method [4].
For high device density scenarios, the cross-interference among different A-IoT devices should also be considered. This kind of interference can be partially avoided by proper design of scheduling scheme. But performance analysis by simulation is still needed. The signal received by gNB can be modeled as:

To mitigate the multi-device cross-interference, prefix signal sequence and hypothesis testing algorithm design are needed.
For three different types of interference discussed aforementioned, self-interference and multi-device cross-interference should be studied first. For how to realize interference modeling in evaluation, the following two alternatives were discussed in RAN1#116:
Alt 1: the interference should be reflected in link budget template.
Alt 2: the interference should be reflected in LLS.
For Alt 1, “interference cancellation capability” used in the evaluation is determined by referring to interference cancellation capability of existing RFID publications and RFID products without further LLS. This method is simple but the obtained “interference cancellation capability” may not necessarily match the “interference cancellation capability” for A-IoT under different evaluation scenarios.
For Alt 2, the interfering carrier wave signal and the expected D2R signal are superimposed at the reception node in LLS as shown in Figure 7. The power ratio and delay between the two signals should be provided as simulation parameters. The reception node can obtain these two parameters by channel estimation in the silent duration of A-IoT device, interference cancellation and correlation detection. The impact of different types of interference and signal design can be evaluated in Alt 2. So Alt 2 is preferred although it’s more complicated than Alt 1.

Carrier wave
Response signal
Time
Delay

[bookmark: _Ref163049349]Figure 7: Superimposition of interfering carrier wave signal and response signal
Proposal 10: The effect of interference should be evaluated via LLS to reflect the impact of different interference types and signal design.
Evaluation assumptions and metric of A-IoT 
In this section, we first provide some evaluation assumptions. Then the evaluation metric and methodology for A-IoT are introduced.
Evaluation assumptions of gNB
Considering ultra-low complexity and power consumption of A-IoT device, the DL RF modulation scheme, such as OOK or ASK, which can be demodulated by envelope detection, should be included in the evaluation. Simple channel coding schemes like Manchester and PIE can be included in the evaluation as start point referring to the RFID system.
The recommended evaluation assumptions of gNB are shown in Table 1 and Table 2:
[bookmark: _Ref163049652]Table 1: Evaluation assumptions of gNB for LLS
	Parameters
	Value

	Number of antenna ports
	1 for both Tx and Rx

	Carrier wave
	· R2D: OFDM(SCS=15kHz, BW=1RB)
· D2R: Sinusoidal wave

	Modulation for R2D link
	OOK/ASK

	Channel coding for R2D link
	Manchester/PIE

	Sampling rate
	· R2D: 240kHz for OFDM
· D2R: 112kHz for sinusoidal wave

	Chip rate
	· R2D: 15kHz for OFDM
· D2R: 112kHz for sinusoidal wave


[bookmark: _Ref163049659]Table 2: Evaluation assumptions of gNB for link budget calculation
	Parameters
	Value

	Transmission power
	Similar to transmission power of UE in UL spectrum, e.g., 23dBm

	Number antenna elements
	64 for both Tx and Rx

	Number of chains
	1 for both Tx and Rx

	BW
	1.25MHz for both DL and UL

	Receiver noise figure
	5 dB


Evaluation assumptions of intermediate node UE
The carrier wave, sampling rate, chip rate, modulation and channel coding scheme of interrogation signal is common for gNB transmitter point and UE intermediate node. The main differences between UE and gNB are transmission power and antenna configuration. Recommended values for several parameters related to UE intermediate node are given in Table 3 and Table 4:
[bookmark: _Ref163049640]Table 3: Evaluation assumptions of UE intermediate node for LLS
	Parameters
	Value

	Number of antenna ports
	1 for both Tx and Rx

	Carrier wave
	· R2D: OFDM(SCS=15kHz, BW=1RB)
· D2R: Sinusoidal wave

	Modulation for R2D link
	OOK/ASK

	Channel coding for R2D link
	Manchester/PIE

	Sampling rate
	· R2D: 240kHz for OFDM
· D2R: 112kHz for sinusoidal wave

	Chip rate
	· R2D: 15kHz for OFDM
· D2R: 112kHz for sinusoidal wave


[bookmark: _Ref163049644]Table 4: Evaluation assumptions of UE intermediate node for link budget calculation
	Parameters
	Value

	Transmission power
	23dBm

	Number antenna elements
	32 for both Tx and Rx

	Number of chains
	1 for both Tx and Rx

	BW
	1.25MHz for both DL and UL

	Receiver noise figure
	7 dB


Evaluation assumptions of A-IoT device
For A-IoT Device 1 and Device 2a, the energy loss in backscattering process should be considered in evaluation. Ambient IoT backscatter loss and modulation factor are used to reflect the loss.
Modulation of OOK/ASK/FSK can all be realized by impedance switching in backscattering. And the reception node for uplink is gNB or UE intermediate node, so it’s not necessary to focus on the complexity of demodulation. All the 3 modulation schemes can be candidates for uplink in evaluation.
Coding schemes used in RFID like Manchester, FM0 and Miller code can be reused in the simulation. For performance improvement, coding schemes with higher complexity can be considered, e.g., TBCC.
Some simulation assumptions of A-IoT device are listed in Table 5 and Table 6:
[bookmark: _Ref163049625]Table 5: Evaluation assumptions of A-IoT device for LLS
	Parameters
	Value

	Number of antenna ports
	1 for both Tx and Rx

	Modulation for D2R link
	OOK/ASK/FSK

	Channel coding for D2R link
	Manchester/FM0/Miller/TBCC

	Velocity
	3km/h, 10km/h (optional)


[bookmark: _Ref163049630]Table 6: Evaluation assumptions of A-IoT device for link budget calculation
	Parameters
	Value

	Transmission power
	Derived from the transmission power and loss of CW

	Number antenna elements
	1 for both Tx and Rx

	Number of chains
	1 for both Tx and Rx

	Antenna gain
	0

	Ambient IoT backscatter loss
	6 dB for Device 1 and Device 2a

	Ambient IoT backscatter amplifier gain
	10~15 dB

	Modulation factor
	-3dB for double-sideband modulation, 0 for single-side band modulation

	Receiver noise figure
	15 dB


Evaluation assumptions of system and radio channel
In RAN1#116, whether the InF-SH model should be used in the coverage evaluation is considered for further study. In the inventory scenario, goods are placed on the shelves which have large size and relatively sparse distribution. The InF-SH model with low clutter density and big clutter size is appropriate in the evaluation of this scenario. The InF-SH model should be used in the evaluation.
Because of the short communication distance and different deployment scenarios, both LOS and NLOS pathloss model should be included in the evaluation for A-IoT. Considering the limited coverage distance of 10~50m, short delay spread such as 10ns and 30ns can be used.
The value of frequency stability could be set to 104 ~ 105 ppm referring to RFID and ETC. The related timing drifting could also be calculated based on the frequency error. Other evaluation assumptions related to system and radio channel are summarized in Table 7.
[bookmark: _Ref163049615]Table 7: Evaluation assumptions of system and radio channel
	Parameters
	Assumptions

	
	Deployment scenario 1
with topology 1
	Deployment scenario 2
with topology 2

	Deployment modeling
	InF-DH, InF-SH
	InF-DL

	gNB configuration
	8 m
	1.5m for InF-DL

	UE drop
	2D distribution, uniform dropping for indoor

	A-IoT drop
	2D distribution, uniform dropping for indoor

	Carrier frequency
	900 MHz

	Pathloss model
	LOS and NLOS

	Channel model
	TDL-D/E for LOS, TDL-A/C for NLOS
Delay spread = 10ns, 30ns

	Frequency stability
	104 ~ 105 ppm


Proposal 11: InF-SH model defined in TR 38.901 should also be used in the coverage evaluation for A-IoT.
Proposal 12: Delay spread of 10ns or 30ns can be used in LLS.
Evaluation metric of A-IoT
In the study of A-IoT, the following KPIs should be considered for evaluation:
· Link level performance
For A-IoT transmission, the DL and UL link performance should be evaluated for the physical layer signal, channel and procedure design, such as interrogation signal design, modulation/demodulation design, coder/decoder design, interference and interference cancelling algorithm. Therefore, SNR-BER or SNR-BLER link level performance could be evaluated. 
· Coverage
The coverage of A-IoT devices is limited by ultra-low power consumption and ultra-low complexity. The evaluation is needed to verify whether and how the design target for coverage in [2] can be met. Following issues should be considered:
· Refinement of design target: The coverage distance calculated from link budget should be compared with the design target to determine whether and how to use coverage enhancement techniques. So the design target for coverage performance should be further investigated. The target can be set based on the potential coverage enhancement techniques in the A-IoT study with evaluation assumptions and results, or the communication distance requirements provided by SA in TR 22.840. The former is preferred for its practicality. The reference value of sensitivity should be defined by RAN4.
· Impact of topology: The impact of topology on coverage is mainly reflected in the parameters in the link budget template. For the R2D link, the transmission nodes in topology 1 and topology 2 are gNB and UE respectively. And they have different transmitter antenna number, transmission power and antenna gain. For the D2R link, the main differences lie in receiver antenna number, receiver antenna gain and noise figure. Typical values of the parameters are listed in Table 2 and Table 4.
· Impact of spectrum: In AI 9.4.2.4, the spectrum used for carrier wave transmission is discussed, which will affect the transmission power of carrier wave in link budget calculation. The carrier wave transmitted in DL spectrum will cause the ICI between the carrier wave and NR channel/signals. Besides, A-IoT device can’t distinguish if the carrier wave is transmitted by gNB or UE intermediate node. So for both topology 1 and topology 2, the carrier wave should be transmitted in UL frequency same as the D2R signal. Detailed description can be found in [5].
Proposal 13: The transmission power of carrier wave should be determined based on the assumption that the carrier wave is transmitted in UL spectrum.
· Latency
The definition of latency should be the delay between the beginning of the transmitted carrier wave from the transmitter and the end of the received carrier wave at the receiver. Considering the simplicity of evaluation, the latency for A-IoT should be defined for a single device, mainly including signal propagation delay, A-IoT processing delay and buffer delay. Signal propagation delay can be calculated by transmission distance and velocity. Processing delay is mainly from A-IoT device, which is used in interrogation signal decoding and response signal generation. The buffer delay is the holding time of the response signals at the A-IoT device before backscattered/self-generated back to the receiver. The delay between receiving interrogation signal and response signal can be scheduled by the transmitter point. So we can choose several typical values in the evaluation. The access delay due to contention or collision between different A-IoT devices should be included in the latency for inventory scenario, which can be represented by average latency or the probability of different latency values for a single device.
Proposal 14: The latency for A-IoT should be defined for a single device.
· Coexistence
When the connection density of A-IoT device is high or the message size is relatively big, the transmission may be not enough to support both A-IoT and NR, which will lead to low data rate or low reliability. On the other hand, for A-IoT device 1 which communicates with other nodes by backscattering, it’s hard to accurately control or estimate the arrival time of backscattered signal. There may be cross interference between the backscattered signal and NR signal when the timing is not aligned. If the operation of NR and A-IoT are in different frequency or carrier to mitigate interference, the spectral efficiency will be reduced. Thus, the evaluation of the coexistence performance of A-IoT and NR at different frequency allocation modes should be included in the evaluation methodologies.
Proposal 15: KPIs to be considered for evaluation are the link level performance, coverage, latency and coexistence.
Evaluation methodology
The evaluation methodology corresponding to the evaluation metrics should be discussed.
· Link level performance:
Link level simulation should be performed to get link level performance. Considering the difference between the communication mechanism of A-IoT device and legacy UE, following problems in link level simulation may need some special design:
1) Simulation procedure
2) Interference modeling
3) Association between DL and UL SNR
The first two issues have been discussed in section 3. Here we provide our views on the 3rd problem.
[bookmark: _Hlk158822053]For dual-link link level simulation with both DL and UL, the SNR calculation in the link level simulation is not simply the Tx power at the transmission node over the channel noise variance since the dual-link link level simulation would have the Tx power at both transmission node and A-IoT device. The SINR at the receiver should be calculated based on the transmit power of the A-IoT devices over the channel noise variance. However, the transmit power of the A-IoT devices is the received power of the carrier wave at the A-IoT device with the power variation at the A-IoT device due to the device energy consumption of signal processing and potential amplification if any. Thus, the simple way of SINR calculation is the direct calculation of the Tx power from the A-IoT device over the noise variance since the power variation in the A-IoT device would be more in the implementation specific.
Proposal 16: In link level simulation for A-IoT, both DL and UL SNR should be considered for dual link, the SINR calculation is the direct calculation of the Tx power from the A-IoT device over the noise. 
· Coverage:
The coverage evaluation methodology, calculation process and alternatives of obtaining receiver sensitivity were defined in RAN1#116:
	Agreement
For this study item, the coverage evaluation methodology is based on the following steps. 
For an evaluation scenario
· For each of the link i, 
· Step 1: Obtain the required SINR for the physical channels under target scenarios and service/reliability requirements if Budget-Alt2 is used for this link i.
· Step 2: Obtain the receiver sensitivity using the method Budget-Alt1 (if a predefined threshold is assumed to derive the receiver sensitivity) or Budget-Alt2 (if no predefined threshold is assumed to derive the receiver sensitivity).
· Step 3: Obtain the coverage performance for link i based on the receiver sensitivity from step 2 and link budget template.
· The coverage results for each link are provided.
· FFS: what links are evaluated besides R2D and D2R (e.g., RF-EH)
· FFS whether/how to model the interference
· FFS: for which device(s) a predefined threshold is assumed
 
Note the following alternatives for obtaining receiver sensitivity are defined, 
 
· Budget-Alt1: receiver sensitivity is derived by a predefined threshold and no LLS is needed for link budget calculation
· The results rely on the received sensitivity and maximum transmit power, and directly calculate the maximum distance / pathloss based on these values and other related parameters. The link-level simulation (LLS) performances, such as required SINR can be satisfied for such case and no LLS is needed for link budget calculation.
 
· Budget-Alt2: receiver sensitivity is derived by required SINR which is given by LLS results 
· The results rely on link-level simulation results, e.g., required SINR which corresponds to detail LLS assumptions (e.g., BW, coding, data rate). And based on the required SINR, the received sensitivity can be calculated and then the maximum distance / pathloss can be derived.
· Note: For noise power, a noise figure value needs to be provided.


Following issues are discussed based on the above agreement:
· Links to be evaluated: Whether the RF-EH link needs to be evaluated depends on the magnitude of the activation/energy harvesting threshold and data reception threshold. If the activation/energy harvesting threshold is lower, the evaluation for RF-EH link is not necessary because the device must have harvested enough energy for activation once the data reception threshold is fulfilled. If the data reception threshold is lower and the evaluation of RF-EH link is needed, the definition of activation/energy harvesting threshold should be clarified and identified. The minimum power to activate the internal circuit or components of A-IoT device to start to work can be used as the definition. The value can be calculated according to the architectures of different device types. Link budget calculation Alt 1 can be used in the evaluation of the RF-EH link.
· Interference modeling: Modeling the interference in LLS would provide more realistic results for evaluation rather than link budget template. Details are explained in section 3.4.
· Alternatives for obtaining receiver sensitivity: If the evaluation of RF-EH link is needed, budget-Alt1 can be used in the link budget calculation because the link has requirement only on receiving power but not SNR. The definition and value of the activation or energy harvesting threshold should be separately defined for Device 1 and Device 2a for different architectures and power consumption. For D2R and R2D link, budget-Alt 2 is preferred for convenience in comparison of different PHY designs such as coding and modulation.
· Link budget template: In RAN1#116, Table 3.4.2 in R1-2401735 is recommended for link budget calculation. According to the table, receiver sensitivity = required SNR + noise power for the R2D link and Budget-Alt2. Using the formula and the link performance provided in section 6, the receiver sensitivity can be -85dB ~ -70dB, which is in consistent with the existing products with sensitivity higher than -50dB[6]. So additional sensitivity loss should be considered in the link budget template. For example, broadband noise caused by low Q matching circuits can be reflected in the item “Occupied bandwidth”. An extra item can be added into the template to describe the sensitivity loss due to the low power limitation on the components. The specific definition and calculation method should be given by RAN4.
Proposal 17: The RF-EH link should be evaluated if the activation/energy harvesting threshold is higher than the data reception threshold.
Proposal 18: If the evaluation of RF-EH link is needed, budget-Alt1 can be used. The activation threshold can be defined as the minimum power to activate the internal circuit or components of A-IoT device to start to work.
Proposal 19: Budget-Alt 2 should be used in the coverage evaluation for D2R and R2D link.
Proposal 20: Additional sensitivity loss should be considered in the link budget template. The specific definition and calculation method should be given by RAN4.
· Delay:
We can evaluate the delay of A-IoT by numerical analysis. Capturing the overall delay from the propagation delay, the processing delay and the buffer delay by the multiple access protocol, such as scheduling or autonomous collision avoidance ALOHA, slot-ALOHA or CSMA protocol for each type of A-IoT device.
Proposal 21: Numerical analysis can be used in delay evaluation for A-IoT.
· Coexistence:
In TR 36.802 [7], system level Monte-Carlo simulation is used to evaluate the coexistence performance. SNR loss, capacity loss and outage are used as performance metrics. RAN4 can refer to these existing methodologies in coexistence evaluation for A-IoT to get numerical results. For RAN1, the effect of different frequency deployment modes can be qualitatively analysed.
Proposal 22: RAN1 should qualitatively analyse the effect of different frequency deployment modes for A-IoT coexistence evaluation.
Coexistence evaluation modelling and methodology of A-IoT 
In this section, we provide our analysis on the coexistence between A-IoT and NR system. There are 3 kinds of frequency allocation modes for A-IoT:
· A-IoT allocated in In-band multiplexed with NR channel
[image: ]
[bookmark: _Ref163049365]Figure 8: In-band allocation for A-IoT
In Figure 8, the frequency allocation mode can bring high spectrum utilization. The guard band can be used for interference mitigation with neighbouring channels.
· A-IoT allocated in Guard band
[image: ]
[bookmark: _Ref163049373]Figure 9: Guard band allocation for A-IoT
In Figure 9, A-IoT can be deployed independently from NR by this way. But A-IoT and NR may interfere with each other.
· A-IoT allocated in standalone band
[image: ]
[bookmark: _Ref163049384]Figure 10: Standalone band allocation for A-IoT
In Figure 10, there will be no interference with NR signals with a standalone spectrum configuration. But the spectrum utilization will be low.
Proposal 23: Spectrum utilization, inter-channel interference with NR signals should be considered in both in-band and guard band deployment scenarios.
[bookmark: _Ref163034043]Preliminary evaluation results of Ambient IoT 
Link performance under specific simulation assumptions are provided in this section. Detailed parameters are listed in Table 1~Table 4.
· R2D link
The link performance of the R2D link under different channel model is shown in the Figure 11. OFDM based OOK modulation and Manchester coding are used in the simulation.
[image: ]
[bookmark: _Ref163049394]Figure 11: Link performance of OOK in the R2D link
Figure 11 shows that the performance of R2D link under fading channel is poor. The reason is that the device uses the received signal power for demodulation and decoding. The signal in deep fading duration may be drowned out by noise so the decision of these bits will be wrong and the link performance will be deteriorated. It can be observed that the performance at BLER=1% of TDL-D channel is 14.8 dB better than TDL-C. This is because the LOS path occupies most of the energy in TDL-D channel model and it is not affected by time selective fading. So the loss of received signal power in TDL-D channel model is smaller than TDL-C.
Observation 1: The performance of OOK under LOS channel is better than NLOS channel due to the constant power of the LOS path.
· D2R link
In Figure 12 and Figure 13, the performance of the D2R link with OOK/ASK and FSK is provided respectively. Sinusoid is used as the carrier wave in the simulation. 
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[bookmark: _Ref163049405]Figure 12: Link performance of OOK/ASK in the D2R link
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[bookmark: _Ref163049414]Figure 13: Link performance of FSK in the D2R link
Comparing the simulation results of OOK/ASK under R2D and D2R link, it can be observed that OOK/ASK has better performance in the D2R link. On the one hand, the number of information bit in D2R link is 64, which is larger than the R2D link with 44 bits. On the other hand, the carrier wave used in R2D link is OFDM whose sampling rate is greater than chip rate. The values of the sampling points of OFDM carrier wave in one chip are different. Noise will be smoothed by the samples in reader’s power calculation or measurement process, thereby generating performance gain.
Figure 12 and Figure 13 shows that FSK has better performance in battling fading capability than that of OOK/ASK because the signal strength attenuation caused by fading channel has relatively small impact on FSK demodulation. Noise is the main factor limiting the performance of FSK under low SNR. The inter-symbol interference caused by multi-path delay and the frequency difference between the received signal and the centre frequency of the filter caused by Doppler shift will become the main restriction problem as SNR increases. So the descent speed of the curve gradually slows down under high SNR.
Observation 2: FSK has better anti-fading capability than OOK because the signal strength attenuation caused by fading channel has relatively small impact on FSK demodulation.
Conclusion
In this contribution, evaluation methodology, assumptions and initial results are discussed. We have the following observations and proposals:
Observation 1: The performance of OOK under LOS channel is better than NLOS channel due to the constant power of the LOS path.
Observation 2: FSK has better anti-fading capability than OOK because the signal strength attenuation caused by fading channel has relatively small impact on FSK demodulation.
Proposal 1: The evaluation methodology of A-IoT should consider the dual links to emulate the responsive communication procedure among transmitter node, A-IoT device and reception node.
Proposal 2: Interrogation signals from transmitter node in A-IoT should be modeled in the evaluation, including signal generation, waveform & modulation, channel coding, signal spreading and beamforming.
Proposal 3: The modelling of TTI for A-IoT with alignment to NR legacy slot, mini-slot or OFDM symbol boundary should be considered.
Proposal 4: The performance of RF envelope detection should be considered in the modelling of signal detection algorithm of receiver.
Proposal 5: Based on the characteristics of backscattering and independent signal generation, at least one of ASK, FSK should be considered for A-IoT UL waveform.
Proposal 6: The power loss related to backscattering should be taken into account in the modelling of A-IoT UL signal transmission.
Proposal 7: Self-interference due to DL transmission and cross interference due to simultaneous transmission of multiple A-IoT devices should be considered in the modelling of UL reception at gNB/UE.
Proposal 8: Demodulation algorithm corresponding to ASK, FSK and decoding algorithm for channel coding should be considered in reader reception node modelling.
Proposal 9: In the reader reception node modelling, information correction and decision algorithm should be considered. For example, received signal information set and decision matrix can be used when the prior information list of the A-IoT device expected responses is known in advance during the decoding.
Proposal 10: The effect of interference should be evaluated via LLS to reflect the impact of different interference types and signal design.
Proposal 11: InF-SH model defined in TR 38.901 should also be used in the coverage evaluation for A-IoT.
Proposal 12: Delay spread of 10ns or 30ns can be used in LLS.
Proposal 13: The transmission power of carrier wave should be determined based on the assumption that the carrier wave is transmitted in UL spectrum.
Proposal 14: The latency for A-IoT should be defined for a single device.
Proposal 15: KPIs to be considered for evaluation are the link level performance, coverage, latency and coexistence.
Proposal 16: In link level simulation for A-IoT, both DL and UL SNR should be considered for dual link, the SINR calculation is the direct calculation of the Tx power from the A-IoT device over the noise. 
Proposal 17: The RF-EH link should be evaluated if the activation/energy harvesting threshold is higher than the data reception threshold.
Proposal 18: If the evaluation of RF-EH link is needed, budget-Alt1 can be used. The activation threshold can be defined as the minimum power to activate the internal circuit or components of A-IoT device to start to work.
Proposal 19: Budget-Alt 2 should be used in the coverage evaluation for D2R and R2D link.
Proposal 20: Additional sensitivity loss should be considered in the link budget template. The specific definition and calculation method should be given by RAN4.
Proposal 21: Numerical analysis can be used in delay evaluation for A-IoT.
Proposal 22: RAN1 should qualitatively analyse the effect of different frequency deployment modes for A-IoT coexistence evaluation.
Proposal 23: Spectrum utilization, inter-channel interference with NR signals should be considered in both in-band and guard band deployment scenarios.
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