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1 Introduction
This proposal investigates several methods of time synchronization in environmental Internet of Things deployments. It then surveys the frame structure aspect and offers some suggestions.
2 Synchronization and timing frame structure
Research on Time Synchronization Methods for Environmental IoT Clocks in the Presence of Errors in Communication Channels:
In the realm of the Internet of Things (IoT), clocks exchange the latest reports through (lossy) communication channels to achieve synchronization, utilizing a simple connectionless message-passing approach (also known as a time synchronization protocol). Ideally, the current time report from the system clock is recorded and promptly transmitted to the destination. However, in practical scenarios, the time report undergoes re-encoding at the source end to form a communication frame. Subsequently, there is a finite duration of message transmission over the medium, followed by the processing of received packets at the destination to record the local time report. All these processes entail certain computations. As depicted in Figure 1, all three error sources contribute to message transmission delays. Achieving high-precision time synchronization is only feasible by restricting variations in message transmission time. It is possible to investigate the impact of message transmission delays on synchronization errors.
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Figure 1: Three groups of message passing time error sources: send delay, propagation delay, and receive delay.
In general, message transmission consists of deterministic errors and stochastic errors, which can be controlled within a certain range. Message transmission protocols are primarily designed to mitigate the adverse effects of message transmission errors, which depend on numerous sources.
The information obtained from message transmission error sources largely depends on the message transmission mode employed by the system. There are four well-known signaling schemes: bidirectional message exchange, unidirectional message exchange, receiver-only synchronization, and sender-only synchronization. These four types of message transmission schemes have different implications in terms of time synchronization accuracy, power consumption, and network topology. Unidirectional message propagation requires the least number of transmissions in the network and consumes less power.
Bidirectional message exchange provides the most information on clock parameters and achieves higher synchronization accuracy. However, each synchronization cycle requires two message exchanges, resulting in higher energy and computational demands, as well as paired operations.
Receiver-receiver synchronization schemes refer to methods or strategies in environmental IoT networks used to synchronize different receivers to ensure mutual alignment in time and frequency. This method can achieve higher precision but requires more energy and computational resources. The favorable properties of bidirectional message exchange and unidirectional message propagation are combined in receiver-only synchronization. This scheme has lower tolerance for node failures but lower power requirements, and achieves high synchronization accuracy. The characteristics of these four message exchange schemes imply that if one has the freedom to choose the message transmission scheme, decisions can be made based on given energy and computational resource budgets. However, for most IoT deployments, system designers must select off-the-shelf components integrated into the system. In this regard, another criterion to consider is the level of modification required for a system to comply with standards. For such deployments, receiver-receiver synchronization is an attractive option because it eliminates delays on the transmitter side without requiring special timestamps.
If some nodes can support more resources than others, receiver-only synchronization can be used. Bidirectional message exchange is the preferred scheme when deployments can support bidirectional message propagation. Therefore, IoT practitioners must take into account various practical factors such as multi-hop synchronization support when selecting message transmission schemes.
In multi-hop synchronization schemes, there are Cluster-Based Synchronization approaches, which achieve very simple network-wide time synchronization by forming synchronization node clusters around gateway nodes. There are also Spanning-Tree Based Synchronization schemes, as the complexity of cluster-based receiver-receiver multi-hop synchronization prompts researchers to seek smaller alternative solutions. In the work of Van Greunen and Rabaey, hierarchical trees of nodes are formed to achieve time-synchronized network operation. In this approach, the root node (possibly re-elected each time the synchronization protocol runs) initiates the synchronization process by synchronizing with its neighbors within communication range. Then, nodes synchronized with the root node synchronize their time to their child nodes, which cannot receive synchronization messages from the root node. This process continues until all nodes are synchronized with the root node. The described process disseminates the root node's reference time information throughout the network by forming hierarchical relationships of nodes. Flooding provides a simple way to achieve synchronization networks regardless of the message transmission scheme used to exchange time information. Tiny-Sync and Mini-Sync, Lightweight Time Synchronization (LTS), and Timing-sync Protocol for Sensor Networks (TPSN) use bidirectional message exchange; Spanning-Tree-based Energy-Efficient Time Synchronization (STETS) and its improved versions R-Sync and Self-Recoverable Time Synchronization (SRTS) adopt receiver-only schemes; and the Flooding Time Synchronization Protocol (FTSP), as the de facto standard synchronization protocol in wireless sensor network literature, employs unidirectional message propagation.
Proposal 1: Taking into account the characteristics of the message passing schemes and practical needs, it is recommended for environmental Internet of Things deployments to adopt the receiver-receiver synchronization scheme to achieve lower power consumption and high synchronization precision.
Other issues related to synchronization include:
[bookmark: _GoBack]In NR/LTE/NB-IoT systems, User Equipment (UE) can maintain synchronization with the network side by monitoring periodically transmitted synchronization signals (e.g., PSS/SSS/PBCH). For the uplink (UL), alignment of slot/symbol boundaries between the UE and the network side can be achieved by adopting appropriate Timing Advance (TA). However, in the context of environmental Internet of Things, especially for constrained Type I devices with peak power constraints of about 1µW, monitoring such periodic synchronization signals could lead to increased power consumption and may exceed the device's complexity limits. Therefore, maintaining long-term synchronization is a challenging task, at least for this type of device. Moreover, it seems unnecessary to introduce periodic signals for synchronization due to the pursuit of an air interface design coordinated between two types of devices[4].
Proposal 2: Considering the power consumption and complexity constraints of Type I devices, it is not recommended to introduce periodic synchronization signals (such as PSS/SSS/PBCH) to maintain long-term synchronization.
Proposal 3: For Type I devices, a short-term synchronization method similar to RFID could be considered, such as using predefined preambles/frame synchronization during transmission and reception processes to achieve alignment of transmit/receive timing.
Proposal 4: RAN1 should investigate how to achieve timing alignment in the DL/UL transmission/reception processes in environmental IoT.
Proposal 5: The introduction of UL and DL preambles/frame synchronization similar to those used in RFID could be considered. This could facilitate effective communication between environmental IoT devices and the network side while avoiding excessive impacts on device complexity and power consumption.
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