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1. Introduction
Several solutions are defined for KI#1. In the evaluation of KI#1 some aspects related to solutions are missing and need to be captured.
2. Reason for Change
Solutions #1 and #6 add a new filter into the token. Normally new claims need to be evaluated by SA3 at first. In addition, clause 13.4.1.0 of 3GPP TS 33.501 states that:
The basic extent provided by the authorization token is at service level (i.e. the "scope" claim includes allowed services per NF type). Depending on the NF Service Producer configuration, higher level of granularity for the authorization token can be defined adding "additional scope" information within the token e.g. to authorize specific service operations and/or resources/data sets within service operations per NF Service Consumer type.
which means that SA3 also has considered finer level access authorization. Therefore, the feasibility and requirement of Solutions #1 and #6 needs to be evaluated by SA3 to avoid overlap and to align with SA3.
Solution #7 enables the consumer include filters within the request message to include or exclude particular parts resources. It should be noted that these filters need to be evaluated case by case to avoid clashing with existing filters. For example, mandatory IEs or conditional IEs under particular conditions should not be excluded by the filters defined in this solution. 
3. Conclusions
In the evaluation of KI#1, for Solutions #1 and #6, add a sentence that evaluation by SA3 is required to prevent overlap. Similarly, for Solution #7, add a statement that the filters defined by this solution need to be considered case by case to avoid clash with existing filters.
4. Proposal
It is proposed to agree the following changes to 3GPP TR 29.857 V1.0.0.

[bookmark: _Hlk61529092]* * * First Change * * * *
[bookmark: _Toc39050172][bookmark: _Toc160895488]8.1	Evaluation of Solutions for Key Issue#1
Solutions addressing Key Issue#1 are solution #1, #2, #6, #7 and #8.
Solution#2 works on the principle of defining two or multiple different variants of a given service where one variant is the non-restricted one, and other variants are restricted in different aspects. NF producers register all supported variants at the NRF, and the NRF, based on configuration data, provides the appropriate variant in discovery responses to NF consumers. As long as the number of variants is limited (e.g. one variant for non-restricted access, one for restricted access), solution#2 provides an efficient way to reduce information exposure, however, solution#2 does not efficiently address  Example 2 in clause 6.1.1.
Solution#1 works on the principle of defining a limited number (e.g.15) of access levels. The NRF, based on local configuration or on information received from NF producers during registration, includes the appropriate access level in the token returned to NF consumers. NF producers then can restrict access to resources based on the access level received in the access-token. For static use of access levels, solution#1 provides an efficient way to reduce information exposure, however dynamic restrictions taking into account multiple combinations of restricting conditions are not covered.
Solution#6 is similar to solution#1 but allows dynamic use of Configurable Resource Content Filters rather than static access levels. It provides an efficient way to reduce information exposure and allows to flexibly address all identified use cases. 
[bookmark: _GoBack]Editor's Note:	Solutions #1 and #6 need to be reviewed by SA3 before the normative work.
Solution#7 is an independent solution (i.e. can be implemented in addition to but not as an alternative to one of the solutions #1, #2 and #6). It allows the NF consumer to indicate to the NF producer that only restricted information is requested, by use of conveyed filters to be applied by the producer. Solution#7 provides an efficient way to reduce information exposure, however, it does not prevent unauthorized consumers to retrieve the entire representation of a resource including not needed sensitive information, by simply not requesting any restriction. The filters defined and used in this solution need to be evaluated and specified in a way that they do not clash with the existing filters and mandatory and conditional parameters.
Editor's Note:	Evaluation of solution #8 is ffs.
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