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Figure 4.2.2.4-1: PCF for an MBS Session Binding information Registration procedure
1.	The NF service consumer (e.g. PCF for an MBS Session) shall invoke the Nbsf_Management_Register service operation to register a new PCF for an MBS Session binding at the BSF. The NF service consumer shall send for this purpose an HTTP POST request targeting the "PCF for an MBS Session Bindings" resource URI, i.e. "{apiRoot}/nbsf-management/<apiVersion>/pcf-mbs-bindings", with the request body containing the PcfMbsBinding data structure that shall include:
-	the identifier of the MBS Session to which the MBS Session binding is related, within the "mbsSessionId" attribute; and
-	at least one of the following:
-	the FQDN of the PCF handling the MBS Session, if available, within the "pcfFqdn" attribute; and
-	the IP end point(s) of the PCF handling the MBS Session, if available, within the "pcfIpEndPoints" attribute;
and may include:
-	the identifier of the PCF instance handling the concerned MBS Session, within the "pcfId" attribute;
-	the identifier of the PCF set to which the PCF instance handling the concerned MBS Session belongs, within the "pcfSetId" attribute;
-	the level of binding of the PCF handling the concerned MBS Session, within the "bindLevel" attribute; and
-	the recovery timestamp of the NF service consumer (e.g. PCF for an MBS Session), within the "recoveryTime" attribute.
If the NF service consumer (e.g. PCF for an MBS Session) provides the PCF instance ID within the "pcfId" attribute, and optionally the recovery timestamp within "recoveryTime" attribute, the BSF may use this information to carry out the clean-up procedures defined in subclause 6.4 of 3GPP TS 23.527 [17], if necessary.
2.	Upon successful processing of the received HTTP POST request, the BSF shall check if there is an existing MBS Session Binding information with the same "mbsSessionId" attribute value. If it is the case, the the BSF shall reject the request with an HTTP "403 Forbidden" status code with the response body containing the MbsExtProblemDetails data structure that shall include the FQDN of the existing PCF within the "pcfFqdn" attribute or the description of the IP endpoints of the existing PCF within the "pcfIpEndPoints" attribute of the MbsBindingResp data structure, and the "cause" attribute of the ProblemDetails data structure set to "EXISTING_BINDING_INFO_FOUND".
	If there is not existing MBS Session Binding information for the provided "mbsSessionId" attribute, the BSF shall create a new "Individual PCF for an MBS Session Binding" resource to store the requested PCF for an MBS Session binding. The BSF shall then respond to the NF service consumer with an HTTP "201 Created" status code including an HTTP Location header field containing the URI of the created "Individual PCF for an MBS Session Binding" resource, and the response body containing a representation of the created resource within the PcfMbsBinding data structure.
If errors occur when processing the HTTP POST request, the BSF shall apply the error handling procedures, as specified in subclause 5.7.
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5.6.2.2	Type PcfBinding
Table 5.6.2.2-1: Definition of type PcfBinding
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	supi
	Supi
	O
	0..1
	Subscription Permanent Identifier 
	

	gpsi
	Gpsi
	O
	0..1
	Generic Public Subscription Identifier
	

	ipv4Addr
	Ipv4Addr
	C
	0..1
	The IPv4 Address of the served UE. (NOTE 4) (NOTE 8)
	

	ipv6Prefix
	Ipv6Prefix
	C
	0..1
	The IPv6 Address Prefix of the served UE. (NOTE 4) (NOTE 5) (NOTE 8)
	

	addIpv6Prefixes
	array(Ipv6Prefix)
	O
	1..N
	The additional IPv6 Address Prefixes of the served UE. (NOTE 4) (NOTE 5) (NOTE 8) (NOTE 10)
	MultiUeAddr

	ipDomain
	string
	O
	0..1
	IPv4 address domain identifier. (NOTE 1) (NOTE 8)
	

	macAddr48
	MacAddr48
	C
	0..1
	The MAC Address of the served UE. (NOTE 8)
	

	addMacAddrs
	array(MacAddr48)
	O
	1..N
	The additional MAC Addresses of the served UE. (NOTE 8) (NOTE 10)
	MultiUeAddr

	dnn
	Dnn
	M
	1
	DNN, a full DNN with both the Network Identifier and Operator Identifier, or a DNN with the Network Identifier only. 
(NOTE 11)
	

	pcfFqdn
	Fqdn
	C
	0..1
	FQDN of the PCF hosting the Npcf_PolicyAuthorization service. (NOTE 2) (NOTE 9)
	

	pcfIpEndPoints
	array(IpEndPoint)
	C
	1..N
	IP end points of the PCF hosting the Npcf_PolicyAuthorization service. (NOTE 2) (NOTE 9)
	

	pcfDiamHost
	DiameterIdentity
	C
	0..1
	The diameter host for an individual PCF. (NOTE 3) (NOTE 9)
	

	pcfDiamRealm
	DiameterIdentity
	C
	0..1
	The diameter realm for an individual PCF. (NOTE 3) (NOTE 9)
	

	pcfSmFqdn
	Fqdn
	O
	0..1
	FQDN of the PCF hosting the Npcf_SMPolicyControl service. (NOTE 7) (NOTE 10)
	SamePcf

	pcfSmIpEndPoints
	array(IpEndPoint)
	O
	1..N
	IP end points of the PCF hosting the Npcf_SMPolicyControl service. (NOTE 7) (NOTE 10)
	SamePcf

	snssai
	Snssai
	M
	1
	The identification of slice.
	

	suppFeat
	SupportedFeatures
	C
	0..1
	Used to negotiate the supported optional features as described in clause 5.8.
Shall be present in the HTTP POST request/response; or in the HTTP GET response if the "supp-feat" attribute query parameter is included in the HTTP GET request.
	

	pcfId
	NfInstanceId
	O
	0..1
	PCF instance identifier
	

	pcfSetId
	NfSetId
	O
	0..1
	The PCF set Id
	

	recoveryTime
	DateTime
	O
	0..1
	Recovery time of the PCF
	

	paraCom
	ParameterCombination
	O
	0..1
	If it is included, the BSF shall check whether there is an existing PCF binding information for the indicated combination. (NOTE 6) (NOTE 10)
	SamePcf

	bindLevel
	BindingLevel
	O
	0..1
	Contains the level of binding.
	

	ipv4FrameRouteList
	array(Ipv4AddrMask)
	O
	1..N
	List of Framed Route information of IPv4.
	

	ipv6FrameRouteList
	array(Ipv6Prefix)
	O
	1..N
	List of Framed Route information of IPv6.
	

	NOTE 1:	The ipDomain attribute may only be provided if the ipv4Addr attribute is present.
NOTE 2:	When the "ExtendedSamePcf" feature is not supported, at least one of "pcfFqdn" or "pcfIpEndPoints" shall be included if the PCF supports the Npcf_PolicyAuthorization service. When the "ExtendedSamePcf" feature is supported these attributes may be provided if available.
NOTE 3:	When the "ExtendedSamePcf" feature is not supported, both pcfDiamHost and pcfDiamRealm are provided if the PCF supports Rx interface. When the "ExtendedSamePcf" feature is supported these attributes may provided if available.
NOTE 4:	5G-RG and FN-RG replaces UE for wireline access support. See 3GPP TS 23.316 [19].
NOTE 5:	IPv6 prefix(es) shorter than /64, according to 3GPP TS 23.501 [2], clause 5.8.2.2 and 3GPP TS 23.316 [19], clause 8.3.1, or full IPv6 address(es) with a /128 prefix, according to 3GPP TS 23.316 [19], clause 8.3.1, may be encoded as the "ipv6Prefix" and "addIpv6Prefixes" attributes.
NOTE 6:	If the BSF finds that there is an existing Individual PCF for a PDU Session Binding resource for the indicated combination containing Npcf_SMPolicyControl service addressing information, the BSF shall not check other Individual PCF for a PDU Session Binding resources and shall reject the ongoing registration, and return the FQDN or IP endpoints of the Npcf_SMPolicyControl service of the matching Individual PCF for a PDU Session Binding resource to the requesting PCF.
NOTE 7:	At least one of the "pcfSmFqdn" attribute or the "pcfSmIpEndPoints" attribute shall be included in the binding information, if the binding refers to an SM Policy association and if the "SamePcf" feature is supported and the PCF determines that the same PCF shall be selected for the SM Policy associations with the same SUPI/DNN/S-NSSAI parameter combination in the non-roaming or home-routed scenario based on operator's policies and configuration.
NOTE 8: 	When the "ExtendedSamePcf" feature is not supported the address information of the served UE shall be provided, i.e., either the "ipv4Addr", the "ipv6Prefix" and/or "addIpv6Prefixes" attributes or the "macAddr48" and/or "addMacAddrs" attributes shall be provided as specified in clause 4.2.2.2.
NOTE 9: 	When the "ExtendedSamePcf" feature is not supported the address information of the Npcf_PolicyAuthorization service and/or Rx interface shall be provided, i.e., at least one of the "pcfFqdn" or "pcfEndPoints" and/or both "pcfDiamHost" and "pcfDiamRealm" and/or at least one of the "pcfFqdn" or "pcfEndPoints" shall be provided as specified in clause 4.2.2.2.
NOTE 10:	This attribute does not apply when the NF service consumer is an AF/NEF.
NOTE 11:	The BSF uses the DNN as received from the NF service consumer without applying any transformation. To successfully perform DNN matching, in a specific deployment a DNN shall always be encoded either with the full DNN (e.g., because there are multiple Operator Identifiers for a Network Identifier) or the DNN Network Identifier only. The NF service consumer may include the DNN Operator Identifier based on local configuration.



[bookmark: _Hlk209004996]*** End of Changes ***
image1.emf
NF service 

consumer

BSF

1. POST .../pcf-mbs-bindings (PcfMbsBinding) 

  

2. 201 Created (PcfMbsBinding) 


Microsoft_Visio_Drawing.vsdx
NF service consumer
BSF
1. POST .../pcf-mbs-bindings (PcfMbsBinding)
2. 201 Created (PcfMbsBinding)



