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Additional discussion(if needed):
Proposed changes:

*** 1st Change ***
[bookmark: _Toc510696623][bookmark: _Toc35971414][bookmark: _Toc36812145][bookmark: _Toc66224235][bookmark: _Toc66440539][bookmark: _Toc70541258][bookmark: _Toc83233934][bookmark: _Toc85526853][bookmark: _Toc88659489][bookmark: _Toc88832400][bookmark: _Toc90660287][bookmark: _Toc97194412][bookmark: _Toc112964125][bookmark: _Toc122117282][bookmark: _Toc138689905][bookmark: _Toc144372537][bookmark: _Toc153827941][bookmark: _Toc138693010][bookmark: _Toc153827683][bookmark: _Toc28012800][bookmark: _Toc36039087][bookmark: _Toc44688503][bookmark: _Toc45133919][bookmark: _Toc49931599][bookmark: _Toc51762857][bookmark: _Toc58848493][bookmark: _Toc59017531][bookmark: _Toc66279520][bookmark: _Toc68168542][bookmark: _Toc83233007][bookmark: _Toc85549985][bookmark: _Toc90655467][bookmark: _Toc105600343][bookmark: _Toc122114350][bookmark: _Toc153789250][bookmark: _Toc151878699][bookmark: _Toc11247315][bookmark: _Toc27044435][bookmark: _Toc36033477][bookmark: _Toc45131609][bookmark: _Toc49775894][bookmark: _Toc51746814][bookmark: _Toc66360358][bookmark: _Toc68104863][bookmark: _Toc74755493][bookmark: _Toc105674354][bookmark: _Toc130502393][bookmark: _Toc145704326][bookmark: _Toc151624321]5.6.4.1	Overview
The structure of the custom operation URIs of the Nnef_UEId API is shown in figure 5.6.4.1-1.



Figure 5.6.4.1-1: Custom operation URI structure of the Nnef_UEId API
Table 5.6.4.1-1 provides an overview of the custom operations and applicable HTTP methods defined for the Nnef_UEId API.
Table 5.6.4.1-1: Custom operations without associated resources
	Operation
	Custom operation URI
	Mapped HTTP method
	Description

	Fetch Roaming
	/fetch-roaming
	POST
	Fetch the internal UE identifier from the H-NEF for the roaming UE.

	Get Trusted
	/get-trusted
	POST
	Get the mapped UE ID information for the UE served by trusted AF.

	Retrieve Ranging SL
	/retrieve-ranging-sl
	POST
	Retrieve the mapped Application Layer ID or GPSI for the Ranging/Sidelink Positioning-enabled UE.



*** 2nd Change ***
5.6.9	Security
As indicated in 3GPP TS 33.501 [8] and 3GPP TS 29.500 [4], the access to the Nnef_UEId API may be authorized by means of the Oauth2 protocol (see IETF RFC 6749 [9]), based on local configuration, using the “Client Credentials” authorization grant, where the NRF (see 3GPP TS 29.510 [10]) plays the role of the authorization server.
If Oauth2 is used, an NF Service Consumer, prior to consuming services offered by the Nnef_UEId API, shall obtain a "token" from the authorization server, by invoking the Access Token Request service, as described in 3GPP TS 29.510 [10], clause 5.5.2.2.
NOTE:	When multiple NRFs are deployed in a network, the NRF used as authorization server is the same NRF that the NF Service Consumer used for discovering the Nnef_UEId service.
The Nnef_UEId API defines the following scopes for OAuth2 authorization as described ina single scope "nnef-ueid" for the entire service, and it does not define any additional scopes at resource or operation level. clause 4.10 of 3GPP TS 29.501 [5].
Table 5.6.9-1: OAuth2 scopes defined in Nnef_UEId API
	Scope
	Description

	"nnef-ueid"
	Access to the Nnef_UEId API

	"nnef-ueid:fetch-roaming"
	Access to custom operation applying to fetch the internal UE identifier from the H-UDM subscription data for the roaming UE.

	"nnef-ueid:get-trusted"
	Access to custom operation applying to get the mapped UE ID information for the UE served by trusted AF.

	"nnef-ueid:retrieve-ranging-sl"
	Access to service operation applying to retrieve the mapped Application Layer ID or GPSI for the Ranging/Sidelink Positioning-enabled UE.



*** End of Changes ***
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