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Additional discussion(if needed):
…
Proposed changes:


	First change


[bookmark: _Toc161742751]5.1.3.1	AM Policy Association Termination initiated by the AMF
This procedure is performed when the UE deregisters from the network, when the UE deregisters from 5GS during the UE moving from 5GS to EPS or when the old AMF removes the AM Policy Association during AMF relocation.
NOTE:	The old AMF removes the AM Policy Association during AMF relocation when the old AMF decides that he the PCF instance Id is not sent to the new AMF (e.g. inter-AMF mobility with PLMN change, where the new PLMN is not an equivalent PLMN), or when the new AMF indicates to the old AMF that the received AM Policy Association will not be reused.


[bookmark: _MON_1773042849]
Figure 5.1.3.1-1: AMF-initiated AM Policy Association Termination procedure
This procedure concerns both roaming and non-roaming scenarios.
In the non-roaming case the role of the V-PCF is performed by the PCF. For the roaming scenarios, the V-PCF interacts with the AMF.
Step 4 and step 5 are not executed in the roaming case.
1.	The AMF invokes the Npcf_AMPolicyControl_Delete service operation to delete the policy context in the (V-) PCF by sending the HTTP DELETE request to the "Individual AM Policy Association" resource.
2.	The AMF removes the UE context for this UE, including the Access and Mobility Control Policy related to the UE, and/or policy control request triggers.
2a.	In non-roaming cases, if the PCF has previously subscribed to the policy counter status to the CHF and if the PCF determines that the UE Policy Context does not depend on policy counters, it invokes the Final Spending Limit Report procedure defined in clause 5.3.4 to unsubscribe to policy counter status reporting, otherwise the PCF may invoke the Intermediate Spending Limit Report procedure as defined in clause 5.3.3 to modify the list of subscribed policy counters.
3.	The (V-)PCF removes the policy context for the UE and sends an HTTP "204 No Content" response to the AMF.
4.	If the feature "SLAMUP" is supported, the PCF may invoke the Nudr_DataRepository_Update service operation to the UDR by sending an HTTP PATCH request to the "AccessAndMobilityPolicyData" resource as specified in 3GPP TS 29.519 [12] to store the "spendLimInfo" attribute in the UDR as defined in clause 5.4.2.x of 3GPP TS 29.519 [12] at the termination of the AM Policy Association procedure based on operator policies.
NOTE: When the "SLAMUP" is supported, if the "spendLimInfo" attribute is available in the UDR, the PCF could use it for policy decision by invoking Nudr_DataRepository_Query service before the PCF retrieves it from the CHF during the AM Policy Association establishement procedure described in clause 5.1.1).
5.	The UDR responds with HTTP "204 No Content" to the PCF.
46.	The PCF invokes the Nudr_DataRepository_Unsubscribe service operation to unsubscribe the notification of subscriber policy data modification from the UDR by sending an HTTP DELETE request to the "IndividualPolicyDataSubscription" resource if it has subscribed such notification. The PCF invokes also the Nudr_DataRepository_Unsubscribe service operation to unsubscribe from notifications about AM Influence data changes at the UDR by sending an HTTP DELETE request to the "IndividualApplicationDataSubscription" resource if it has subscribed such notification.
57.	The UDR responds with HTTP "204 No Content" to the PCF.
68.	The PCF may also deregister from the BSF as the PCF for the UE (i.e. as the PCF that handles the AM Policy Association of this UE) by sending an HTTP DELETE request to the "Individual PCF for a UE Binding" resource of the Nbsf_Management_Deregister service as described in clause 4.2.3.3 of 3GPP TS 29.521 [22].
79.	The BSF responds with "204 No Content" if the deregistration of the PCF for the UE was successful.
810.	If there is AF/NEF application AM context associated with the UE, the PCF invokes the Npcf_AMPolicyAuthorization_Notify service operation by sending the HTTP POST request with the {termNotifUri} as the callback URI to the AF/NEF to trigger the AF to request the AF application AM context termination.
911.	The AF/NEF sends an HTTP "204 No Content" response to the PCF.
1012.	The AF/NEF invokes the Npcf_AMPolicyAuthorization_Delete service operation by sending the HTTP POST request to the "Individual Application AM Context" resource.
1113	The PCF removes the AF application AM session context and sends an HTTP "204 No Content" response to the AF.

	Next change


[bookmark: _Toc28005452][bookmark: _Toc36038124][bookmark: _Toc45133321][bookmark: _Toc51762149][bookmark: _Toc59016554][bookmark: _Toc68167523][bookmark: _Toc161742767]5.2.3.1	SM Policy Association Termination initiated by the SMF
This procedure is performed when the UE requests to terminate a PDU session or based on some internal triggers in the SMF(e.g. operator policy).


Figure 5.2.3.1-1: SMF-initiated SM Policy Association Termination procedure
This procedure concerns both roaming and non-roaming scenarios.
In the LBO roaming case, the PCF acts as the V-PCF, and the V-PCF shall not contact the UDR/CHF. In the home routed roaming case, the PCF acts as the H-PCF, and the H-PCF interacts only with the H-SMF.
NOTE 1:	For LBO roaming case, session management policy data is not stored in the VPLMN. Therefore, interactions between PCF and UDR in the SM Policy Association Termination procedures do not apply to this scenario.
1.	The SMF invokes the Npcf_SMPolicyControl_Delete service operation by sending the HTTP POST request to the "Individual SM Policy" resource to request the PCF to delete the context of the SM related policy as defined in clause 4.2.5.2 of 3GPP TS 29.512 [9]. The request operation may include usage monitoring information (if applicable) and access network information.
2.	Upon receipt of Npcf_SMPolicyControl_Delete service operation, the PCF identifies the PCC Rules that require an AF to be notified and removes PCC Rules for the PDU Session.
3.	The SMF removes all the PCC Rules which are applied to the PDU session.
4.	The PCF invokes the Npcf_PolicyAuthorization_Notify service operation by sending the HTTP POST request with "{notifUri}/terminate" as the callback URI to the AF to trigger the AF to request the application session context termination.
	When the PCF as a PDU session determins that the SM Policy Association that is terminating contains the callback URI for the PCF for a UE, the PCF shall send the event of PDU session terminated to the PCF for a UE by sending an HTTP POST request to the "{notifUri}/pdu-session" callback URI as defined in clause 4.2.5.22 of 3GPP TS 29.514 [10].
4a.	The PCF indicates the session abort to the AF by sending a diameter ASR to the AF.
5.	The AF sends an HTTP "204 No Content" response to the PCF.
5a.	The AF responds by sending a diameter ASA to the PCF.
6.	The AF invokes the Npcf_PolicyAuthorization_Delete service operation by sending the HTTP POST request to the "Individual Application Session Context" resource. The request may include the events to subscribe to.
6a.	The AF sends a diameter STR to the PCF to indicate that the session has been terminated. The request may include the events to subscribe to.
7.	The PCF removes the AF application session context and sends an HTTP "204 No Content" response to the AF. If the PCF needs to report usage data or the access network information, it sends an HTTP "200 OK" response. If usage thresholds were provided by the AF earlier, and the PCF has usage data that has not yet been reported to the AF, the PCF informs the AF about the resources that have been consumed by the user since the last report. If the SMF in step 1 reports the access network information and if the AF requested the PCF to report access network information in step 6 and/or the RAN-NAS-Cause feature is supported, the PCF informs the AF about the access network information. The PCF also deletes the subscription to PCF detected events for that AF application Session.
7a.	The PCF responds by sending a diameter STA to the AF. If usage thresholds were provided by the AF earlier, and the PCF has usage data that has not yet been reported to the AF, the PCF informs the AF about the resources that have been consumed by the user since the last report. If the SMF in step 1 reports the access network information and if the AF requested the PCF to report access network information in step 6a and/or the RAN-NAS-Cause feature is supported, the PCF informs the AF about the access network information.
8.	If this is the last PDU session for this subscriber the Final Spending Limit Report Request as defined in clause 5.3.4 is sent. If any existing PDU sessions for this subscriber require policy counter status reporting, the Intermediate Spending Limit Report Request as defined in clause 5.3.3 can be sent to alter the list of subscribed policy counters.
9.	The PCF removes PCC Rules for the terminated PDU Session and sends an HTTP "204 No Content" response to the SMF.
10.	The PCF invokes the Nudr_DataRepository_Update service operation by sending the HTTP PATCH request to the "SessionManagementPolicyData" resource to store the remaining usage allowance in the UDR, if all PDU sessions of the user to the same DNN and S-NSSAI are terminated.
	Additionally, if network slice data rate related policy control applies, the (H-)PCF may invoke the Nudr_DataRepository_Update service operation by sending an HTTP PATCH request targeting the "SlicePolicyControlData" resource in order to update the Remaining Maximum Slice Data Rate information.
	Additionally, when group data rate related policy control is supported by the (H-)PCF and shall apply for the 5G VN Group:
-	if the Maximum Group Data Rate information for the 5G VN Group is provisioned by the AF, the (H-)PCF may receive the updated Maximum Group Data Rate information of the 5G VN Group from the UDR (for "Subscription Data") as part of the 5G VN Group configuration information, using the same mechanism as the one defined for UE Policy Control procedures as defined in steps 2-3 of clause 5.6.1.2; and
-	the (H-)PCF may invoke the Nudr_DataRepository_Update service operation of the UDR (for "Policy Data") by sending an HTTP PATCH request, targeting the "GroupPolicyControlData" resource, to update the Remaining Maximum Group Data Rate information for the 5G VN Group, as specified in clause 5.2.19 of 3GPP TS 29.519 [12].
If the feature "SLAMUP" is supported, the PCF may invoke the Nudr_DataRepository_Update service operation to the UDR by sending an HTTP PATCH request to the "SessionManagementPolicyData" resource as specified in 3GPP TS 29.519 [12] to store the "spendLimInfo" attribute in the UDR as defined in clause 5.4.2.23 of 3GPP TS 29.519 [12] at the termination of the SM Policy Association procedure based on operator policies.
NOTE: When the "SLAMUP" is supported, if the "spendLimInfo" attribute is available in the UDR, the PCF could use it for policy decision by invoking Nudr_DataRepository_Query service before the PCF retrieves it from the CHF during the SM Policy Association establishement procedure described in clause 5.2.1).

11.	The UDR sends an HTTP "204 No Content" response to the PCF.
12-13.	To unsubscribe the notification of the PDU session related data modification from the UDR, the PCF invokes the Nudr_DataRepository_Unsubscribe service operation by sending the HTTP DELETE request to the "IndividualPolicyDataSubscription" resource if it has subscribed such notification. The UDR sends an HTTP "204 No Content" response to the PCF.
	Additionally, to unsubscribe the notification of changes of the AF influence data from the UDR, the PCF invokes the Nudr_DataRepository_Unsubscribe service operation by sending the HTTP DELETE request to the "Individual Influence Data Subscription" resource if it has subscribed such notification. The UDR sends an HTTP "204 No Content" response to the PCF.
-	Additionally, to unsubscribe from notifications about IPTV configuration data changes and/or from notifications about AF-provided TNAP ID(s) data changes at the UDR, the PCF invokes the Nudr_DataRepository_Unsubscribe service operation by sending an HTTP DELETE request to the "IndividualApplicationDataSubscription" resource if it has subscribed such notification. The UDR sends an HTTP "204 No Content" response to the PCF.
-	The PCF may invoke the Nudr_DataRepository_Unsubscribe service operation to unsubscribe from notifications on changes in the Maximum Group Data Rate information for the 5G VN Group by sending an HTTP DELETE request to the "IndividualSubscriptionDataSubscription" resource as specified in 3GPP TS 29.505 [47] if the PCF has previously subscribed to such notifications.
14.	In the case that binding information has been previously registered in the BSF the PCF invokes the Nbsf_Management_Deregister service operation by sending an HTTP DELETE request to the BSF to delete binding information as detailed in clause 8.5.3.
NOTE:	The PCF invokes the Nbsf_Management_Deregister for every binding information previously registered in the BSF for the PDU session.
15.	The PCF receives an HTTP "204 No Content response from the BSF as detailed in clause 8.5.3.
16.	If the feature "EpsUrsp" is supported and the PCF created a UE policy association with the PCF for the UE, the PCF may delete the UE policy association as described in clause 5.6.3.1.

	Next change


[bookmark: _Toc161742837]5.6.3.1.2	Non-roaming




Figure 5.6.3.1.2-1: AMF-initiated UE Policy Association Termination procedure – Non-roaming
1.	The AMF invokes the Npcf_UEPolicyControl_Delete service operation by sending the HTTP DELETE request to the "Individual UE Policy Association" resource to delete the policy context in the PCF.
2.	The PCF removes the policy context for the UE and sends an HTTP "204 No Content" response to the AMF.
3-4.	If the PCF has previously registered to the BSF as the PCF that is serving this UE, the PCF deregisters from the BSF if no AM Policy Association nor UE Policy Association for this UE exists anymore. This is performed by using the Nbsf_Management_Deregister service operation.
5.	To unsubscribe to notifications of N1 message for UE Policy Delivery Result, the PCF invokes Namf_Communication_N1N2MessageUnsubscribe service operation to the AMF by sending the HTTP DELETE method with the URI of the "N1N2 Individual Subscription" resource.
6.	The AMF sends an HTTP "204 No Content" response to the PCF.
NOTE 1:	Steps 5-6 are triggered by the Npcf_UEPolicyControl_Delete request and can be received by the AMF before step 2.
NOTE 2:	Steps 5-6 are not applicable for URSP provisioning in EPS.
7-8.	If the PCF has previously subscribed to the policy counter status to the CHF, and if the PCF determines that the AM Policy Context does not depend on policy counters, it invokes the procedure Final Spending Limit Report Request defined in clause 5.3.4 to unsubscribe to policy counter status reporting, otherwise the PCF may invoke the Intermediate Spending Limit Report procedure as defined in clause 5.3.3 to modify the list of subscribed policy counters.
9.	If the feature "SLAMUP" is supported, the PCF may invoke the Nudr_DataRepository_Update service operation to the UDR by sending an HTTP PATCH request to the "UEPolicySet" resource as specified in 3GPP TS 29.519 [12] to store the "spendLimInfo" attribute in the UDR as defined in clause 5.4.2.17 of 3GPP TS 29.519 [12] at the termination of the UE Policy Association procedure based on operator policies.
NOTE 3: When the "SLAMUP" is supported, if the "spendLimInfo" attribute is available in the UDR, the PCF could use it for policy decision by invoking Nudr_DataRepository_Query service before the PCF retrieves it from the CHF during the UE Policy Association establishement procedure described in clause 5.6.1).
10.	The UDR responds with HTTP "204 No Content" to the PCF.
911.	The PCF unsubscribes the notification of subscriber policy data modification from the UDR by invoking Nudr_DataRepository_Unsubscribe service operation by sending the HTTP DELETE request to the "IndividualPolicyDataSubscription" resource if it has subscribed such notification.
-	The PCF invokes also the Nudr_DataRepository_Unsubscribe service operation to unsubscribe from notifications about applied BDT Policy Data changes and service parameter data changes at the UDR by sending an HTTP DELETE request to the "IndividualApplicationDataSubscription" resource if it has subscribed such notifications.
-	The PCF invokes also the Nudr_DataRepository_Unsubscribe service operation to unsubscribe from notifications about 5G VN group configuration data changes at the UDR by sending an HTTP DELETE request to the "IndividualSubscriptionDataSubscription" resource as specified in 3GPP TS 29.505 [47] if it has subscribed such notification.
NOTE 3:	The PCF will not invoke the Nudr_DataRepository_Unsubscribe service operation when the PCF has internally stored the retrieved 5G VN group configuration data for later use for other SUPIs that belong to the same Internal-Group-Id
1012.	The UDR sends an HTTP "204 No Content" response to the PCF.

	End of changes
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