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* * * First Change * * * *
[bookmark: _Toc65746300][bookmark: _Toc101529230][bookmark: _Toc114864056][bookmark: _Toc143871200][bookmark: _Toc144134696][bookmark: _Toc160609159][bookmark: _Toc160611036][bookmark: _Toc61651628][bookmark: _Toc89095733][bookmark: _Toc101529282][bookmark: _Toc114864108][bookmark: _Toc143871252][bookmark: _Toc144134748][bookmark: _Toc160609211][bookmark: _Toc160611088]5.1	Introduction 
The table 5.1-1 lists the Edge Enabler Server APIs below the service name. A service description clause for each API gives a general description of the related API.
Table 5.1-1: List of EES Service APIs
	Service Name
	Service Operations
	Operation Semantics
	Consumer(s)

	Eees_EECRegistration
	Request
	Request/Response
	EEC

	
	Update
	Request/Response
	EEC

	
	Deregister
	Request/Response
	EEC

	Eees_EASDiscovery
	EasDiscRequest
	Request/Response
	EEC

	
	Subscribe
	Subscribe/Notify
	EEC

	
	Notify
	
	EEC

	
	UpdateSubscription
	Subscribe/Notify
	EEC

	
	Unsubscribe
	Subscribe/Notify
	EEC

	Eees_ACREvents
	Notify
	Subscribe/Notify
	EEC

	
	UpdateSubscription
	Subscribe/Notify
	EEC

	
	Unsubscribe
	Subscribe/Notify
	EEC

	Eees_AppContextRelocation
	Determine
	Request/Response
	EEC, EAS

	
	Initiate
	Request/Response
	EEC, EES, EAS

	Eees_EASInformationProvisioning
	Declare
	Request/Response
	EEC

	Eees_UEIdentifier
	Get
	Request/Response
	EEC



Table 5.1-2 summarizes the corresponding Edge Enabler Server APIs defined in this specification. 
Table 5.1-2: API Descriptions
	Service Name
	Clause
	Description
	OpenAPI Specification File
	apiName
	Annex

	Eees_EECRegistration
	6.2
	Eees EEC Registration
	TS24558_Eees_EECRegistration.yaml
	eees-eecregistration
	A.2

	Eees_EASDiscovery
	6.3
	Eees EAS Discovery
	TS24558_ Eees_EASDiscovery.yaml
	eees-easdiscovery
	A.3

	Eees_AppContextRelocation
	6.5
	Eees Application Context Relocation
	TS24558_Eees_AppContextRelocation.yaml
	Eees-appctxtreloc
	A.5

	Eees_EASInformationProvisioning
	6.y
	Eees EAS Information Provisioning
	
	eees-easinfoprov
	



Editor's note:	Details of the OpenAPI Specification for the Eees_EASInformationProvisioning API are FFS.
* * * Next Change * * * *
[bookmark: _Toc101529250][bookmark: _Toc114864076][bookmark: _Toc143871220][bookmark: _Toc144134716][bookmark: _Toc160609179][bookmark: _Toc160611056]5.3.2.2.2	EEC requesting EAS discovery information using Eees_EASDiscovery_EasDiscRequest operation
To request for one-time EAS discovery, the EEC shall send an HTTP POST request to the EES as specified in clause 6.3.2.4.4. The body of the POST message shall include the EasDiscoveryReq data structure as specified in clause 6.3.5.2.2.
Upon reception of the HTTP POST message from the EEC, the EES shall:
a)	process the EAS discovery request information;
b)	the EES verifies and checks if the EEC is authorized to discover the requested EAS(s) from EES;
c)	if EEC is authorized to discover the requested EAS(s) from EES, the EEC is not registered with the EES, and the ECSP policy requires the EEC to perform EEC registration prior to EAS discovery, the EES shall reject the request by sending an HTTP "403 Forbidden" status code to the EEC including the ProblemDetails data structure with the "cause" attribute containing the "REGISTRATION_REQUIRED" application error;
d)	if the EEC is authorized to discover the requested EAS(s) from EES and the EEC is registered as required by the ECSP policy, then the EES;
1)	may obtain the UE's location as specified in clause 5.3 of 3GPP TS 29.122 [3];
2)	if EAS discovery filters are provided by the EEC without the "appGroupProfile" attribute, the EES identifies the EAS(s) based on the provided EAS discovery filters and the UE location, and if the enNB1 feature is supported, the "userLocation" attribute may be provided in the "locInf" attribute within the EasDiscoveryReq data type;
3)	if the EEC indicates that service continuity support is required, the EES shall take the indication which ACR scenarios are supported by the AC and the EEC and which of these are preferred by the AC into consideration. The EES identifies the EAS(s) who supports at least one of the ACR scenarios as indicated by EEC; and
i.	the EES may select one EAS and determine to perform application traffic influence for this AC based on AC's service KPI or EAS(s) service KPI in desired response time, when the EES does not perform traffic influence in advance;
4)	if EAS discovery filters are not provided:
i.	if available, the EES identifies the EAS(s) based on the UE-specific service information at the EES and the UE location; and
ii.	EES identifies the EAS(s) by applying the ECSP policy (e.g. based only on the UE location);
5)	if the EdgeApp_2 feature is supported and if the "appGroupProfile" attribute is provided within the EasDiscoveryFilter data type, the EES determines the availability of common EAS corresponding to the "appGrpId" attribute. If the common EAS is:
i)	not available, then based on the policy if the EES needs to select the common EAS, the EES shall identify an EAS matching the received "appGrpId" attribute based on the EAS discovery filters or the ECSP policy. The EES shall store the common EAS information and related "appGrpId" attribute and EES shall trigger common EAS announcement procedure as specified in clause 5.14 of 3GPP TS 29.558 [4]; and
ii)	available at the EES, then the EES provides information of that EAS as part for EAS discovery response;
NOTE 1:	The EES may could have previously determined and stored the common EAS for application group ID, or the EES may have received the common EAS selection information for application group ID during the common EAS announcement procedure as specified in clause 5.14 of 3GPP TS 29.558 [4].
6)	the EES may trigger the EAS management system to instantiate the EAS that matches with EAS discovery filter IEs; 
7)	if the EdgeApp_2 feature is supported and the EEC indicates the EAS selection support within the "easSelSupInd" attribute, the EES shall select one matching EAS that fulfils the EEC requirements as described in bullets 2), 3) and 4), and the EES shall provide the selected EAS information to the EEC within the "discoveredEas" attribute;
e)	if the EdgeApp_2 feature is supported, and:
1)	if the EEC indicates EAS Instantiation Triggering using "easIntTrigSup" attribute with the value set to true in the EAS discovery request, the EES may trigger the ECSP to instantiate the EAS that matches with EAS discovery filter IEs (e.g. ACID) and the EES supports such capability. If the "easIntTrigSup" attribute is omitted or set to value false the EES shall not trigger the ECSP to instantiate the EAS and the EES may determine instantiable EAS information using "easInstInfos" attribute, which is provided in the EAS discovery response, for EAS(s) that are instantiable but not yet instantiated and match the EAS discovery filter IEs; and
2)	if the EEC indicates the predicted expiration time by which the UE reaches location using the "predictExpTime" attribute, the EES may also collect edge load analytics from the ADAES (as specified in clause 8.8.2 of 3GPP TS 23.436 [9]) or performance data from the OAM to find whether the EAS(s) satisfies the expected AC service KPIs or the minimum required AC service KPIs; and
Editor's note [CR#0053, EDGEAPP_Ph2]:	The EEC usage of the analytics information received in the EAS discovery response is FFS.
NOTE 2:	How EEC uses the analytics information is implementation specific.
3)	if the EEC indicates the UEs serving MNO information as part of the "servingPLMNInfo" attribute, the EES identifies the EAS(s) that matches the allowed MNO information in their EAS profiles and UE's serving MNO information as specified in clause 6.3.5.2.3; and
f)	if the processing of the request was successful, the EES sends an EAS discovery response to the EEC as specified in clause 6.3.2.4.4.2.2, which includes information about the discovered EASs. The response shall include endpoint information for discovered EASs. Depending on the EAS discovery filters received in the EAS discovery request, the response may include additional information regarding matched capabilities, e.g. service permissions levels, KPIs, AC locations(s) that the EASs can support, ACR scenarios supported by the EAS, etc. The EAS discovery response may contain a list of EASs. This list may be based on EAS discovery filters containing a Geographical or Topological Service Area, e.g. a route, included in the EAS discovery request by the EEC. If the discovered EAS is registered to another EES, then the endpoint information of the EAS shall be included in the "eesEndPt" attribute within the DiscoveredEas data type.
	If the successful processing of the request does not result in finding a matching EAS (i.e. there is no client side error), the EES responds with "204 No Content" HTTP status code. Otherwise, the EES shall reject the EAS discovery request and respond with an appropriate failure HTTP status code.
The EEC may cache the EAS information (e.g. EAS endpoint) for subsequent use and avoid the need to repeat this procedure. If the EEC selects an EAS which is instantiable but not yet instantiated (i.e. an EAS profile is not provided), the EEC shall send the EAS information provisioning request for EAS selection indicating the selected EAS ID. If the "lifeTime" attribute is included in the response, the EEC may cache the EAS information only for the duration specified by the Lifetime IE.
If the failure response is received for the EAS discovery request, the EEC may resend the EAS discovery request, taking into account the received failure cause. If the failure cause indicated "REGISTRATION_REQUIRED" error in the "cause" attribute of the "ProblemDetails" structure, the EEC shall perform an EEC registration as specified in clause 5.2.2.2.2 before resending the EAS discovery request.
* * * Next Change * * * *
[bookmark: _Toc101529256][bookmark: _Toc114864082][bookmark: _Toc143871226][bookmark: _Toc144134722][bookmark: _Toc160609185][bookmark: _Toc160611062]5.3.2.4.2	EES notifying the EAS discovery information to EEC using Eees_EASDiscovery_Notify operation
The EES determines to notify the EEC with the EAS discovery information, when an event occurs at the EES that satisfies trigger conditions for updating EAS discovery information of a subscribed EEC. The EES may obtain the UE's location as specified in clause 5.3 of 3GPP TS 29.122 [3].
If EAS discovery filters are provided by the EEC, the EES identifies the EAS(s) based on the provided EAS discovery filters and the UE location.
If EAS discovery filters are not provided, the EES identifies the EAS(s), if available, based on the UE-specific service information at the EES and the UE location; and by applying the ECSP policy (e.g. based only on the UE location). 
If valid UE location information is not available in local cache, then the EES shall obtain the UE location information by consuming the 3GPP core network capabilities. If obtaining UE location information from the 3GPP core network capabilities fails, then the EES may retry to obtain UE location information. If EES is unable to obtain UE location, then the EES fails to discover the EAS and the notification will not be sent.
If UE location is available and EES determines that the UE location is outside the Geographical or Topological Service Area of an EAS, then the EES shall not include this EAS in the EAS discovery notification.
If the EdgeApp_2 feature is supported, the EES, based on local policy, may use the EAS endpoints received from the EEC or all registered EAS endpoints to get edge load analytics information from the ADAES services (e.g. as specified in clause 8.8.2 of 3GPP TS 23.436 [9]) to monitor EAS service status like EAS status and EAS schedule if the EEC subscribed to the "EAS_DYNAMIC_INFO_CHANGE" event.
Editor's note [CR#0053, EDGEAPP_Ph2]:	The EEC usage of the analytics information received in the EAS discovery notification request is FFS.
NOTE 1:	How EEC uses the analytics information is implementation specific.
If the EES identifies the EAS(s) then to notify the EAS discovery information events, the EES shall either send an HTTP POST message using the Notification Destination URI received in the subscription request, as specified in clause 6.3.4.2.
The EEC may cache the EAS information (e.g. EAS endpoint) for subsequent use. If the "lifeTime" attribute is included in the notification, the EEC may cache the EAS information only for the duration specified by the Lifetime IE.
NOTE 2:	If the EEC provided an indication to support application triggering in "eecTriggerRequest" attribute of the EAS Discovery Subscription request, then the ECS sends the trigger message towards the EEC by invoking application triggering services or DeviceTrigerring API using the 3GPP core network capabilities in order to avoid sending the EAS Discovery notify.
* * * Next Change * * * *
5.5.2.1	Introduction
The service operation defined for Eees_AppContextRelocation API is shown in the table 5.5.2.1-1.
Table 5.5.2.1-1: Operations of the Eees_AppContextRelocation API
	Service operation name
	Description
	Initiated by

	Eees_AppContextRelocation_Determine
	This service operation enables to request ACR determination.
	EEC

	Eees_AppContextRelocation_Initiate
	This service operation enables to request ACR initiation.
	EEC, EES, EAS



* * * Next Change * * * *
[bookmark: _Toc101529394][bookmark: _Toc114864226][bookmark: _Toc143871374][bookmark: _Toc144134870][bookmark: _Toc160609348][bookmark: _Toc160611225]6.4.5.2.3	Type: ACRInfoNotification
Table 6.4.5.2.3-1: ACRInfoNotification
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	subId
	string
	M
	1
	String identifying the Individual ACR events subscription for which the ACT Information notification is delivered.
	

	easId
	string
	M
	1
	The application identifier of the EAS, e.g. FQDN, URI.
	

	eventId
	ACREventIDs
	M
	1
	Specifies the events for which notification is sent
	

	acId
	string
	O
	0..1
	Contains the identifier of the AC.
	

	trgtInfo (NOTE 1)
	TargetInfo
	O
	0..1
	Details of the selected T-EAS and the T-EES. (NOTE 1)
	

	acrStatus
	ACRCompleteEventInfo
	C
	0..1
	Details of a completed ACR and its result.

This attribute shall be included when Event ID indicates 'ACR_COMPLETE' event
	

	eecCtxtReloc (NOTE 3)
	EecCtxtRelocStatus
	O
	0..1
	Specifies the registration id and expiry time of the registration. (NOTE 2)
	

	acrScenarioList
	array(ACRScenario)
	O
	1..N
	Specifies the list of selected ACR scenarios.
	EdgeApp_2

	easBundleInfo
	EASBundleInfo
	O
	0..1
	Represents the EAS bundle information. (NOTE 43)
	EdgeApp_2

	tEasEndPointBundleList
	array(EndPoint)
	O
	1..N
	Contains the list of T-EAS endpoint information associated with the EAS bundle.
	EdgeApp_2

	NOTE  1:	This attribute shall be included when Event ID indicates 'TARGET_INFORMATION' event
NOTE 2:	This attribute shall be included when the ACRRes attribute indicates failure.
NOTE 2 3:	This attribute shall be included when eventId indicates 'ACR_COMPLETE' event and EEC context relocation was attempted. 
[bookmark: _GoBack]NOTE 3 4:		Only the "bdlId" and "easIdsList" attributes from the EASBundleInfo data type are provided as part of the ACR for EAS Bundle.



* * * Next Change * * * *
[bookmark: _Toc73530459][bookmark: _Toc101529407][bookmark: _Toc114864241][bookmark: _Toc143871389][bookmark: _Toc144134885][bookmark: _Toc160609363][bookmark: _Toc160611240]6.5.3.1	Overview
The structure of the custom operation URIs of the Eees_AppContextRelocation API is shown in Figure 6.5.3.1-1. 



Figure 6.5.3.1-1: Resource URI structure of the Eees_AppContextRelocation API
Table 6.5.3.1-1 provides an overview of the custom operations and applicable HTTP methods defined for the Eees_AppContextRelocation API.
Table 6.5.3.1-1: Custom operations without associated resources
	Operation name
	Custom operation URI
	Mapped HTTP method
	Description

	Determine
	/determine
	POST
	EES or EAS determines if ACR is needed and may initiate the procedure

	Initiate
	/initiate
	POST
	EEC or EES or EAS initiates the requested ACR procedure

	Declare
	/declare
	POST
	EAS declares the selected target EAS and the associated information.



NOTE 1:	Based on SA3 specified security mechanisms for EDGE-1 and EDGE-3 interfaces, the EES can identify the initiator of the API (EEC or EAS) and apply the appropriate security procedures as specified in 3GPP TS 33.558 [7].
NOTE 2:	The same service API can be implemented on two different interfaces, i.e. EDGE-1 and EDGE-3, which are for separate endpoints, i.e. EEC and EAS.
* * * End of Changes * * * *
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