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[bookmark: _Toc45209633][bookmark: _Toc51860458][bookmark: _Toc162962277][bookmark: _Toc162963330]6.3.2.1.4	Sending an INVITE request on receipt of a REFER request
This clause is referenced from other procedures.
When generating an initial SIP INVITE request according to 3GPP TS 24.229 [4], on receipt of an incoming SIP REFER request, the participating MCPTT function:
1)	shall include in the SIP INVITE request all header fields included in the headers portion of the SIP URI in a "uri" attribute of an <entry> element of a <list> element of the <resource-lists> element of the application/resource-lists+xml MIME body, referenced by the "cid" URL in the Refer-To header field in the incoming SIP REFER request;
2)	should include the Session-Expires header field according to IETF RFC 4028 [7]. It is recommended that the "refresher" header field parameter is omitted. If included, the "refresher" header field parameter shall be set to "uac";
3)	shall include the option tag "timer" in the Supported header field;
4)	shall include a P-Asserted-Identity header field in the outgoing SIP INVITE request set to the public service identity of the participating MCPTT function;
5)	shall include the g.3gpp.mcptt media feature tag and the g.3gpp.icsi-ref media feature tag with the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" into the Contact header field of the outgoing SIP INVITE request;
6)	shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), into the P-Asserted-Service header field of the outgoing SIP INVITE request;
7)	shall include in the SIP INVITE request the option tag "tdialog" in a Supported header field according to the rules and procedures of IETF RFC 4538 [23];
8)	shall include in the SIP INVITE request an SDP offer as specified in clause 6.3.2.1.1.2 based upon: 
a)	the SDP negotiated during the pre-established session establishment and any subsequent pre-established session modification; and
b)	the SDP offer (if any) included in the hname "body" parameter in the headers portion of the SIP URI contained in a "uri" attribute of an <entry> element of a <list> element of the <resource-lists> element of the application/resource-lists MIME body, referenced by the "cid" URL in the Refer-To header field in the incoming SIP REFER request for a pre-established session; and
c)	the SDP offer (if any) included in an application/sdp MIME body of the incoming SIP REFER request for a pre-established session, according to the conditions specified in clause 6.4;
9)	shall determine if the SIP REFER request is regarded as being received with an implicit floor request;
a)	if according to clause 6.4, the SIP REFER request is regarded as being received with an implicit floor request, the participating MCPTT function shall include the "mc_implicit_request" media level attribute in the associated UDP stream for the floor control in the SDP offer of the SIP INVITE request; and
b)	if, according to clause 6.4, the SIP REFER request is regarded as being not received with an implicit floor request, the participating MCPTT function shall not include the "mc_implicit_request" media level attribute in the associated UDP stream for the floor control in the SDP offer of the SIP INVITE request;
10)	shall determine if the SIP REFER request is regarded as being received with an implicit request to grant the floor to the terminating MCPTT client;
a)	if according to clause 6.4, the SIP REFER request is regarded as being received with an implicit request to grant the floor to the terminating MCPTT client, the participating MCPTT function shall include the "mc_implicit_request" media level attribute in the associated UDP stream for the floor control in the SDP offer of the SIP INVITE request; and
b)	if, according to clause 6.4, the SIP REFER request is regarded as being not received with an implicit request to grant the floor to the terminating MCPTT client, the participating MCPTT function shall not include the "mc_implicit_request" media level attribute in the associated UDP stream for the floor control in the SDP offer of the SIP INVITE request;
11)	shall copy the application/vnd.3gpp.mcptt-info+xml MIME body from the hname "body" parameter in the headers portion of the SIP URI in a "uri" attribute of an <entry> element of a <list> element of the <resource-lists> element of the application/resource-lists+xml MIME body, referenced by the "cid" URL in the Refer-To header field of the SIP REFER request, to the outgoing SIP INVITE request;
a)	from the hname "body" parameter in the headers portion of the SIP URI in a "uri" attribute of an <entry> element of a <list> element of the <resource-lists> element of the application/resource-lists+xml MIME body, referenced by the "cid" URL in the Refer-To header field of the SIP REFER request; or
b)	from MIME body part of the incoming SIP REFER request;
11A)	if the application/vnd.3gpp.mcptt-info+xml MIME body included in the outgoing SIP INVITE request contains a <functional-alias-URI> element, shall check the status of the functional alias. If the status is not active, then the participating MCPTT function shall remove the <functional-alias-URI> element from the application/vnd.3gpp.mcptt-info+xml MIME body;
12)	shall include the <mcptt-calling-user-id> element set to the MCPTT ID of the calling user in the application/vnd.3gpp.mcptt-info+xml MIME body of the outgoing SIP INVITE request;
13)	shall copy the application/resource-lists+xml MIME body to the SIP INVITE request:
a)	without the hname "body" parameter (if included) in the headers portion of the SIP URI contained in a "uri" attribute of an <entry> element of a <list> element of the <resource-lists> element of an application/resource-lists+xml MIME body; or
b)	from MIME body part of the incoming SIP REFER request;
13)	if the incoming SIP REFER request contained an application/resource-lists+xml MIME body in the hname "body" parameter in the headers portion of the SIP URI contained in a "uri" attribute of an <entry> element of a <list> element of the <resource-lists> element of an application/resource-lists+xml MIME body, referenced by the "cid" URL in the Refer-To header field, shall copy the application/resource-lists+xml MIME body in the hname "body" parameter in the headers portion of the SIP URI to the SIP INVITE request; and
14)	if, according to clause 6.4, the SIP REFER request is regarded as being not received with an implicit floor request, then:
a)	if the incoming SIP REFER request contained an application/vnd.3gpp.mcptt-location-info+xml MIME body with a <Report> element included in the <location-info> root element; and
b)	if the <allow-location-info-when-talking> element of the <ruleset> element of the MCPTT user profile document identified by the MCPTT ID of the calling MCPTT user (see the MCPTT user profile document in 3GPP TS 24.484 [50]) is set to a value of "true";
	shall copy the application/vnd.3gpp.mcptt-location-info+xml MIME body from the SIP REFER request into the outgoing SIP INVITE.
* * * Next Change * * * *
17.2.2.2.1	Client originating procedures
Upon receiving a request from an MCPTT user to establish an MCPTT adhoc group session within the pre-established session, the MCPTT client shall determine whether the service configuration document contains an <on-network> element that contains an <anyExt> element that contains an <adhoc-group-call> element that contains an <allow-adhoc-group-call-support> element and if an <allow-adhoc-group-call-support> element does not exist, or is set to a value of "false", then the MCPTT client: 
1)	should indicate to the MCPTT user that adhoc group calls are not allowed; and
2)	shall skip the remainder of this procedure.
The MCPTT client shall generate a SIP REFER request outside a dialog in accordance with the procedures specified in 3GPP TS 24.229 [4], IETF RFC 4488 [22] and IETF RFC 3515 [25] as updated by IETF RFC 6665 [26] and IETF RFC 7647 [27], with the clarifications given below.
The MCPTT client:
1)	shall include the Request-URI set to the public service identity identifying the pre-established session on the MCPTT server serving the MCPTT user;
2)	shall include the Refer-Sub header field with value "false" according to rules and procedures of IETF RFC 4488 [22];
3)	shall include the Supported header field with value "norefersub" according to rules and procedures of IETF RFC 4488 [22];
4)	shall include the option tag "multiple-refer" in the Require header field;
5)	may include a P-Preferred-Identity header field in the SIP REFER request containing a public user identity as specified in 3GPP TS 24.229 [4];
6)	shall include a P-Preferred-Service header field set to the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), according to IETF RFC 6050 [9];
7)	if the MCPTT user has requested to include the list of MCPTT users to be called and the call setup request does not follow an adhoc group for emergency alert:
a)	shall set the Refer-To header field of the SIP REFER request as specified in IETF RFC 3515 [25] with a Content-ID ("cid") Uniform Resource Locator (URL) as specified in IETF RFC 2392 [62] that points to an application/resource-lists+xml MIME body as specified in IETF RFC 5366 [20], and with the Content-ID header field set to this "cid" URL and Content-Type header filed set to "application/resource-lists+xml";
b)	shall include in the application/resource-lists MIME body an <entry> element for each of the targeted MCPTT users, with each <entry> element containing a "uri" attribute set to the MCPTT ID of the targeted user, extended with hname "body" parameter in the headers portion of the SIP URI containing:
NOTE 1:	Characters that are not formatted as ASCII characters are escaped in the following parameters in the headers portion of the SIP URI.
i)	the Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6]; and
ii)	an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6]; and
c)	shall include Content-ID header field value set to "cid" URL of the Refer-To header field of the SIP REFER request into the application/resource-lists MIME body part; and
d)	may include an identity of adhoc group in <mcptt-request-uri> element with value set to the identity of the adhoc group in an application/vnd.3gpp.mcptt-info MIME body;
NOTE 2:	The MCPTT client can optionally include an identity of adhoc group if it learns by any other means or generated by the MCPTT client using required parameters.
iii)	an hname "body" parameter populated with:
A)	an application/sdp MIME body containing an SDP offer, if the session parameters of the pre-established session require modification or if implicit floor control is requested, according to the conditions specified in clause 6.4;
B)	an application/vnd.3gpp.mcptt-info MIME body with:
I)	the <session-type> element set to a value of "adhoc"; 
II)	the MCPTT client may include the identity of adhoc group with the <mcptt-request-uri> element set to the identity of the adhoc group;
NOTE 2:	The MCPTT client can optionally include an identity of adhoc group if it learns by any other means or generated by the MCPTT client using required parameters.
III)	if the MCPTT user has requested the origination of a broadcast adhoc group call, the <broadcast-ind> element set to "true";
IV)	the <mcptt-client-id> element set to the MCPTT client ID of the originating MCPTT client; and
V)	an <anyExt> element containing: 
AA)	if the MCPTT client needs to include an active functional alias in the SIP REFER request, the <functional-alias-URI> element set to the URI of the used functional alias; 
NOTE 3:	The MCPTT client learns the functional aliases that are activated for an MCPTT ID from procedures specified in clause 9A.2.1.3.
BB)	if the MCPTT user has requested an application priority, the <user-requested-priority> element set to the user provided value; and
CC)	if end-to-end security needs to be established for the MCPTT adhoc group session, the <end-to-end-security> element set to "true"; 
C)	if:
I)	implicit floor control is requested; and
II)	if the <allow-location-info-when-talking> element of the <ruleset> element of the MCPTT user profile document identified by the MCPTT ID of the calling MCPTT user (see the MCPTT user profile document in 3GPP TS 24.484 [50]) is set to a value of "true";
	then shall include an application/vnd.3gpp.mcptt-location-info+xml MIME body with a <Report> element included in the <location-info> root element; and
D)	if several MIME bodies to be included in the hname "body" parameter, shall include the MIME bodies according to the procedures specified in clause 6.5;
8)	if the MCPTT user has requested to include the criteria for determining the list of MCPTT users to be called and the call setup request does not follow an adhoc group for emergency alert:
a)	shall set the Refer-To header field of the SIP REFER request as specified in IETF RFC 3515 [25] with a Content-ID ("cid") Uniform Resource Locator (URL) as specified in IETF RFC 2392 [62] that points to an MIME body section which conatins one or more MIME bodies, and with the Content-ID header field set to this "cid" URL and Content-Type header filed set to "application/vnd.3gpp.mcptt-info+xml" or according to the procedures specified in clause 6.5 if several MIME bodies needs to be included;
b)	the Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];
c)	an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6]; 
d)	shall include Content-ID header field value set to "cid" URL of the Refer-To header field of the SIP REFER request into the application/resource-lists MIME body part;
e)	may include an identity of adhoc group in <mcptt-request-uri> element with value set to the identity of the adhoc group in an application/vnd.3gpp.mcptt-info MIME body; and
NOTE 3:	The MCPTT client can optionally include an identity of adhoc group if it learns by any other means or generated by the MCPTT client using required parameters.
f)	shall include the <call-participants-criterias> element set to one or more criteria as a comma separated list in an application/vnd.3gpp.mcptt-info MIME body;
d)	shall include an application/sdp MIME body containing an SDP offer, if the session parameters of the pre-established session require modification or if implicit floor control is requested, according to the conditions specified in clause 6.4;
e)	shall include an application/vnd.3gpp.mcptt-info MIME body with:
i)	the <session-type> element set to a value of "adhoc"; 
ii)	the MCPTT client may include the identity of adhoc group with the <mcptt-request-uri> element set to the identity of the adhoc group;
NOTE 4:	The MCPTT client can optionally include an identity of adhoc group if it learns by any other means or generated by the MCPTT client using required parameters.
iii)	if the MCPTT user has requested the origination of a broadcast adhoc group call, the <broadcast-ind> element set to "true";
iv)	the <mcptt-client-id> element set to the MCPTT client ID of the originating MCPTT client; and
v)	an <anyExt> element containing: 
A)	if the MCPTT client needs to include an active functional alias in the SIP REFER request, the <functional-alias-URI> element set to the URI of the used functional alias; 
NOTE 5:	The MCPTT client learns the functional aliases that are activated for an MCPTT ID from procedures specified in clause 9A.2.1.3.
B)	the <call-participants-criterias> element set to one or more criteria as a comma separated list;
C)	if the MCPTT user has requested an application priority, the <user-requested-priority> element set to the user provided value; and
D)	if end-to-end security needs to be established for the MCPTT adhoc group session, the <end-to-end-security> element set to "true"; 
v)	if:
A)	implicit floor control is requested; and
B)	if the <allow-location-info-when-talking> element of the <ruleset> element of the MCPTT user profile document identified by the MCPTT ID of the calling MCPTT user (see the MCPTT user profile document in 3GPP TS 24.484 [50]) is set to a value of "true";
	then shall include an application/vnd.3gpp.mcptt-location-info+xml MIME body with a <Report> element included in the <location-info> root element;
9)	if the call setup request follows an emergency alert for an adhoc group:
a)	shall set the Refer-To header field of the SIP REFER request as specified in IETF RFC 3515 [25] with a Content-ID ("cid") Uniform Resource Locator (URL) as specified in IETF RFC 2392 [62] that points to an application/resource-lists+xml MIME body as specified in IETF RFC 5366 [20], and with the Content-ID header field set to this "cid" URL and Content-Type header filed set to "application/resource-lists+xml";
b)	shall include in the application/resource-lists+xml MIME body a single <entry> element in a <list> element in the <resource-lists> element where the <entry> elment contains a "uri" attribute set to the identity of the adhoc group learned during an adhoc group emergency alert procedure, extended with hname "body" parameter in the headers portion of the SIP URI containing:
NOTE 64:	Characters that are not formatted as ASCII characters are escaped in the following parameters in the headers portion of the SIP URI.
i)	the Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6]; and
ii)	an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6]; and
c)	shall include Content-ID header field value set to "cid" URL of the Refer-To header field of the SIP REFER request into the application/resource-lists MIME body part; and
d)	shall include the <adhoc-grp-emg-alert-grp-ind> element set to "true" in an application/vnd.3gpp.mcptt-info MIME body;
iii)	an hname "body" parameter populated with:
A)	an application/sdp MIME body containing an SDP offer, if the session parameters of the pre-established session require modification or if implicit floor control is requested, according to the conditions specified in clause 6.4;
B)	an application/vnd.3gpp.mcptt-info MIME body with:
I)	the <session-type> element set to a value of "adhoc"; 
II)	the <mcptt-client-id> element set to the MCPTT client ID of the originating MCPTT client; and
III)	an <anyExt> element containing: 
aa)	if the MCPTT client needs to include an active functional alias in the SIP REFER request, the <functional-alias-URI> element set to the URI of the used functional alias; 
NOTE 7:	The MCPTT client learns the functional aliases that are activated for an MCPTT ID from procedures specified in clause 9A.2.1.3.
bb)	if the MCPTT user has requested an application priority, the <user-requested-priority> element set to the user provided value;
cc)	the <adhoc-grp-emg-alert-grp-ind> element set to "true"; and
dd)	if end-to-end security needs to be established for the MCPTT adhoc group session, the <end-to-end-security> element set to "true";
C)	if:
I)	implicit floor control is requested; and
II)	if the <allow-location-info-when-talking> element of the <ruleset> element of the MCPTT user profile document identified by the MCPTT ID of the calling MCPTT user (see the MCPTT user profile document in 3GPP TS 24.484 [50]) is set to a value of "true";
	then shall include an application/vnd.3gpp.mcptt-location-info+xml MIME body with a <Report> element included in the <location-info> root element; and
D)	if several MIME bodies to be included in the hname "body" parameter, shall include the MIME bodies according to the procedures specified in clause 6.5;
NOTE 85:	The MCPTT client can include either a list of MCPTT users or the criteria for determining the list of MCPTT users to be called. These two information elements are not included if the call setup request follows an adhoc group for emergency alerts.
10)	shall contain in an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with:
a)	the <session-type> element set to a value of "adhoc";
b)	the <mcptt-client-id> element set to the MCPTT client ID of the originating MCPTT client; 
c)	an <anyExt> element containing:
i)	if the MCPTT client needs to include an active functional alias in the SIP REFER request, shall include the <functional-alias-URI> element set to the URI of the used functional alias; 
NOTE 6:	The MCPTT client learns the functional aliases that are activated for an MCPTT ID from procedures specified in clause 9A.2.1.3.
ii)	if the MCPTT user has requested an application priority, the <user-requested-priority> element set to the user provided value;
iii)	if end-to-end security needs to be established for the MCPTT adhoc group session, the <end-to-end-security> element set to "true";
11)	if:
a)	implicit floor control is requested; and
b)	if the <allow-location-info-when-talking> element of the <ruleset> element of the MCPTT user profile document identified by the MCPTT ID of the calling MCPTT user (see the MCPTT user profile document in 3GPP TS 24.484 [50]) is set to a value of "true"; 
	then shall include an application/vnd.3gpp.mcptt-location-info+xml MIME body with a <Report> element included in the <location-info> root element;
i)	implicit floor control is requested; and
ii)	if the <allow-location-info-when-talking> element of the <ruleset> element of the MCPTT user profile document identified by the MCPTT ID of the calling MCPTT user (see the MCPTT user profile document in 3GPP TS 24.484 [50]) is set to a value of "true";
	then shall include an application/vnd.3gpp.mcptt-location-info+xml MIME body with a <Report> element included in the <location-info> root element;
12)	shall include an application/sdp MIME body containing an SDP offer, if the session parameters of the pre-established session require modification or if implicit floor control is requested, according to the conditions specified in clause 6.4;
13)	if several MIME bodies to be included in the request, shall include the MIME bodies according to the procedures specified in clause 6.5;
1014)	shall include a Target-Dialog header field as specified in IETF RFC 4538 [23] identifying the pre-established session;
1115)	shall include the g.3gpp.mcptt media feature tag and the g.3gpp.icsi-ref media feature tag with the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" in the Contact header field of the SIP REFER request according to IETF RFC 3840 [16]; and
1216)	shall send the SIP REFER request according to 3GPP TS 24.229 [4].
On receiving a final SIP 2xx response to the SIP REFER request, the MCPTT client:
1)	shall interact with the user plane as specified in 3GPP TS 24.380 [5];
2)	if the <preconfigured-group-id> element received in the application/vnd.3gpp.mcptt-info+xml MIME body, shall use the security related information from the group configuration associated with the received preconfigured group identity;
3)	may notify the user with the adhoc group identity received in the <mcptt-calling-group-id> element contained in the application/vnd.3gpp.mcptt-info+xml MIME body; and
4)	when the MCPC Connect message to the MCPTT adhoc group session is acknowledged, and if not yet subscribed, may subscribe to the conference event package as specified in clause 10.1.3.1.
On receiving a SIP 4xx response, a SIP 5xx response or a SIP 6xx response to the SIP REFER request:
1)	may notify the user about call setup failure with an appropriate response along with the description.
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[bookmark: _Toc162963359]17.3.2.2.1	Originating procedures
Upon receipt of a "SIP REFER request for a pre-established session", with:
1)	the Refer-To header field containing a Content-ID ("cid") Uniform Resource Locator (URL) as specified in IETF RFC 2392 [62] that: 
a)	points to an application/resource-lists+xml MIME body as specified in IETF RFC 5366 [20] containing one or more <entry> element(s) in the <list> element in the <resource-lists> element, where the <entry> element contains a "uri" attribute containing a SIP URI set to the MCPTT ID of the called user(s) or ;
b)	points to an MIME body section which conatins one or more MIME bodies and Content-Type header filed set to "application/vnd.3gpp.mcptt-info+xml" or set to "multipart/mixed";
2)	an hname "body" parameter in the headers portion of the SIP URI specified above containing an application/vnd.3gpp.mcptt-info MIME body with the <session-type> element set to "adhoc"; and
3)	a Content-ID header field set to the "cid" URL;
the participating MCPTT function:
1)	if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP REFER request with a SIP 500 (Server Internal Error) response. The participating MCPTT function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [24] and shall not continue with the rest of the steps;
2)	shall determine the MCPTT ID of the calling user from public user identity in the P-Asserted-Identity header field of the SIP REFER request;
NOTE 1:	The MCPTT ID of the calling user is bound to the public user identity at the time of service authorisation, as documented in clause 7.3.
3)	if the participating MCPTT function cannot find a binding between the public user identity and an MCPTT ID or if the validity period of an existing binding has expired, then the participating MCPTT function shall reject the SIP REFER request with a SIP 404 (Not Found) response with the warning text set to "141 user unknown to the participating function" in a Warning header field as specified in clause 4.4, and shall not continue with any of the remaining steps;
4)	if through local policy in the participating MCPTT function, the user identified by the MCPTT ID is not authorised to initiate adhoc group calls, shall reject the "SIP REFER request for pre-established session" with a SIP 403 (Forbidden) response to the SIP REFER request, with warning text set to "184 user not authorised to make adhoc group calls" in a Warning header field as specified in clause 4.4;
5)	shall check if the number of maximum simultaneous MCPTT group calls supported for the MCPTT user as specified in the <MaxSimultaneousCallsN6> element of the <MCPTT-group-call> element of the MCPTT user profile document (see the MCPTT user profile document in 3GPP TS 24.484 [50]) has been exceeded. If exceeded, the participating MCPTT function shall respond with a SIP 486 (Busy Here) response with the warning text set to "103 maximum simultaneous MCPTT group calls reached" in a Warning header field as specified in clause 4.4. Otherwise, continue with the rest of the steps;
6)	shall determine the public service identity of the controlling MCPTT function for the adhoc group call service associated with the originating user's identity i.e. MCPTT ID or the MCPTT session identity of the ongoing adhoc group call in case of rejoining the session; 
NOTE 2:	The public service identity can identify the controlling MCPTT function in the primary MCPTT system or in a partner MCPTT system.
NOTE 3:	If the controlling MCPTT function is in a partner MCPTT system in a different trust domain, then the public service identity can identify the MCPTT gateway server that acts as an entry point in the partner MCPTT system from the primary MCPTT system.
NOTE 4:	If the controlling MCPTT function is in a partner MCPTT system in a different trust domain, then the primary MCPTT system can route the SIP request through an MCPTT gateway server that acts as an exit point from the primary MCPTT system to the partner MCPTT system.
NOTE 5:	How the participating MCPTT function determines the public service identity of the controlling MCPTT function for the adhoc group call service associated with the originating user or of the MCPTT gateway server in the partner MCPTT system is out of the scope of the present document.
NOTE 6:	How the primary MCPTT system routes the SIP request through an exit MCPTT gateway server is out of the scope of the present document.
NOTE 7:	The controlling MCPTT function is always in the same system as the adhoc group call was initiated.
7)	if the participating MCPTT function is unable to identify the controlling MCPTT function for the adhoc group call service associated with the originating user's MCPTT ID identity, it shall reject the SIP REFER request with a SIP 404 (Not Found) response with the warning text "142 unable to determine the controlling function" in a Warning header field as specified in clause 4.4, and shall not continue with any of the remaining steps;
8)	if the <allow-adhoc-group-call> element of the <ruleset> element is not present in the MCPTT user profile document on the participating MCPTT function or is present with the value "false" (see the MCPTT user profile document in 3GPP TS 24.484 [50]), indicating that the user identified by the MCPTT ID is not authorised to initiate adhoc group calls, shall reject the "SIP REFER request for a pre-established session" with a SIP 403 (Forbidden) response, with warning text set to "185 user is not authorised to initiate the adhoc group call" in a Warning header field as specified in clause 4.4, and shall not continue with the rest of the steps;
9)	if the "SIP REFER request for a pre-established session" contained a Refer-Sub header field containing "false" value and a Supported header field containing "norefersub" value, shall handle the SIP REFER request as specified in 3GPP TS 24.229 [4], IETF RFC 3515 [25] as updated by IETF RFC 6665 [26], and IETF RFC 4488 [22] without establishing an implicit subscription;
10)	shall generate a final SIP 200 (OK) response to the "SIP REFER request for a pre-established session" according to 3GPP TS 24.229 [4];
NOTE 8:	In accordance with IETF RFC 4488 [22], the participating MCPTT function inserts the Refer-Sub header field containing the value "false" in the SIP 200 (OK) response to the SIP REFER request to indicate that it has not created an implicit subscription.
11)	shall wait for the receipt of a SIP response to the SIP INVITE request that will be generated and sent in subsequent steps;
12)	shall generate a SIP INVITE request as specified in clause 6.3.2.1.4 with the following clarifications:
a)	if the <adhoc-grp-emg-alert-grp-ind> element of the <anyExt> element of <mcptt-Params> element of <mcpttinfo> element of the application/vnd.3gpp.mcptt-info+xml MIME body in the SIP INVITE request set to a value of "true", shall copy the identity of adhoc group from the "uri" attribute of the <entry> element of a <list> element of the <resource-lists> element of the application/resource-lists+xml MIME body pointed to by the "cid" URL in the Refer-to header field of the SIP REFER request, to the <mcptt-request-uri> element of the application/vnd.3gpp.mcptt-info+xml MIME body in the SIP INVITE request and do not include application/resource-lists+xml MIME body;
NOTE 9:	The MCPTT client can include either a list of MCPTT users or the criteria for determining the list of MCPTT users to be called. These two information elements are not included if the call setup request follows an adhoc group for emergency alerts.
13)	shall set the Request-URI to the public service identity of the controlling MCPTT function as determined in step 6;
14)	shall not copy the following header fields from the incoming SIP INVITE request to the outgoing SIP INVITE request, if they were present in the incoming SIP INVITE request:
a)	Answer-Mode header field as specified in IETF RFC 5373 [18]; and
b)	Priv-Answer-Mode header field as specified in IETF RFC 5373 [18];
15)	if the received SIP REFER request contained a Resource-Priority header field, shall include in the outgoing SIP INVITE request a Resource-Priority header field according to rules and procedures of 3GPP TS 24.229 [4] set to the value indicated in the Resource-Priority header field of the received SIP REFER request from the MCPTT client;
NOTE 10:	The participating MCPTT function will leave verification of the Resource-Priority header field to the controlling MCPTT function.
16) if, according to clause 6.4, the SIP REFER request is regarded as being received with an implicit request to grant the floor to the initiating MCPTT client:
	if:
a)	the incoming SIP REFER request contained an application/vnd.3gpp.mcptt-location-info+xml MIME body with a <Report> element included in the <location-info> root element; and
b)	the <allow-location-info-when-talking> element of the <ruleset> element of the MCPTT user profile document identified by the MCPTT ID of the calling MCPTT user (see the MCPTT user profile document in 3GPP TS 24.484 [50]) is set to a value of "true";
	then shall copy the application/vnd.3gpp.mcptt-location-info+xml MIME body from the received SIP REFER request into the outgoing SIP INVITE request;
	otherwise:
	if:
a)	the participating MCPTT function has available the location of the initiating MCPTT client; and
b)	the <allow-location-info-when-talking> element of the <ruleset> element of the MCPTT user profile document identified by the MCPTT ID of the calling MCPTT user (see the MCPTT user profile document in 3GPP TS 24.484 [50]) is set to a value of "true";
	then shall include an application/vnd.3gpp.mcptt-location-info+xml MIME body with a <Report> element included in the <location-info> root element; and
17)	shall forward the SIP INVITE request according to 3GPP TS 24.229 [4].
Upon receiving SIP provisional responses for the SIP INVITE request, the participating MCPTT function:
1)	shall discard the received SIP responses without forwarding them.
Upon receiving a SIP 200 (OK) response for the SIP INVITE request the participating MCPTT function:
1)	shall interact with the media plane as specified in 3GPP TS 24.380 [5];
2)	shall include the application/vnd.3gpp.mcptt-info+xml MIME body received in the SIP 200 (OK) response into the generated final SIP 200 (OK) response to the "SIP REFER request for a pre-established session";
3)	shall send the generated final SIP 200 (OK) response to the MCPTT client according to 3GPP TS 24.229 [4].
Upon receipt of a SIP 4xx, 5xx or 6xx response to the above SIP INVITE request, the participating MCPTT function:
1)	shall generate a SIP response according to 3GPP TS 24.229 [4]; and
2)	shall forward the SIP response to the MCPTT client according to 3GPP TS 24.229 [4].


* * * End of Changes * * * *

