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1. Introduction
In Rel18, SNPN is enhanced to provide access for localized service in SNPN, which are provided by an SNPN at specific or limited area, are bounded in time, or both.

[bookmark: _Hlk146747930]This paper attempts to analyse the issues and the possible solutions about the recognition of SNPN providing access for localized services in SNPN.

2. Discussion
There is no significant difference for the registration for normal SNPN or SNPN providing access for localized services in SNPN. If the UE is registering with an SNPN, regardless the SNPN is a normal SNPN or an SNPN providing access for localized services in SNPN, the UE provides SNPN ID in the registration message. After the AMF receives SNPN ID, the AMF may provide the registered SNPN ID to the UDM or the SMF. The network needs to take different actions to support access for localized services in SNPN as below:

Quoting from TS 23.501 as following:
"If a UE performs the registration in an SNPN using credentials from a Credentials Holder (i.e. the CH is the PLMN/SNPN that owns the UE subscription and controls the access) and the Credentials Holder does not authorize the UE to access that specific SNPN due to access authorization based on subscription data or invalid time for accessing an SNPN that provides access to Localized Services, then the UDM, in the Credentials Holder, can reject the UE which results in AMF rejecting the registration request from the UE with an appropriate cause code to prevent the UE from automatically selecting and registering with the same SNPN using credentials from the Credentials Holder as described in TS 24.501 [47].
…
[bookmark: _Hlk162941326]If the SNPN acting as ON-SNPN is not capable to provide access to Localized Services, the PVS IP address(es) and/or PVS FQDN(s) provided by the DCS take precedence over the locally configured PVS IP address(es) and/or PVS FQDN(s) in the ON-SNPN. If the SNPN acting as ON-SNPN is capable to provides access to Localized Services, the SMF should include both DCS provided and the locally configured PVS IP address(es) and/or PVS FQDN(s), in the UE Configuration Data for User Plane Remote Provisioning."

From network deployment perspective, no matter what the UE accesses to a normal SNPN or an SNPN providing access for localized services in SNPN, the serving network (e.g., the AMF, the SMF and the UDM) can be same. To support access for localized services in SNPN, the network should determine registered SNPN is a normal SNPN or an SNPN providing access for localized services in SNPN firstly. If the network determines registered SNPN is an SNPN providing access for localized services in SNPN, then the network takes different actions, e.g., the UDM needs to judge whether this SNPN is valid or not and the SMF needs to include both DCS provided and the locally configured PVS IP address(es) and/or PVS FQDN(s) for User Plane Remote Provisioning.

Observation1: There is the requirement for the network to distinguish registered SNPN is a normal SNPN or an SNPN providing access for localized services in SNPN.

In addition, to enable the UE to access to an SNPN providing access for localized service in SNPN and perform the authentication successfully, the UE’s subscriber data is enhanced as below:
"The ME is configured with a "list of subscriber data" containing zero or more entries. Each entry of the "list of subscriber data" consists of:
a)	a subscriber identifier in the form of a SUPI;
b)	credentials;
c)	an SNPN identity of the subscribed SNPN;
…
g)	optionally, if the MS supports access to an SNPN using credentials from a credentials holder: 
1) 	the SNPN selection parameters, consisting of:
i)	a user controlled prioritized list of preferred SNPNs, where each entry contains an SNPN identity;
ii)	a credentials holder controlled prioritized list of preferred SNPNs, where each entry contains an SNPN identity;
iii)	a credentials holder controlled prioritized list of Group IDs for Network Selection (GINs); and
iv)	optionally, if the MS supports access to an SNPN providing access for localized services in SNPN, the SNPN selection parameters for access for localized services in SNPN, consisting of:
A)	a "credentials holder controlled prioritized list of preferred SNPNs for access for localized services in SNPN", where each entry contains:
-	an SNPN identity;
-	validity information consisting of time validity information and optionally, location validity information; and
-	optionally, location assistance information; and
…"
Judging from the above spec, one entry of UE’s subscriber data can consist of credentials holder controlled SNPN identities of normal SNPNs and SNPNs providing access for localized services in SNPN simultaneously. That means the operator of an SNPN can have service agreement with service providers of normal services and localized services. And there is no clarification on the SNPN identities of normal SNPNs and SNPNs providing access for localized services in SNPN. Hence an SNPN identity can be used for normal SNPN and SNPN providing access for localized services in SNPN. In addition, there is no difference for the credentials used for normal SNPNs and SNPNs providing access for localized services in SNPN. That means the credential can also be same for normal SNPN and SNPN providing access for localized services in SNPN.

Observation2: The credential and the SNPN identity are not used to distinguish between the normal SNPN and the SNPN providing access for localized services in SNPN.

Issue: There is the requirement for the network to distinguish between the normal SNPN or SNPN providing access for localized services in SNPN, but there is no way to implement.

To enable the network to distinguish between normal SNPN or SNPN providing access for localized services in SNPN, it is possible to add the clarification on the credentials and SNPN identities used for normal SNPN and SNPN providing access for localized services in SNPN. However, the network can only obtain the SNPN ID during the registration procedure, so it proposes to clarify the SNPN identities used for normal SNPN and SNPN providing access for localized services in SNPN are different.
Proposal: It proposes to clarify the SNPN identities used for normal SNPN and SNPN providing access for localized services in SNPN are different.
[bookmark: _Hlk134632446]3. Proposal
Based on the above discussion, following observations and issue were provided:
[bookmark: OLE_LINK92]Observation1: There is the requirement for the network to distinguish the SNPN is a normal SNPN or an SNPN providing access for localized services in SNPN.
Observation2: The credential and the SNPN identity are not used to distinguish between the normal SNPN and the SNPN providing access for localized services in SNPN.
Issue: There is the requirement for the network to distinguish between the normal SNPN or SNPN providing access for localized services in SNPN, but there is no way to implement.

Based on above observations and issue, following proposal was provided:
[bookmark: _GoBack]Proposal: It proposes to clarify the SNPN identities used for normal SNPN and SNPN providing access for localized services in SNPN are different.
4 Conclusion
If CT1 can reach an agreement, it is proposed to agree the associated C1-242246 ; or
If CT1 cannot reach an agreement, it is proposed to send a LS out (To SA2) to seek the feedback on how the network distinguish between the normal SNPN and the SNPN providing access for localized services in SNPN.
