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***** FIRST CHANGE *****
[bookmark: _Toc28012282][bookmark: _Toc34123141][bookmark: _Toc36038091][bookmark: _Toc38875474][bookmark: _Toc43191957][bookmark: _Toc45133352][bookmark: _Toc51316856][bookmark: _Toc51762036][bookmark: _Toc56675023][bookmark: _Toc56675414][bookmark: _Toc59016400][bookmark: _Toc63168000][bookmark: _Toc66262510][bookmark: _Toc68167016][bookmark: _Toc73538139][bookmark: _Toc75352015][bookmark: _Toc83231825][bookmark: _Toc85535131][bookmark: _Toc88559594][bookmark: _Toc114210224][bookmark: _Toc129246575][bookmark: _Toc138747352][bookmark: _Toc144394447]4.2.2.9	IMS Emergency Session Support
A SMF that requests PCC Rules at PDU Session Establishment for an IMS emergency session in a PLMN or an SNPN shall send an HTTP POST message to the PCF, as defined in clause 4.2.2.2, including the "dnn" attribute containing the Emergency DNN.  The SMF may include the SUPI, within the "supi" attribute, and if the SUPI is not available or unauthenticated, the SMF shall include the PEI, within the "pei" attribute, the "invalidSupi" attribute set to "true" and an implementation specific value within the "supi" attribute. The "supi" attribute may contain the SUPI value or an implementation specific value if SUPI is not available. If the SUPI is not available or unauthenticated, the SMF shall include the PEI within the "pei" attribute and set the "invalidSupi" attribute to "true". The SMF may include the rest of the attributes described in clause 4.2.2.2. The SMF may also include the GPSI, if available, within the "gpsi" attribute.
NOTE 1:	The SMF will not provide subscribed information (e.g. subscribed default QoS or subscribed Session AMBR) to the PCF when the SUPI is not available, unauthenticated or based on local configuration.
NOTE 2:	IMS Emergency services are not supported for SNPN when the UE accesses the SNPN over NWu via a PLMN.
The PCF shall detect that a PDU session is restricted to IMS Emergency services when the "dnn" attribute included in the HTTP POST message received from the SMF includes a data network identifier that matches one of the Emergency DNs from the configurable list. The PCF does not perform in this case subscription check procedures with UDR; it uses instead the locally configured operator policies to make authorization and policy decisions. The PCF:
-	shall provision PCC Rules restricting the access to Emergency Services (e.g. P-CSCF(s), DHCP(s), DNS(s) and SUPL(s) addresses), as required by local operator policies, in a response message to the SMF according to the procedures described in clause 4.2.6;
-	may provision the authorized QoS that applies to the default QoS flow in the response message to the SMF within the "authDefQos" attribute of a session rule according to the procedures described in clause 4.2.3.6, except for obtaining the authorized QoS upon interaction with the UDR. The value of the "priorityLevel" attribute included within the "arp" attribute shall be assigned as required by local operator policies (e.g. if an IMS Emergency session is prioritized, the "priorityLevel" attribute may contain a value that is reserved for an operator domain use of IMS Emergency sessions). If the "accessType" attribute is set to "3GPP_ACCESS", the values of the "preemptCap" and the "preemptVuln" attributes included within the "arp" attribute shall be assigned as required by local operator policies,
-	may provision the authorized Session-AMBR in the response message to the SMF, according to the procedures described in clause 4.2.3.5.
When the SMF detects that the provisioning of PCC Rules failed, the PCC rule error handling procedures shall be performed.
                         ***** END OF FIRST CHANGE ***


***** SECOND CHANGE *****
[bookmark: _Toc28012214][bookmark: _Toc34123067][bookmark: _Toc36038017][bookmark: _Toc38875399][bookmark: _Toc43191880][bookmark: _Toc45133275][bookmark: _Toc51316779][bookmark: _Toc51761959][bookmark: _Toc56674946][bookmark: _Toc56675337][bookmark: _Toc59016323][bookmark: _Toc63167921][bookmark: _Toc66262431][bookmark: _Toc68166937][bookmark: _Toc73538055][bookmark: _Toc75351931][bookmark: _Toc83231741][bookmark: _Toc85535046][bookmark: _Toc88559509][bookmark: _Toc114210139][bookmark: _Toc129246490][bookmark: _Toc138747260][bookmark: _Toc153786906][bookmark: _Toc153786998]5.6.2.3	Type SmPolicyContextData
Table 5.6.2.3-1: Definition of type SmPolicyContextData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	accNetChId
	AccNetChId
	O
	0..1
	Indicates the access network charging identifier for the whole PDU session. For EPS interworking scenarios, it indicates the access network charging identifier for the default QoS flow / default EPS bearer or the whole PDU session.
	

	chargEntityAddr
	[bookmark: _Hlk530135456]AccNetChargingAddress
	O
	0..1
	Address of the network entity performing charging.
	

	gpsi
	Gpsi
	O
	0..1
	Gpsi shall contain either an External Id or an MSISDN.
	

	supi
	Supi
	M
	1
	Subscription Permanent Identifier.
(NOTE 2)
	

	invalidSupi
	boolean
	C
	0..1
	When this attribute is included and set to true, it indicates that the "supi" attribute contains an invalid value. This attribute shall be present if the SUPI is not available in the NF service consumer, or the SUPI is unauthenticated. 
When present it shall be set as follows:
- true: invalid SUPI.
- false (default): valid SUPI.

	

	pduSessionId
	PduSessionId
	M
	1
	PDU session Id.
	

	dnn
	Dnn
	M
	1
	The DNN of the PDU session, a full DNN with both the Network Identifier and Operator Identifier, or a DNN with the Network Identifier only.
(NOTE 4)
	

	dnnSelMode
	DnnSelectionMode
	O
	0..1
	Indicates whether the requested DNN corresponds to an explicitly subscribed DNN.
	DNNSelectionMode

	interGrpIds
	array(GroupId)
	O
	1..N
	The internal Group Id(s).
	

	notificationUri
	Uri
	M
	1
	Identifies the recipient of SM policies update notifications sent by the PCF.
	

	pduSessionType
	PduSessionType
	M
	1
	Indicates the type of a PDU session.
	

	accessType
	AccessType
	O
	0..1
	The Access Type where the served UE is camping.
	

	ratType
	RatType
	O
	0..1
	The RAT Type where the served UE is camping.
	

	addAccessInfo
	AdditionalAccessInfo
	O
	0..1
	Indicates the combination of additional Access Type and RAT Type for MA PDU session.
	ATSSS

	servingNetwork
	PlmnIdNid
	O
	0..1
	The serving network (a PLMN or an SNPN) where the served UE is camping. For the SNPN the NID together with the PLMN ID identifies the SNPN.
	

	userLocationInfo
	UserLocation
	O
	0..1
	The location where the served UE is camping. (NOTE 3)
	

	ueTimeZone
	TimeZone
	O
	0..1
	The time zone where the served UE is camping.
	

	pei
	Pei
	CO
	0..1
	The Permanent Equipment Identifier of the served UE.
Refer Clause 4.2.2.9.
	

	ipv4Address
	Ipv4Addr
	O
	0..1
	The IPv4 Address of the served UE.
	

	ipv6AddressPrefix
	Ipv6Prefix
	O
	0..1
	The Ipv6 Address Prefix of the served UE.
	

	ipDomain
	string
	O
	0..1
	IPv4 address domain identifier.
(NOTE 1)
	

	subsSessAmbr
	Ambr
	O
	0..1
	UDM subscribed or DN-AAA authorized Session-AMBR.
	

	authProfIndex
	string
	O
	0..1
	DN-AAA authorization profile index.
	DN-Authorization

	subsDefQos
	SubscribedDefaultQos
	O
	0..1
	Subscribed Default QoS Information.
	

	vplmnQos
	VplmnQos
	O
	0..1
	QoS constraints in a VPLMN.
	VPLMN-QoS-Control

	numOfPackFilter
	integer
	O
	0..1
	Contains the number of supported packet filter for signalled QoS rules.
	

	online
	boolean
	O
	0..1
	If it is included and set to true, the online charging is applied to the PDU session.
	

	offline
	boolean
	O
	0..1
	If it is included and set to true, the offline charging is applied to the PDU session.
	

	chargingCharacteristics
	string
	O
	0..1
	Contains the Charging Characteristics applied to the PDU session. Functional requirements for the Charging Characteristics are defined in 3GPP TS 32.255 [35] Annex A.
The charging characteristics are encoded as specified in 3GPP TS 29.503 [34].
	

	3gppPsDataOffStatus
	boolean
	O
	0..1
	If it is included and set to true, the 3GPP PS Data Off is activated by the UE.
	3GPP-PS-Data-Off

	refQosIndication
	boolean
	O
	0..1
	If it is included and set to true, the reflective QoS is supported by the UE.
	

	sliceInfo
	Snssai
	M
	1
	Identifies the S-NSSAI.
	

	qosFlowUsage
	QosFlowUsage
	O
	0..1
	Indicates the required usage for default QoS flow.
	

	servNfId
	ServingNfIdentity
	O
	0..1
	Contains the serving network function identity.
	

	suppFeat
	SupportedFeatures
	C
	0..1
	Indicates the list of Supported features used as described in clause 5.8.
This parameter shall be supplied by the NF service consumer in the POST request that requested the creation of an individual SM policy resource.
	

	traceReq
	TraceData
	O
	0..1
	Trace control and configuration parameters information defined in 3GPP TS 32.422 [24].
	

	smfId
	NfInstanceId
	O
	0..1
	SMF instance identifier.
	

	recoveryTime
	DateTime
	O
	0..1
	It includes the recovery time of the NF service consumer.
	

	maPduInd
	MaPduIndication
	O
	0..1
	Contains the MA PDU session indication, i.e., MA PDU Request or MA PDU Network-Upgrade Allowed.
	ATSSS

	atsssCapab
	AtsssCapability
	O
	0..1
	Contains the ATSSS capability supported for the MA PDU Session.
	ATSSS

	ipv4FrameRouteList
	array(Ipv4AddrMask)
	O
	1..N
	List of Framed Route information of IPv4.
	

	ipv6FrameRouteList
	array(Ipv6Prefix)
	O
	1..N
	List of Framed Route information of IPv6.
	

	[bookmark: _Hlk69804791]satBackhaulCategory
	[bookmark: _Hlk69804816]SatelliteBackhaulCategory
	O
	0..1
	Indicates satellite backhaul category or non-satellite backhaul used for the PDU session.
When this attribute is not present, non-satellite backhaul applies.
If the "EnSatBackhaulCatChg" feature is supported, the different dynamic satellite backhaul categories may also be provided.
	SatBackhaulCategoryChg

	pcfUeInfo
	PcfUeCallbackInfo
	O
	0..1
	PCF for the UE callback URI and SBA binding information.
	AMInfluence

	pvsInfo
	array(ServerAddressingInfo)
	O
	1..N
	Provisioning Server(s) information that provision the UE with credentials and other data to enable SNPN access.
	PvsSupport

	onboardInd
	boolean
	O
	0..1
	If it is included and set to true, it indicates that the PDU session is used for UE Onboarding.
	PvsSupport

	nwdafDatas
	array(NwdafData)
	O
	1..N
	List of NWDAF Instance IDs and their associated Analytics IDs consumed by the NF service consumer.
	EneNA

	urspEnfInfo
	UrspEnforcementInfo
	O
	0..1
	Contains the reporting of URSP rule(s) enforcement from the UE.
	URSPEnforcement

	sscMode
	SscMode
	C
	0..1
	SSC Mode of the PDU session.
It shall be present when the "urspEnfInfo" attribute is present.

	URSPEnforcement

	ueReqDnn
	Dnn
	O
	0..1
	UE requested DNN.

It shall be present, if available and different from the selected DNN, when the "urspEnfInfo" attribute is present.

	URSPEnforcement

	redundantPduSessionInfo
	RedundantPduSessionInformation
	O
	0..1
	RSN and PDU session pair ID of the redundant PDU session.

It shall be present, if available, when the "urspEnfInfo" attribute is present.

	URSPEnforcement

	hrsboInd
	boolean
	O
	0..1
	HR-SBO support indication. If present and set to "true", it indicates that the HR-SBO is supported. Default value is "false" if omitted.
	HR-SBO

	NOTE 1:	The value provided in this attribute is implementation specific. The only constraint is that the NF service consumer shall supply a different identifier for each overlapping address domain (e.g. the SMF NF instance identifier).
NOTE 2:	For an emergency session, when the SUPI is not available in the NF service consumer, or if available, the SUPI is unauthenticated, the value provided in the "supi" attribute is implementation specific.
NOTE 3:	The SMF may encode both 3GPP and non-3GPP access UE location in the "userLocationInfo" attribute.
NOTE 4:	The PCF uses the DNN as received from the NF service consumer without applying any transformation (e.g. in subsequent requests to the UDR). To successfully perform DNN matching, in a specific deployment a DNN shall always be encoded either with the full DNN (e.g., because there are multiple Operator Identifiers for a Network Identifier) or the DNN Network Identifier only. The NF service consumer may include the DNN Operator Identifier based on local configuration.



                         ***** END OF SECOND CHANGE ***


                         ***** THIRD CHANGE ***
5.7.3	Application Errors
The application errors defined for the Npcf_SMPolicyControl API are listed in table 5.7.3-1 and 5.7.3-2.
Table 5.7.3-1: Application errors when PCF acts as a server
	Application Error
	HTTP status code
	Description

	USER_UNKNOWN
	400 Bad Request
	The HTTP request is rejected because the end user specified in the request is unknown to the PCF. (NOTE 1) (NOTE 3)

	ERROR_INITIAL_PARAMETERS
	400 Bad Request
	The HTTP request is rejected because the set of session or subscriber information needed by the PCF for rule selection is incomplete or erroneous or not available for the decision to be made. (E.g. QoS, RAT type, subscriber information) (NOTE 1) (NOTE 2) (NOTE 3)

	ERROR_TRIGGER_EVENT
	400 Bad Request
	The HTTP request is rejected because the set of session information sent the message originated due to a trigger been met is incoherent with the previous set of session information for the same session. (E.g. trigger met was RAT changed, and the RAT notified is the same as before) (NOTE 2) (NOTE 3)

	PENDING_TRANSACTION
	400 Bad Request
	This error shall be used when the PendingTransaction feature is supported and the PCF receives an incoming request on a policy association while it has an ongoing transaction on the same policy association and cannot handle the request as described in clause 9.2 of 3GPP TS 29.513 [7]. (NOTE 2)

	ERROR_TRAFFIC_MAPPING_INFO_REJECTED
	403 Forbidden
	The HTTP request is rejected because the PCF does not accept one or more of the traffic mapping filters provided by the NF service consumer in a PCC Request. (NOTE 2) (NOTE 3)

	ERROR_CONFLICTING_REQUEST
	403 Forbidden
	The HTTP request is rejected because the PCF cannot accept the UE-initiated resource request as a network-initiated resource allocation is already in progress that has packet filters that cover the packet filters in the received UE-initiated resource request. The NF service consumer shall reject the attempt for UE-initiated resource request. (NOTE 2) (NOTE 3)

	LATE_OVERLAPPING_REQUEST
	403 Forbidden
	The request is rejected because it collides with and exiting Policy Association with a more recent originating timestamp. (NOTE 1)

	POLICY_CONTEXT_DENIED
	403 Forbidden
	The HTTP request is rejected because the PCF does not accept the NF service consumer request due to operator policies and/or local configuration. (NOTE 1) (NOTE 2) (NOTE 3)

	VALIDATION_CONDITION_NOT_MET
	403 Forbidden
	The HTTP request is rejected because the PCF does not accept the NF service consumer request because the validation condition of background data transfer policy is not met. (NOTE 1) (NOTE 3)

	INVALID_BDT_POLICY
	403 Forbidden
	The HTTP request is rejected because the PCF does not accept the NF service consumer request because the background data transfer policy is invalid. (NOTE 1)

	EXCEEDED_UE_SLICE_DATA_RATE
	403 Forbidden
	The HTTP request is rejected because the PCF does not accept the NF service consumer request because the authorized data rate exceeds the consumed data rate for that UE and network slice. (NOTE 1) (NOTE 2)

	EXCEEDED_SLICE_DATA_RATE
	403 Forbidden
	The HTTP request is rejected because the PCF does not accept the NF service consumer request because the authorized data rate exceeds the consumed data rate for that slice. (NOTE 1) (NOTE 2)

	EXCEEDED_GROUP_DATA_RATE
	403 Forbidden
	The HTTP request is rejected because the PCF does not accept the NF service consumer request because the authorized group data rate exceeds the consumed data rate for the concerned group. (NOTE 1) (NOTE 2)

	POLICY_ASSOCIATION_NOT_FOUND
	404 Not Found
	The HTTP request is rejected because no policy association corresponding to the request exists in the PCF. (NOTE 2)

	NOTE 1:	These application errors are used by the create service operation (see clause 4.2.2.2) and included in the responses to the POST request.
NOTE 2:	These application errors are used by the update service operation (see clause 4.2.4.2) and included in the responses to the POST request.
NOTE 3:	The Cause codes mapping performed by NF service consumer between this Application Error and the 5GSM related value is specified in clause 5.2.2.2 of 3GPP TS 29.524 [40].
NOTE 4:	Including a "ProblemDetails" data structure with the "cause" attribute in the HTTP response is optional unless explicitly mandated in the service operation clauses.




                         ***** END OF THIRD CHANGE ***

