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	Reason for change:
	Security method presence condition in InterfaceDescription is not aligned with OpenAPI definition.

    InterfaceDescription:
      type: object
      description: Represents the description of an API's interface.
      properties:
        ipv4Addr:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/Ipv4Addr'
        ipv6Addr:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/Ipv6Addr'
        fqdn:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Fqdn'
        port:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/Port'
        apiPrefix:
          type: string
          description: >
            A string representing a sequence of path segments that starts with the slash character.
        securityMethods:
          type: array
          items:
            $ref: '#/components/schemas/SecurityMethod'
          minItems: 1
          description: >
            Security methods supported by the interface, it take precedence over
            the security methods provided in AefProfile, for this specific interface.
      oneOf:
        - required: [ipv4Addr]
        - required: [ipv6Addr]
        - required: [fqdn]

Security method presence condition in InterfaceDescription API definition is wrong as 
1) This attribute is an override attribute of AefProfile Security method wherein Security method is optional. 
2) Also, InterfaceDescription itself is optional within AefProfile as “domainName” shall be used instead of InterfaceDescription.

In the current form of Security method definition in TS 29.222 CAPIF, it is more meaningful to be optional attribute in InterfaceDescription which is backward compatibile with the previous releases as well.

	
	

	Summary of change:
	Security method presence condition in InterfaceDescription is aligned with OpenAPI definition as optional

	
	

	Consequences if not approved:
	Confusing the implementors due to the inconsistency between API defintion and openAPI in the same specification..
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* * * * First Change * * * *
[bookmark: _Toc151977828][bookmark: _Toc152148511][bookmark: _Toc152149094][bookmark: _Toc28009840][bookmark: _Toc34061959][bookmark: _Toc36036715][bookmark: _Toc43284962][bookmark: _Toc45132741][bookmark: _Toc51193435][bookmark: _Toc51760634][bookmark: _Toc59015084][bookmark: _Toc59015600][bookmark: _Toc68165642][bookmark: _Toc83229738][bookmark: _Toc90648937][bookmark: _Toc105593830][bookmark: _Toc114209544][bookmark: _Toc138681408][bookmark: _Toc144228775]8.2.4.2.3	Type: InterfaceDescription
Table 8.2.4.2.3-1: Definition of type InterfaceDescription
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	ipv4Addr
	Ipv4Addr
	C
	0..1
	String identifying an IPv4 address (NOTE 1, NOTE 2)
	

	ipv6Addr
	Ipv6Addr
	C
	0..1
	String identifying an IPv6 address (NOTE 1, NOTE 2)
	

	fqdn
	Fqdn
	C
	0..1
	String containing a Fully Qualified Domain Name. (NOTE 1, NOTE 2)
	ExtendedIntfDesc

	port
	Port
	O
	0..1
	Port (NOTE 2)
	

	apiPrefix
	string
	O
	0..1
	A string representing an optional deployment-specific string (API prefix) in the form of a sequence of path segments that starts with a "/" character. (NOTE 2)
	ExtendedIntfDesc

	securityMethods
	array(SecurityMethod)
	MO
	1..N
	Security methods supported by the interface. It takes precedence over the security methods provided in AefProfile, for this specific interface
	

	NOTE 1:	Exactly one of the attributes "ipv4Addr", "ipv6Addr" and "fqdn" shall be included.
NOTE 2:	When the contents of this data type are used to construct the apiRoot of an API, they are used as described in clause 4.4.1 of 3GPP TS 29.501 [18].
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