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* * * * Next changes * * * *
7.4.1.2.9.3.1	POST
This method enables a VAL Server to request the creation of a new MBS Resource at the NRM Server.
This method shall support the URI query parameters specified in table 7.4.1.2.9.3.1-1.
Table 7.4.1.2.9.3.1-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	
	
	
	
	



This method shall support the request data structures specified in table 7.4.1.2.9.3.1-2 and the response data structures and response codes specified in table 7.4.1.2.9.3.1-3.
Table 7.4.1.2.9.3.1-2: Data structures supported by the POST Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	MbsResourceReq
	M
	1
	Represents the parameters to request the creation of a new MBS resource.



Table 7.4.1.2.9.3.1-3: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	MbsResourceResp
	M
	1
	201 Created
	Successful case. The requested MBS resource is successfully created and a representation of the created "Individual MBS Resource" resource is returned in the response body.

The URI of the created resource shall also be returned in an HTTP "Location" header.

	ProblemDetails
	O
	0..1
	400 Bad Request
	(NOTE 2)

	ProblemDetails
	O
	0..1
	403 Forbidden
	(NOTE 2)

	NOTE 1:	The mandatory HTTP error status codes for the HTTP POST method listed in table 5.2.6-1 of 3GPP TS 29.122 [3] shall also apply.
NOTE 2:	Failure cases are described in clause 7.4.1.5.



Table 7.4.1.2.9.3.1-4: Headers supported by the 201 Response Code on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains the URI of the newly created resource, according to the structure: {apiRoot}/ss-nra/<apiVersion>/mbs-resources/{mbsResId}



* * * * Next changes * * * *
[bookmark: _Toc151885931][bookmark: _Toc152075996][bookmark: _Toc153793712]7.4.1.2.10.3.2	PUT
This method enables a VAL Server to request the update of an existing "Individual MBS Resource" resource managed by the NRM Server.
This method shall support the URI query parameters specified in table 7.4.1.2.10.3.2-1.
Table 7.4.1.2.10.3.2-1: URI query parameters supported by the PUT method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 7.4.1.2.10.3.2-2 and the response data structures and response codes specified in table 7.4.1.2.10.3.2-3.
Table 7.4.1.2.10.3.2-2: Data structures supported by the PUT Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	MBSResource
	M
	1
	Represents the updated representation of the "Individual MBS Resource" resource.



Table 7.4.1.2.10.3.2-3: Data structures supported by the PUT Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	MBSResource
	M
	1
	200 OK
	Successful case. The targeted "Individual MBS Resource" resource is successfully updated and a representation of the updated resource is returned in the response body.

	n/a
	
	
	204 No Content
	Successful case. The targeted "Individual MBS Resource" resource is successfully updated and no content is returned in the response body.

	n/a
	
	
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing an alternative URI of the resource located in an alternative NRM Server.

Redirection handling is defined in clause 5.2.10 of 3GPP TS 29.122 [3].

	n/a
	
	
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing an alternative URI of the resource located in an alternative NRM Server.

Redirection handling is defined in clause 5.2.10 of 3GPP TS 29.122 [3].

	ProblemDetails
	O
	0..1
	400 Bad Request
	(NOTE 2)

	ProblemDetails
	O
	0..1
	403 Forbidden
	(NOTE 2)

	NOTE 1:	The mandatory HTTP error status codes for the HTTP PUT method listed in table 5.2.6-1 of 3GPP TS 29.122 [3] shall also apply.
NOTE 2:	Failure cases are described in clause 7.4.1.5.



Table 7.4.1.2.10.3.2-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI of the resource located in an alternative NRM Server.



Table 7.4.1.2.10.3.2-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI of the resource located in an alternative NRM Server.



[bookmark: _Toc138755187][bookmark: _Toc151885932][bookmark: _Toc152075997][bookmark: _Toc153793713]* * * * Next changes * * * *
7.4.1.2.10.3.3	PATCH
This method enables a VAL Server to request the modification of an existing "Individual MBS Resource" resource managed by the NRM Server.
This method shall support the URI query parameters specified in table 7.4.1.2.10.3.3-1.
Table 7.4.1.2.10.3.3-1: URI query parameters supported by the PATCH method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 7.4.1.2.10.3.3-2 and the response data structures and response codes specified in table 7.4.1.2.10.3.3-3.
Table 7.4.1.2.10.3.3-2: Data structures supported by the PATCH Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	MBSResourcePatch
	M
	1
	Represents the requested modifications to the "Individual MBS Resource" resource.



Table 7.4.1.2.10.3.3-3: Data structures supported by the PATCH Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	MBSResource
	M
	1
	200 OK
	Successful case. The targeted "Individual MBS Resource" resource is successfully modified and a representation of the updated resource is returned in the response body.

	n/a
	
	
	204 No Content
	Successful case. The targeted "Individual MBS Resource" resource is successfully modified and no content is returned in the response body.

	n/a
	
	
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing an alternative URI of the resource located in an alternative NRM Server.

Redirection handling is defined in clause 5.2.10 of 3GPP TS 29.122 [3].

	n/a
	
	
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing an alternative URI of the resource located in an alternative NRM Server.

Redirection handling is defined in clause 5.2.10 of 3GPP TS 29.122 [3].

	ProblemDetails
	O
	0..1
	400 Bad Request
	(NOTE 2)

	ProblemDetails
	O
	0..1
	403 Forbidden
	(NOTE 2)

	NOTE 1:	The mandatory HTTP error status codes for the HTTP PATCH method listed in table 5.2.6-1 of 3GPP TS 29.122 [3] shall also apply.
NOTE 2:	Failure cases are described in clause 7.4.1.5.



Table 7.4.1.2.10.3.3-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI of the resource located in an alternative NRM Server.



Table 7.4.1.2.10.3.3-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI of the resource located in an alternative NRM Server.



[bookmark: _Toc138755188][bookmark: _Toc151885933][bookmark: _Toc152075998][bookmark: _Toc153793714]* * * * Next changes * * * *
7.4.1.2.10.3.4	DELETE
This method enables a VAL Server to request the deletion of an existing "Individual MBS Resource" resource managed by the NRM Server.
This method shall support the URI query parameters specified in table 7.4.1.2.10.3.4-1.
Table 7.4.1.2.10.3.4-1: URI query parameters supported by the DELETE method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 7.4.1.2.10.3.4-2 and the response data structures and response codes specified in table 7.4.1.2.10.3.4-3.
Table 7.4.1.2.10.3.4-2: Data structures supported by the DELETE Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	



Table 7.4.1.2.10.3.4-3: Data structures supported by the DELETE Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	n/a
	
	
	204 No Content
	Successful case. The targeted "Individual MBS Resource" resource is successfully deleted.

	n/a
	
	
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing an alternative URI of the resource located in an alternative NRM Server.

Redirection handling is defined in clause 5.2.10 of 3GPP TS 29.122 [3].

	n/a
	
	
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing an alternative URI of the resource located in an alternative NRM Server.

Redirection handling is defined in clause 5.2.10 of 3GPP TS 29.122 [3].

	NOTE:	The mandatory HTTP error status codes for the HTTP DELETE method listed in table 5.2.6-1 of 3GPP TS 29.122 [3] shall also apply.



Table 7.4.1.2.10.3.4-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI of the resource located in an alternative NRM Server.



Table 7.4.1.2.10.3.4-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI of the resource located in an alternative NRM Server.



* * * * Next changes * * * *
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This clause specifies the application data model supported by the API. Data types listed in clause 6.2 apply to this API
Table 7.4.1.4.1-1 specifies the data types defined specifically for the SS_NetworkResourceAdaptation API service.
Table 7.4.1.4.1-1: SS_NetworkResourceAdaptation API specific Data Types
	Data type
	Section defined
	Description
	Applicability

	BdtPolConfig
	7.4.1.4.2.18
	Represents the parameters related to the BDT Policy Configuration Resource.
	

	BdtNotification
	7.4.1.4.2.20
	Represents the negotiated BDT Policy notification.
	

	DeliveryMode
	7.4.1.4.3.2
	Indicates the delivery mode.
	

	GeoArea
	7.4.1.4.2.19
	Represents the Geographic Area.
	

	EpsMbmsInfo
	7.4.1.4.3.0A
	Represents the EPS MBMS bearer information.
	

	MbsResAct
	7.4.1.4.2.16
	Represents the parameters related to the activation of the MBS Resource.
	

	MbsResDeact
	7.4.1.4.2.17
	Represents the parameters related to the deactivation of the MBS Resource.
	

	MbsResource
	7.4.1.4.2.12
	Represents an MBS Resource.
	

	MbsResourcePatch
	7.4.1.4.2.15
	Represents the parameters to request the modification of an MBS Resource.
	

	MbsResourceReq
	7.4.1.4.2.11
	Represents the parameters to request the creation of an MBS Resource.
	

	MbsResourceRespInfo
	7.4.1.4.2.13
	Represents NRM Server side information related to the MBS Resource.
	

	MbsResourceResp
	7.4.1.4.2.14
	Represents a response to an MBS Resource creation/modification request.
	

	MulticastSubscription
	7.4.1.4.2.2
	Represents a multicast subscription.
	

	NetSysIndicator
	7.4.1.4.3.4
	Represents the network system indicator, i.e. 5GS, EPS or both.
	

	NrmEvent
	7.4.1.4.3.3
	Indicates the NRM event.
	

	NrmEventNotification
	7.4.1.4.2.5
	Represents a notification on an individual User Plane event.
	

	ServiceAnnoucementMode
	7.4.1.4.3.1
	Indicates the service announcement mode.
	

	StreamSpecification
	7.4.1.4.2.9
	Represents a stream specification that includes MAC addresses of the source and destination DS-TT ports.
	

	TrafficSpecification
	7.4.1.4.2.10
	Represents the traffic class supported by the DS-TTs and available end-to-end maximum latency value.
	

	TrafficSpecInformation
	7.4.1.4.2.7
	Represents the traffic class supported by the DS-TTs and available end-to-end latency value and Priority Code Point (PCP) value.
	

	TscStreamAvailability
	7.4.1.4.2.8
	Represents the TSC stream availability information including the stream specification and list of traffic specifications.
	

	TscStreamData
	7.4.1.4.2.6
	Represents the TSC stream data information.
	

	UnicastSubscription
	7.4.1.4.2.3
	Represents a unicast subscription.
	

	UserPlaneNotification
	7.4.1.4.2.4
	Represents a notification on User Plane events.
	



Table 7.4.1.4.1-2 specifies data types re-used by the SS_NetworkResourceAdaptation API service. 
Table 7.4.1.4.1-2: Re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	DateTime
	3GPP TS 29.571 [21]
	Used to represent the subscription duration.
	

	DurationSec
	3GPP TS 29.122 [3]
	Used to represent the duration in seconds.
	

	ExternalGroupId
	3GPP TS 29.122 [3]
	Represents an External Group Identifier.
	

	ExternalMbsServiceArea
	3GPP TS 29.571 [21]
	Represents an MBS Service Area.
	

	GeographicArea
	3GPP TS 29.572 [31]
	Represents Geographical area.
	

	CivicAddress
	3GPP TS 29.572 [31]
	Represents civic address of an area.
	

	Ipv4Addr
	3GPP TS 29.571 [21]
	Used to identify the IPv4 address.
	

	Ipv6Addr
	3GPP TS 29.571 [21]
	Used to identify the IPv6 address.
	

	LocalMbmsInfo
	3GPP TS 29.486 [27]
	Used to represent the local MBMS information.
	

	MacAddr48
	3GPP TS 29.571 [21]
	Used to identify a MAC address.
	

	MbmsLocArea
	3GPP TS 29.122 [3]
	Used to indicate the requested area of the MBMS bearer.
	

	MbsServiceInfo
	3GPP TS 29.571 [21]
	Represents MBS Service Information.
	

	MbsSession
	3GPP TS 29.571 [21]
	Represents an MBS Session.
	

	MbsSessionId
	3GPP TS 29.571 [21]
	Represents the identifier of an MBS Session.
	

	Port
	3GPP TS 29.122 [3]
	Used to identify the port.
	

	ProblemDetails
	3GPP TS 29.571 [21]
	Represents error related information.
	

	SupportedFeatures
	3GPP TS 29.571 [21]
	Used to negotiate the supported optional features of the API.
	

	TimeWindow
	3GPP TS 29.122 [3]
	Represents a time interval.
	

	UsageThreshold
	3GPP TS 29.122 [3]
	Represents the data usage threshold.
	

	Uint32
	3GPP TS 29.571 [21]
	Represents an unsigned integer.
	

	Uinteger
	3GPP TS 29.571 [21]
	Represents an unsigned integer.
	

	Uri
	3GPP TS 29.571 [21]
	Used to indicate the notification URI.
	

	ValTargetUe
	Clause 7.3.1.4.2.3
	Used to identify either a VAL User ID or a VAL UE ID.
	

	WebsockNotifConfig
	3GPP TS 29.122 [3]
	Used to indicate the configuration parameters to set up notification delivery over Websocket protocol.
	



* * * * Next changes * * * *
[bookmark: _Toc138755222][bookmark: _Toc151885991][bookmark: _Toc152076056][bookmark: _Toc153793772]7.4.1.5.3	Application Errors
The application errors defined for SS_NetworkResourceAdaptation API are listed in table 7.4.1.5.3-1.
Table 7.4.1.5.3-1: Application errors
	Application Error
	HTTP status code
	Description
	Applicability

	[bookmark: _Hlk101897844]INVALID_MBS_SERVICE_INFO
	400 Bad Request
	The provided MBS Service Information is invalid (e.g. invalid QoS reference), incorrect or insufficient to perform MBS policy authorization.
	

	FILTER_RESTRICTIONS_NOT_OBSERVED
	400 Bad Request
	The MBS IP flow(s) description provided within the MBS Service Information cannot be handled due to the restrictions defined in clause 5.3.8 of 3GPP TS 29.214 [41] not being observed.
	

	MBS_SERVICE_AREA_NOT_SUPPORTED
	403 Forbidden
	The requested MBS Service Area is not supported by the 3GPP Core Network.
	

	MBS_SERVICE_INFO_NOT_AUTHORIZED
	403 Forbidden
	The provided MBS Service Information is rejected.
	



* * * * End of changes * * * *
