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* * * First Change * * * *
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[bookmark: _Toc25156171][bookmark: _Toc34124471][bookmark: _Toc43207585][bookmark: _Toc49857065][bookmark: _Toc56676896][bookmark: _Toc56691419][bookmark: _Toc56698683][bookmark: _Toc89034883][bookmark: _Toc89064681][bookmark: _Toc89179983][bookmark: _Toc97071661][bookmark: _Toc151414648]5.2.2.2.1.1	General
The UEContextTransfer service operation is used during the following procedure:
-	General Registration procedure (see 3GPP TS 23.502 [3], clause 4.2.2.2.2)
-	Registration with Onboarding SNPN (see 3GPP TS 23.502 [3], clause 4.2.2.2.4)
The UEContextTransfer service operation is invoked by a NF Service Consumer, e.g. a target AMF, towards the AMF (acting as source AMF), when the target AMF receives a Registration Request with the UE's 5G-GUTI included and the serving AMF has changed since last registration, to retrieve the UE Context, e.g. the UE's SUPI and MM Context, in the source AMF.
The NF Service Consumer (e.g. the target AMF) shall retrieve the UE Context by invoking the "transfer" custom method on the URI of an "Individual ueContext" resource identified by UE's 5G-GUTI, see clause 6.1.3.2.4. See also Figure 5.2.2.2.1.1-1.


Figure 5.2.2.2.1.1-1 UE Context Transfer
1.	The NF Service Consumer, e.g. target AMF, shall send a HTTP POST request to invoke "transfer" custom method on an "Individual ueContext" resource URI. The payload of the request shall be an object of "UeContextTranferReqData" data type.
	If UE Context Transfer is triggered by UE initial registration, mobility registration, disaster roaming initial registration or disaster roaming mobility registration, the NF Service Consumer, e.g. target AMF, shall set the reason attribute to "INIT_REG" or "MOBI_REG" and include the integrity protected registration request message which triggers the UE context transfer in the payload.
2a.	On success:
-	if the reason attribute is "INIT_REG" and integrity check is successful, the (source) AMF shall respond with the status code "200 OK". The payload of the response shall be an object of "UeContextTransferRspData" data type, containing:
case a) the representation of the requested UE Context as follows:
-	without PDU Session Contexts associated to the access type indicated in the request by the NF Service Consumer (e.g. target AMF); and
-	with PDU Session Contexts associated to the other access type, if the UE is registered for the other access type in the (source) AMF, unless the source AMF determines based on the PLMN ID of the (target) AMF that there is no possibility for relocating the N2 interface for non-3GPP access to the (target) AMF;
or
case b) the representation of the requested UE Context only containing the "supi" attribute, if the UE is registered in a different access type in the (source) AMF and the source AMF determines based on the PLMN ID of the (target) AMF that there is no possibility for relocating the N2 interface to the (target) AMF.
-	If the reason attribute is "MOBI_REG" and integrity check is successful, the (source) AMF shall respond with the status code "200 OK". The payload of the response shall be an object of "UeContextTransferRspData" data type, containing:
a)	the representation of the complete UE Context including available MM and PDU Session Contexts. The source AMF shall transfer the complete UE context including both access types if the UE is registered for both 3GPP and non-3GPP accesses and if the target PLMN is the same as the source PLMN; or
b)	the representation of the requested UE Context including the available MM and PDU Session Contexts for the 3GPP access type, if the UE is registered for both 3GPP and non-3GPP accesses in the (source) AMF and the source AMF determines based on the PLMN ID of the (target) AMF that there is no possibility for relocating the N2 interface for non-3GPP access to the (target) AMF.
NOTE:	The source AMF can determine that it is not possible to relocate the N2 interface to the target AMF when both AMFs pertain to different PLMNs.
	The UE context shall contain trace control and configuration parameters, if signalling based trace has been activated (see 3GPP TS 32.422 [30]).

The NF Service Consumer, e.g. target AMF, starts tracing according to the received trace control and configuration parameters, if trace data is received in the UE context indicating that signalling based trace has been activated. Once the NF Service Consumer receives subscription data, trace requirements received from the UDM supersedes the trace requirements received from the AMF.
	The UE context shall contain analytics subscription parameters, if the (source) AMF has created analytics subscription(s) towards NWDAF related to the UE (see clause 5.2.2.2.2 of 3GPP TS 23.502 [3]). The NF Service Consumer, e.g. target AMF, may take over the analytics subscription(s).
	The UE context shall contain event subscriptions information in the following cases:
a)	Any NF Service Consumer has subscribed for UE specific event; and/or
b)	Any NF Service Consumer has subscribed for UE group specific events to which the UE belongs. In this case the event subscriptions provided in the UE context shall contain the event details applicable to this specific UE in the group (e.g maxReports in options IE).
	The NF Service Consumer, e.g. target AMF, shall:
-	in case a) create event subscriptions for the UE specific events;
-	in case b) create event subscriptions for the group Id if there are no existing event subscriptions for that group Id, subscription change notification URI (subsChangeNotifyUri) and the subscription change notification correlation Id (subsChangeNotifyCorrelationId). If there is already an existing event subscription for the group Id, and for the given subscription change notification URI (subsChangeNotifyUri) and subscription change notification correlation Id (subsChangeNotifyCorrelationId), then an event subscription shall not be created at the NF Service Consumer. The individual UE specific event details (e.g maxReports in options IE) within that group shall be taken into account.
-	for both the cases, for each created event subscription, allocate a new subscription Id, if necessary (see clause 6.5.2 of 3GPP TS 29.500 [4]), and if allocated, send the new subscription Id to the notification endpoint for informing the subscription Id creation, along with the notification correlation Id for the subscription Id change. If the UEContextTransfer service operation is performed towards the old AMF as part of the EPS to 5GS mobility registration procedure using N26 interface (see clause 4.11.1.3.3 of 3GPP TS 23.502 [3]), the target AMF may also initiate event subscription synchronization procedure with UDM, as specified in clause 5.3.2.4.2, when both the target AMF and the UDM support the "ESSYNC" feature.
NOTE:	Subscription Id can be reused if the mobility is between AMFs of same AMF Set.
[bookmark: _PERM_MCCTEMPBM_CRPT03410008___3]If the UE context being transferred from the source AMF is the last UE context that belongs to a UE group Id related subscription, then the source AMF shall not delete the UE group Id related subscription until the expiry of that event subscription (see clause 5.3.2.2.2).
The source AMF shall not transfer those PDU sessions which are not supported by the target AMF, e.g. the MA-PDU sessions shall not be transferred if the target AMF does not support ATSSS.
	The UE context shall contain SNPN Onboarding indication, if the UE is registered for onboarding in an SNPN as described in clause 4.2.2.2.4 of 3GPP TS 23.502 [3]. The NF Service Consumer, i.e. target AMF, may start an implementation specific timer to deregister the onboarding registered UE, i.e. if the received UE context contains SNPN Onboarding indication.2b.	On failure or redirection, one of the HTTP status code listed in Table 6.1.3.2.4.4.2-2 shall be returned. For a 4xx/5xx response, the message body shall contain a ProblemDetails structure with the "cause" attribute set to one of the application errors listed in Table 6.1.3.2.4.4.2-2.
	If there are ongoing Network Slice Deregistration Inactivity Timer(s) for the UE, the source AMF should include the information (e.g. the expiry time) of the ongoing Network Slice Deregistration Inactivity Timer(s) in the UE context. The target AMF should resume the ongoing Network Slice Deregistration Inactivity Timer(s) if received for the S-NSSAI(s) that are allowed for the UE in the target AMF.

* * * Next Change * * * *
[bookmark: _Toc25156175][bookmark: _Toc34124475][bookmark: _Toc43207589][bookmark: _Toc49857069][bookmark: _Toc56676900][bookmark: _Toc56691423][bookmark: _Toc56698687][bookmark: _Toc89034887][bookmark: _Toc89064685][bookmark: _Toc89179987][bookmark: _Toc97071665][bookmark: _Toc151414652]5.2.2.2.3	CreateUEContext
[bookmark: _Toc25156176][bookmark: _Toc34124476][bookmark: _Toc43207590][bookmark: _Toc49857070][bookmark: _Toc56676901][bookmark: _Toc56691424][bookmark: _Toc56698688][bookmark: _Toc151414653]5.2.2.2.3.1	General
The CreateUEContext service operation is used during the following procedure:
-	Inter NG-RAN node N2 based handover (see 3GPP TS 23.502 [3], clause 4.9.1.3, and clause 4.23.7)
The CreateUEContext service operation is invoked by a NF Service Consumer, e.g. a source AMF, towards the AMF (acting as target AMF), when the source AMF can't serve the UE and selects the target AMF during the handover procedure, to create the UE Context in the target AMF.
The NF Service Consumer (e.g. the source AMF) shall create the UE Context by using the HTTP PUT method with the URI of the "Individual UeContext" resource (See clause 6.1.3.2.3.1). See also Figure 5.2.2.2.3.1-1.



Figure 5.2.2.2.3.1-1 Create UE Context
1.	The NF Service Consumer, e.g. source AMF, shall send a PUT request, to create the ueContext in the target AMF. The payload body of the PUT request shall contain a UeContextCreateData structure, including a N2 Information Notification callback URI.
[bookmark: _PERM_MCCTEMPBM_CRPT03410014___3]The UE context shall contain trace control and configuration parameters, if signalling based trace has been activated (see 3GPP TS 32.422 [30]).
	The source AMF shall transfer the complete UE context including both access types if the UE is registered for both 3GPP and non-3GPP accesses and if the target PLMN is the same as the source PLMN.
The source AMF shall transfer only UE context for 3GPP access if the source AMF determines there is no possibility for relocating the N2 interface for non-3GPP access to the (target) AMF, e.g. when the target AMF is in another PLMN.
For a UE supporting 5G-SRVCC, the NF Service Consumer (i.e. AMF) shall include the Mobile Station Classmark 2, STN-SR, C-MSISDN and Supported Codec List in the request, if available, as specified in 3GPP TS 23.502 [3].
The UE context shall contain analytics subscription parameters, if the (source) AMF has created analytics subscription(s) towards NWDAF related to the UE (see clause 5.2.2.2.11 of 3GPP TS 23.502 [3]). The NF service producer, e.g. target AMF, may take over the analytics subscription(s).
The UE context shall contain SNPN Onboarding indication and the target AMF shall support SNPN Onboarding, if the UE is registered for onboarding in an SNPN as described in clause 4.2.2.2.4 of 3GPP TS 23.502 [3].
	If there are ongoing Network Slice Deregistration Inactivity Timer(s) for the UE, the source AMF should include the information (e.g. the expiry time) of the ongoing Network Slice Deregistration Inactivity Timer(s) in the UE context.

2a.	On success, the target AMF shall respond with the status code "201 Created" if the request is accepted, together with a HTTP Location header to provide the location of a newly created resource. The payload body of the PUT response shall contain the representation of the created UE Context. If the target AMF selects a new PCF for AM Policy other than the one which was included in the UeContext by the old AMF, the target AMF shall set pcfReselectedInd to true. If the pcfReselectedInd is set to true, the source AMF shall terminate the AM Policy Association to the old PCF.
[bookmark: _PERM_MCCTEMPBM_CRPT03410015___3]The target AMF starts tracing according to the received trace control and configuration parameters, if trace data is received in the UE context indicating that signalling based trace has been activated. Once the AMF receives subscription data, trace requirements received from the UDM supersedes the trace requirements received from the NF Service Consumer.
If the target AMF receives analytics subscription parameters from the source AMF, and one or more analytics subscription(s) are not taken over by the target AMF, the target AMF shall include these analytics subscription(s) in the analyticsNotUsedList IE. The source AMF may unsubscribe the analytics subscriptions included in analyticsNotUsedList IE for the UE.
	The UE context shall contain event subscriptions information in the following cases:
a)	Any NF Service Consumer has subscribed for UE specific event; and/or
b)	Any NF Service Consumer has subscribed for UE group specific events to which the UE belongs. In this case the event subscriptions provided in the UE context shall contain the event details applicable to this specific UE in the group (e.g maxReports in options IE).
	The target AMF shall:
-	in case a) create event subscriptions for the UE specific events;
-	in case b) create event subscriptions for the group Id if there are no existing event subscriptions for that group Id, subscription change notification URI (subsChangeNotifyUri) and the subscription change notification correlation Id (subsChangeNotifyCorrelationId). If there is already an existing event subscription for the group Id and for the given subscription change notification URI (subsChangeNotifyUri) and subscription Id change notification correlation Id (subsChangeNotifyCorrelationId), then an event subscription shall not be created at the target AMF. The individual UE specific event details (e.g maxReports in options IE) within that group shall be taken into account.
-	for both the cases, for each created event subscription, allocate a new subscription Id, if necessary (see clause 6.5.2 of 3GPP TS 29.500 [4]), and if allocated send the new subscription Id to the notification endpoint for informing the subscription Id creation, along with the notification correlation Id for the subscription Id change.
NOTE:	Subscription Id can be reused if the mobility is between AMFs of same AMF Set.
[bookmark: _PERM_MCCTEMPBM_CRPT03410017___3]If the UE context being transferred from the NF service consumer (e.g. source AMF) is the last UE context that belongs to a UE group Id related subscription, then the NF service consumer (e.g. source AMF) shall not delete the UE group Id related subscription until the expiry of that event subscription (see clause 5.3.2.2.2).
If the target AMF receives SNPN Onboarding indication from the source AMF, the target AMF may start an implementation specific timer to deregister the onboarding registered UE, i.e. if the received UE context contains SNPN Onboarding indication.
	The source AMF shall:release those PDU sessions not supported by the target AMF and thus not transferred to the target AMF.
	If the source AMF includes the information of ongoing Network Slice Deregistration Inactivity Timer(s) in the UE context, the target AMF should resume the ongoing Network Slice Deregistration Inactivity Timer(s) if received for the S-NSSAI(s) that are allowed for the UE in the target AMF.

2b.	On failure or redirection, one of the HTTP status code listed in Table 6.1.3.2.3.1-3 shall be returned. For a 4xx/5xx response, the message body shall contain a UeContextCreateError structure, including:
-	a ProblemDetails structure with the "cause" attribute set to one of the application errors listed in Table 6.1.3.2.3.1-3. The cause in the error attribute shall be set to HANDOVER_FAILURE, if all of the PDU sessions are failed, e.g. no response from the SMF within a maximum wait timer;
-	NgAPCause, if available;
-	N2 information carrying the Target to Source Failure Transparent Container, if this information has been received from the target NG-RAN and if the source AMF supports the NPN feature.

* * * Next Change * * * *
[bookmark: _Toc25156356][bookmark: _Toc34124658][bookmark: _Toc43207782][bookmark: _Toc49857252][bookmark: _Toc56677088][bookmark: _Toc56691611][bookmark: _Toc56698875][bookmark: _Toc89035110][bookmark: _Toc89064908][bookmark: _Toc89180207][bookmark: _Toc97071886][bookmark: _Toc120051288][bookmark: _Toc153869860][bookmark: _Toc25156391][bookmark: _Toc34124693][bookmark: _Toc43207817][bookmark: _Toc49857287][bookmark: _Toc56677123][bookmark: _Toc56691646][bookmark: _Toc56698910][bookmark: _Toc89035145][bookmark: _Toc89064943][bookmark: _Toc89180242][bookmark: _Toc97071921][bookmark: _Toc120051323][bookmark: _Toc153869895]6.1.6.1	General
This clause specifies the application data model supported by the API.
Table 6.1.6.1-1 specifies the data types defined for the Namf_Communication service based interface protocol.
Table 6.1.6.1-1: Namf_Communication specific Data Types
	Data type
	Clause defined
	Description

	SubscriptionData
	6.1.6.2.2
	Data within an AMF Status Change Subscription request and response.

	AmfStatusChangeNotification
	6.1.6.2.3
	Data within an AMF Status Change Notification request.

	AmfStatusInfo
	6.1.6.2.4
	AMF Status Information 

	AssignEbiData
	6.1.6.2.5
	Data within an EBI assignment request.

	AssignedEbiData
	6.1.6.2.6
	Data within a successful response to an EBI assignment request.

	AssignEbiFailed
	6.1.6.2.7
	Represents failed assignment of EBI(s)

	UEContextRelease
	6.1.6.2.8
	Data within a Release UE Context request.

	N2InformationTransferReqData
	6.1.6.2.9
	Data within a N2 Information Transfer request containing the N2 information requested to be transferred to 5G AN.

	NonUeN2InfoSubscriptionCreateData
	6.1.6.2.10
	Data within a create subscription requestfor non-UE specific N2 information notification.


	NonUeN2InfoSubscriptionCreatedData
	6.1.6.2.11
	Data for the created subscription for non-UE specific N2 information notification.


	UeN1N2InfoSubscriptionCreateData
	6.1.6.2.12
	Data within a create subscription request for UE specific N1 and/or N2 information notification.


	UeN1N2InfoSubscriptionCreatedData
	6.1.6.2.13
	Data for the created subscription for UE specific N1 and/or N2 information notification.


	N2InformationNotification
	6.1.6.2.14
	Data within a N2 information notification request.

	N2InfoContainer
	6.1.6.2.15
	N2 information container.

	N1MessageNotification
	6.1.6.2.16
	Data within a N1 message notification request.

	N1MessageContainer
	6.1.6.2.17
	N1 Message Container.

	N1N2MessageTransferReqData
	6.1.6.2.18
	Data within a N1/N2 message transfer request.


	N1N2MessageTransferRspData
	6.1.6.2.19
	Data within a N1/N2 message transfer response.

	RegistrationContextContainer
	6.1.6.2.20
	Registration Context Container used to send the UE context information, N1 message from UE, AN address etc during Registration with AMF re-allocation procedure.

	AreaOfValidity
	6.1.6.2.21
	Area of validity information for N2 information transfer

	UeContextTransferReqData

	6.1.6.2.23
	Data within a UE Context Transfer Request to start transferring of an individual ueContext resource from old AMF to new AMF.


	UeContextTransferRspData

	6.1.6.2.24
	Data within a successful response to the UE Context Transfer request.


	UeContext
	6.1.6.2.25
	Represents an individual ueContext resource

	N2SmInformation
	6.1.6.2.26
	Represents the session management SMF related N2 information data part.

	N2InfoContent
	6.1.6.2.27
	Represents a transparent N2 information content to be relayed by AMF.

	NrppaInformation
	6.1.6.2.28
	Represents a NRPPa related N2 information data part.

	PwsInformation
	6.1.6.2.29
	Represents a PWS related information data part.

	N1N2MsgTxfrFailureNotification
	6.1.6.2.30
	Data within a N1/N2 Message Transfer Failure Notification request

	N1N2MessageTransferError
	6.1.6.2.31
	Data within a N1/N2 Message Transfer Error response.

	N1N2MsgTxfrErrDetail
	6.1.6.2.32
	N1/N2 Message Transfer Error Details

	N2InformationTransferRspData
	6.1.6.2.33
	Data within a successful response to the N2 Information Transfer request to transfer N2 Information to the AN.

	MmContext
	6.1.6.2.34
	Represents a Mobility Management Context in UE Context

	SeafData
	6.1.6.2.35
	Represents SEAF data derived from data received from AUSF

	NasSecurityMode
	6.1.6.2.36
	Indicates the NAS Security Mode

	PduSessionContext
	6.1.6.2.37
	Represents a PDU Session Context in UE Context

	NssaiMapping
	6.1.6.2.38
	Represents the mapping between a S-NSSAI in serving PLMN to a S-NSSAI in home PLMN.

	UeRegStatusUpdateReqData
	6.1.6.2.39
	Data within a UE registration status update request to indicate a completion of transferring at a target AMF.

	AssignEbiError
	6.1.6.2.40
	Data within a failure response to the EBI assignment request.


	UeContextCreateData
	6.1.6.2.41
	Data within a request to create an individual ueContext resource

	UeContextCreatedData
	6.1.6.2.42
	Data within a successful response for creating an individual ueContext resource

	UeContextCreateError
	6.1.6.2.43
	Data within a failure response for creating a UE context

	NgRanTargetId
	6.1.6.2.44
	Indicates a NG RAN as target of the handover

	N2InformationTransferError
	6.1.6.2.45
	Data within a failure response for a non-UE related N2 Information Transfer. 

	PWSResponseData
	6.1.6.2.46
	Data related PWS included in a N2 Information Transfer response.

	PWSErrorData
	6.1.6.2.47
	Data related to PWS error included in a N2 Information Transfer failure response.

	NgKsi
	6.1.6.2.49
	Represents the ngKSI (see 3GPP TS 33.501 [27])

	KeyAmf
	6.1.6.2.50
	Represents the Kamf or K'amf. (see 3GPP TS 33.501 [27]).

	ExpectedUeBehavior
	6.1.6.2.51
	Represents the expected UE behavior (e.g. UE moving trajectory) and its validity period.

	UeRegStatusUpdateRspData
	6.1.6.2.52
	Data within a UE registration status update response to provides the status of UE context transfer status update at a source AMF.

	N2RanInformation
	6.1.6.2.53
	Represents the RAN related N2 information data part.

	N2InfoNotificationRspData
	6.1.6.2.54
	Data within a N2 information notification response.

	SmallDataRateStatusInfo
	6.1.6.2.55
	Represents the small data rate status

	SmfChangeInfo
	6.1.6.2.56
	SMF change information for PDU session(s)

	V2xContext
	6.1.6.2.57
	Represents the V2X services related parameters

	ImmediateMdtConf
	6.1.6.2.58
	Immediate MDT Configuration

	V2xInformation
	6.1.6.2.59
	V2X related N2 information

	EpsNasSecurityMode
	6.1.6.2.60
	Indicates the EPS NAS Security Mode

	UeContextRelocateData
	6.1.6.2.61
	Data within a Relocate UE Context request

	UeContextRelocatedData
	6.1.6.2.62
	Data within a Relocate UE Context 

	EcRestrictionDataWb
	6.1.6.2.64
	Enhanced Coverage Restriction Data for WB-N1 mode.


	ExtAmfEventSubscription
	6.1.6.2.65
	AMF event subscription extended with additional information received for the subscription

	AmfEventSubscriptionAddInfo
	6.1.6.2.66
	Additional information received for an AMF event subscription, e.g. binding indications.

	UeContextCancelRelocateData
	6.1.6.2.67
	Data structure used for cancellation of UE Context Relocation.

	UeDifferentiationInfo
	6.1.6.2.68
	Represents the UE Differentiation Information and its validity time.

	CeModeBInd
	6.1.6.2.69
	CE-mode-B Support Indicator

	LteMInd
	6.1.6.2.70
	LTE-M Indication

	NpnAccessInfo
	6.1.6.2.71
	NPN Access Information

	ProseContext
	6.1.6.2.72
	Represents the ProSE services related parameters

	AnalyticsSubscription
	6.1.6.2.73
	Analytics subscriptions created in the NWDAF.

	NwdafSubscription
	6.1.6.2.74
	Individual NWDAF subscription identified by the subscription Id.

	UpdpSubscriptionData
	6.1.6.2.75
	UE policy delivery related N1 message notification subscription data

	ProSeInformation
	6.1.6.2.76
	5G ProSe related N2 information.

	ReleaseSessionInfo
	6.1.6.2.77
	PDU session Id(s) and the cause for triggering the release

	AreaOfInterestEventState
	6.1.6.2.78
	Area Of Interest Event State in old AMF

	TssInformation
	6.1.6.2.79
	TSS related N2 information

	AmPolicyInfoContainer
	6.1.6.2.80
	AM Policy Information Container

	RslpInformation
	6.1.6.2.81
	Ranging/SL positioning related N2 information

	A2xContext
	6.1.6.2.82
	Represents the A2X services related parameters

	A2xInformation
	6.1.6.2.83
	A2X related N2 information

	LcsUpContext
	6.1.6.2.84
	Represents the LCS UP related parameters

	DeregInactTimerInfo
	6.1.6.2.xx
	Network Slice Deregistration Inactivity Timer Information

	EpsBearerId
	6.1.6.3.2
	EPS Bearer Identifier

	Ppi
	6.1.6.3.2
	Paging Policy Indicator

	NasCount
	6.1.6.3.2
	Represents a NAS COUNT

	5GMmCapability
	6.1.6.3.2
	Represents a 5GMM capability

	UeSecurityCapability
	6.1.6.3.2
	Represents a UE Security Capability

	S1UeNetworkCapability
	6.1.6.3.2
	Represents a S1 UE Network Capability

	DrxParameter
	6.1.6.3.2
	Indicates the UE DRX Parameters

	OmcIdentifier
	6.1.6.3.2
	Represents the OMC Identifier

	MSClassmark2
	6.1.6.3.2
	Indicates the MS Classmark 2 of a 5G SRVCC UE

	SupportedCodec
	6.1.6.3.2
	Indicates the supported codec of a 5G SRVCC UE

	StatusChange
	6.1.6.3.3
	Enumeration for AMF status

	N2InformationClass
	6.1.6.3.4
	Enumeration for N2 Information Class

	N1MessageClass
	6.1.6.3.5
	Enumeration for N1 Message Class

	N1N2MessageTransferCause
	6.1.6.3.6
	Enumeration for N1N2Message Transfer Cause

	UeContextTransferStatus
	6.1.6.3.7
	Describes the status of an individual ueContext resource in UE Context Transfer procedures

	N2InformationTransferResult
	6.1.6.3.8
	Describes the result of N2 information transfer by AMF to the AN.

	CipheringAlgorithm
	6.1.6.3.9
	Indicates the supported Ciphering Algorithm

	IntegrityAlgorithm
	6.1.6.3.10
	Indicates the supported Integrity Algorithm

	SmsSupport
	6.1.6.3.11
	Indicates the supported SMS delivery of a UE.

	ScType
	6.1.6.3.12
	Indicates the security context type.

	KeyAmfType
	6.1.6.3.13
	Indicates the Kamf type.

	TransferReason
	6.1.6.3.14
	Indicates UE Context Transfer Reason

	PolicyReqTrigger
	6.1.6.3.15
	Policy Request Triggers

	RatSelector
	6.1.6.3.16
	Indicates the RAT type for the transfer of N2 information

	NgapIeType
	6.1.6.3.17
	Indicates the supported NGAP IE types

	N2InfoNotifyReason
	6.1.6.3.18
	N2 Information Notify Reason

	SmfChangeIndication
	6.1.6.3.19
	Indicates the I-SMF or V-SMF change or removal

	SbiBindingLevel
	6.1.6.3.20
	SBI Binding Level

	EpsNasCipheringAlgorithm
	6.1.6.3.21
	Indicates the supported EPS NAS Ciphering Algorithm

	EpsNasIntegrityAlgorithm
	6.1.6.3.22
	Indicates the supported EPS NAS Integrity Algorithm

	PeriodicCommunicationIndicator
	6.1.6.3.23
	Indicates  the Periodic Communication Indicator

	UuaaMmStatus
	6.1.6.3.24
	Indicates UUAA-MM status

	ReleaseCause
	6.1.6.3.25
	The cause for triggering the release



Table 6.1.6.1-2 specifies data types re-used by the Namf service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Namf service based interface.
Table 6.1.6.1-2: Namf re-used Data Types
	Data type
	Reference
	Comments

	Snssai
	3GPP TS 29.571 [6]
	

	Arp
	3GPP TS 29.571 [6]
	

	PduSesisonId
	3GPP TS 29.571 [6]
	

	Guami
	3GPP TS 29.571 [6]
	Globally Unique AMF Identifier

	AmfName
	3GPP TS 29.571 [6]
	The name of the AMF

	Supi
	3GPP TS 29.571 [6]
	Subscription Permanent Identifier

	Cause
	3GPP TS 29.571 [6]
	5G-AN Cause

	ProblemDetails
	3GPP TS 29.571 [6]
	Detailed problems in failure case

	supportedFeatures
	3GPP TS 29.571 [6]
	Supported Features

	TimeZone
	3GPP TS 29.571 [6]
	

	UserLocation
	3GPP TS 29.571 [6]
	

	AccessType
	3GPP TS 29.571 [6]
	

	AllowedNssai
	3GPP TS 29.531 [18]
	

	NfInstanceId
	3GPP TS 29.571 [6]
	

	Uri
	3GPP TS 29.571 [6]
	

	Ecgi
	3GPP TS 29.571 [6]
	EUTRA Cell Identifier

	Ncgi
	3GPP TS 29.571 [6]
	NR Cell Identifier

	Uint16
	3GPP TS 29.571 [6]
	

	5Qi
	3GPP TS 29.571 [6]
	5G QoS Identifier

	CorrelationID
	3GPP TS 29.572 [25]
	LCS Correlation ID

	Pei
	3GPP TS 29.571 [6]
	

	Dnn
	3GPP TS 29.571 [6]
	

	Gpsi
	3GPP TS 29.571 [6]
	

	GroupId
	3GPP TS 29.571 [6]
	

	PlmnId
	3GPP TS 29.571 [6]
	

	RfspIndex
	3GPP TS 29.571 [6]
	

	EbiArpMapping
	3GPP TS 29.502 [16]
	EBI - ARP mapping

	NsiId
	3GPP TS 29.531 [18]
	

	TraceData
	3GPP TS 29.571 [6]
	Trace control and configuration parameters

	ConfiguredSnssai
	3GPP TS 29.531 [18]
	

	NgApCause
	3GPP TS 29.571 [6]
	Represents the NG AP cause IE

	Area
	3GPP TS 29.571 [6]
	

	ServiceAreaRestriction
	3GPP TS 29.571 [6]
	

	CoreNetworkType
	3GPP TS 29.571 [6]
	

	Ambr
	3GPP TS 29.571 [6]
	

	SliceMbr
	3GPP TS 29.571 [6]
	

	GlobalRanNodeId
	3GPP TS 29.571 [6]
	

	NfGroupId
	3GPP TS 29.571 [6]
	Network Function Group Id

	DurationSec
	3GPP TS 29.571 [6]
	

	StnSr
	3GPP TS 29.571 [6]
	Session Transfer Number for SRVCC

	CMsisdn
	3GPP TS 29.571 [6]
	Correlation MSISDN

	DateTime
	3GPP TS 29.571 [6]
	

	SmallDataRateStatus
	3GPP TS 29.571 [6]
	

	NfSetId
	3GPP TS 29.571 [13]
	NF Set ID

	NfServiceSetId
	3GPP TS 29.571 [13]
	NF Service Set ID

	LMFIdentification
	3GPP TS 29.572 [25]
	LMF Identification

	PlmnAssiUeRadioCapId
	3GPP TS 29.571 [6]
	

	ManAssiUeRadioCapId
	3GPP TS 29.571 [6]
	

	NrV2xAuth
	3GPP TS 29.571 [6]
	NR V2X services authorized

	LteV2xAuth
	3GPP TS 29.571 [6]
	LTE V2X services authorized

	BitRate
	3GPP TS 29.571 [6]
	Bit Rate

	Pc5QoSPara
	3GPP TS 29.571 [6]
	PC5 QoS parameters

	PduSessionInfo
	3GPP TS 29.571 [6]
	The Slice and DNN combination of a PDU session.

	PcfUeCallbackInfo
	3GPP TS 29.571 [6]
	The callback information of the PCF for the UE to allow the PCF for the PDU session to send SM Policy Association Establishment and Termination events notification.

	CnAssistedRanPara
	3GPP TS 29.502 [16]
	SMF derived CN assisted RAN Parameters Tuning

	MoExpDataCounter
	3GPP TS 29.571 [6]
	MO Exception Data Counter

	CagData
	3GPP TS 29.503 [35]
	Closed Access Group Data

	NssaaStatus
	3GPP TS 29.571 [6]
	Subscribed S-NSSAI subject to NSSAA procedure and the status

	JobType
	3GPP TS 29.571 [6]
	Job Type in the trace

	MeasurementLteForMdt
	3GPP TS 29.571 [6]
	Measurements used for MDT in LTE in the trace

	MeasurementNrForMdt
	3GPP TS 29.571 [6]
	Measurements used for MDT in NR in the trace

	ReportingTrigger
	3GPP TS 29.571 [6]
	Reporting Triggers for MDT in the trace

	ReportIntervalMdt
	3GPP TS 29.571 [6]
	Report Interval for MDT in LTE in the trace

	ReportAmountMdt
	3GPP TS 29.571 [6]
	Report Amount for MDT in the trace

	CollectionPeriodRmmLteMdt
	3GPP TS 29.571 [6]
	Collection period for RRM measurements LTE for MDT in the trace

	MeasurementPeriodLteMdt
	3GPP TS 29.571 [6]
	Measurement period LTE for MDT in the trace in

	AreaScope
	3GPP TS 29.571 [6]
	Area Scope

	PositioningMethodMdt
	3GPP TS 29.571 [6]
	Positioning Method for MDT in the trace in LTE

	ReportIntervalNrMdt
	3GPP TS 29.571 [6]
	Report Interval for MDT in NR in the trace 

	CollectionPeriodRmmNrMdt
	3GPP TS 29.571 [6]
	Collection period for RRM measurements NR for MDT in the trace

	SensorMeasurement
	3GPP TS 29.571 [6]
	Sensor information for MDT in the trace

	ScheduledCommunicationTime
	3GPP TS 29.571 [6]
	Scheduled Communication Time

	StationaryIndication
	3GPP TS 29.571 [6]
	Stationary Indication

	TrafficProfile
	3GPP TS 29.571 [6]
	Traffic Profile

	BatteryIndication
	3GPP TS 29.571 [6]
	Battery Indication

	NFType
	3GPP TS 29.510 [29]
	NF type

	UeAuth
	3GPP TS 29.571 [6]
	UE authorisation for PC5 service

	PartitioningCriteria
	3GPP TS 29.571 [6]
	Partitioning Criteria

	RedirectResponse
	3GPP TS 29.571 [6]
	Response body of the redirect response message.

	CagId
	3GPP TS 29.571 [6]
	CAG ID

	NnwdafEventsSubscription
	3GPP TS 29.520 [52]
	Represents an Individual NWDAF Event Subscription resource

	PresenceInfo
	3GPP TS 29.571 [6]
	

	UePositioningCapabilities
	3GPP TS 29.572 [25]
	Indicates the positioning capabilities supported by the UE.

	SmfSelectionData
	3GPP TS 29.507 [32]
	

	EpsInterworkingInfo
	3GPP TS 29.503 [35]
	

	IpAddress
	3GPP TS 29.503 [35]
	

	Fqdn
	3GPP TS 29.571 [6]
	

	PresenceState
	3GPP TS 29.571 [6]
	Presence State

	SatelliteBackhaulCategory
	3GPP TS 29.571 [6]
	Satellite Backhaul Category

	WirelineServiceAreaRestriction
	3GPP TS 29.571 [6]
	

	[bookmark: _Hlk135894853]PartiallyAllowedSnssai
	3GPP TS 29.571 [6]
	S-NSSAI with TAIs information

	VarRepPeriod
	3GPP TS 29.571 [6]
	Variable Reporting Periodicity

	AsTimeDistributionParam
	3GPP TS 29.507 [32]
	

	PruInd
	3GPP TS 29.503 [35]
	PRU Indicator

	SliceUsageControlInfo
	3GPP TS 29.571 [6]
	Slice Usage Control Information

	MbsrOperationAllowed
	3GPP TS 29.503 [35]
	MBSR Operation Information

	UpConnectionStatus
	3GPP TS 29.572 [25]
	Satellite Backhaul Category

	LMFIdentification
	3GPP TS 29.572 [25]
	

	TaiRange
	3GPP TS 29.510 [29]
	TAI range



* * * Next Change * * * *
6.1.6.2.34	Type: MmContext
Table 6.1.6.2.34-1: Definition of type MmContext
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	accessType
	AccessType
	M
	1
	This IE shall contain the access type of the MM context.
	

	nasSecurityMode
	NasSecurityMode
	C
	0..1
	This IE shall be present if available in 3GPP access MM context. When present, this IE shall contain the used NAS security mode of the UE.
	

	epsNasSecurityMode
	EpsNasSecurityMode
	C
	0..1
	This IE shall be present in 3GPP access MM context if selected EPS NAS security algorithms have been previously provided to the UE, as specified in clause 6.7.2 of 3GPP TS 33.501 [27].

When present, this IE shall contain the selected EPS NAS security algorithms provided to the UE.
	

	nasDownlinkCount
	NasCount
	C
	0..1
	This IE shall be present if available in 3GPP access MM context. When present, this IE shall contain the NAS downlink count of the UE.
	

	nasUplinkCount
	NasCount
	C
	0..1
	This IE shall be present if available in 3GPP access MM context. When present, this IE shall contain the NAS uplink count of the UE.
	

	ueSecurityCapability
	UeSecurityCapability
	C
	0..1
	This IE shall be present if available in 3GPP access MM context. When present, this IE shall contain the UE security capability
	

	s1UeNetworkCapability
	S1UeNetworkCapability
	C
	0..1
	This IE shall be present if available in 3GPP access MM context. When present, this IE shall contain the S1 UE network capabilities.
	

	allowedNssai
	array(Snssai)
	C
	1..N
	This IE shall be present if the source AMF and the target AMF are in the same PLMN and if available. When present, this IE shall contain the allowed NSSAI for the access type.
	

	nssaiMappingList
	array(NssaiMapping)
	C
	1..N
	This IE shall be present if the source AMF and the target AMF are in the same PLMN and if available. When present, this IE shall contain the mapping of the allowed NSSAI and if available the partially allowed NSSAI for the UE.
	

	allowedHomeNssai
	array(Snssai)
	C
	1..N
	This IE shall be present if the source AMF and the target AMF are in different PLMNs and if available. When present, this IE shall contain the home S-NSSAIs corresponding to the allowed NSSAI and if available the partially allowed NSSAI for the access type.
	

	[bookmark: _Hlk134474251]partiallyAllowedNssai
	array(PartiallyAllowedSnssai)
	C
	1..N
	[bookmark: _Hlk135838010]This IE shall be present if the source and target AMF supports the partially allowed S-NSSAI feature and if the source AMF and target AMF pertain to the same PLMN.
When present, this IE shall contain the partially allowed S-NSSAI list and the TAI list where the S-NSSAI(s) are allowed.
See 3GPP TS 23.502 [3] clause 4.2.2.2.2.
	PAR-NS

	nsInstanceList
	array(NsiId)
	C
	1..N
	This IE shall be present if available. When present, it shall indicate the Network Slice Instances selected for the UE.
	

	expectedUEbehavior
	ExpectedUeBehavior
	C
	0..1
	This IE shall be present if available. When present it shall indicate the expected UE moving trajectory and its validity period. See 3GPP TS 23.502 [3] clause 4.15.6.3.
	

	ueDifferentiationInfo
	UeDifferentiationInfo
	C
	0..1
	This IE shall be present if available. When present it shall indicate UE Differentiation Information and its validity period.
	

	plmnAssiUeRadioCapId
	PlmnAssiUeRadioCapId
	C
	0..1
	This IE shall be present if the source AMF supports RACS feature and if available. When present it shall be the PLMN-assigned UE Radio Capability ID.
(NOTE 1)
	

	manAssiUeRadioCapId
	ManAssiUeRadioCapId
	C
	0..1
	This IE shall be present if the source AMF supports RACS feature and if available. When present it shall be the Manufacturer-assigned UE Radio Capability ID.
	

	ucmfDicEntryId
	string
	C
	0..1
	This IE shall be present if the source AMF supports RACS feature and if available. When present it shall be the UCMF allocated dicEntryId received from the UCMF.
	

	n3IwfId
	GlobalRanNodeId
	C
	0..1
	This IE shall be present during Registration procedure with AMF changes as specified in clause 4.2.2.2 of 3GPP TS 23.502 [3] and inter AMF handover procedure, if the old AMF holds UE context established via N3IWF and if the PDU sessions associated with the non-3GPP access are transferred to the new AMF (see clause 5.2.2.2.1.1 and 5.2.2.2.3.1).
When present, this IE shall contain the Global RAN Node ID of N3IWF.
	

	wagfId
	GlobalRanNodeId
	C
	0..1
	This IE shall be present during Registration procedure with AMF changes as specified in clause 4.2.2.2 of 3GPP TS 23.502 [3] and inter AMF handover procedure, if the old AMF holds UE context established via W-AGF and if the PDU sessions associated with the non-3GPP access are transferred to the new AMF (see clause 5.2.2.2.1.1 and 5.2.2.2.3.1).
When present, this IE shall contain the Global RAN Node ID of W-AGF.
	

	tngfId
	GlobalRanNodeId
	C
	0..1
	This IE shall be present during Registration procedure with AMF changes as specified in clause 4.2.2.2 of 3GPP TS 23.502 [3] and inter AMF handover procedure, if the old AMF holds UE context established via TNGF and if the PDU sessions associated with the non-3GPP access are transferred to the new AMF (see clause 5.2.2.2.1.1 and 5.2.2.2.3.1).
When present, this IE shall contain the Global RAN Node ID of TNGF.
	

	anN2ApId
	integer
	C
	0..1
	This IE shall be present during Registration procedure with AMF changes, as specified in clause 4.2.2.2 of 3GPP TS 23.502 [3] and inter AMF handover procedure, if the old AMF holds UE context established via N3IWF/W-AGF/TNGF and the UE is in CM-CONNECTED state via N3IWF/W-AGF/TNGF and if the PDU sessions associated with the non-3GPP access are transferred to the new AMF (see clause 5.2.2.2.1.1 and 5.2.2.2.3.1).
When present, this IE shall contain the RAN UE NGAP ID over N2 interface.
	

	nssaaStatusList
	array(NssaaStatus)
	C
	1..N
	This IE shall be present if available. When present, it shall contain the subscribed S-NSSAIs subject to NSSAA procedure and for which a status information is available. See 3GPP TS 23.501 [2] clause 5.15.5.2.1 and 3GPP TS 23.502 [3] clause 5.2.2.2.2.
	

	pendingNssaiMappingList
	array(NssaiMapping)
	C
	1..N
	This IE shall be present if available. When present, this IE shall contain the mapping of the pending NSSAI for the UE.
	

	uuaaMmStatus
	UuaaMmStatus
	C
	0..1
	This IE shall be present if available in 3GPP access MM context.
When present, this IE shall indicate the status of UUAA-MM if the AMF is configured to perform the UAV authentication/authorization at 5GS registration as described in clause 5.2.2 of 3GPP TS 23.256 [56]. 
	

	[bookmark: _Hlk160012058]deregInactTimerList
	map(DeregInactTimerInfo)
	C
	0..1
	This IE shall be present if there are ongoing Network Slice Deregistration Inactivity Timer(s) in the old AMF for certain S-NSSAI(s) for the UE during an intra PLMN mobility procedure.

When present, this IE shall indicate the list of Ongoing Network Slice Deregistration Inactivity Timer Information per S-NSSAI for the UE. The S-NSSAI shall be used as the key of the map.
	SliceUsageCtrl

	NOTE 1:	If the AMF supports RACS and the AMF detects that the selected PLMN during a service request procedure is different from the currently registered PLMN for the UE, the AMF stores the UE Radio Capability ID of the newly selected PLMN in the UE context as described in clause 5.2.3.2 of 3GPP TS 23.502 [3], and provides this UE Radio Capability ID to the target AMF during any subsequent inter-AMF mobility.
	



Editor's note: It is FFS whether and how to address a partially allowed S-NSSAI upon inter-AMF mobility in a same PLMN when the source AMF would support partially allowed S-NSSAIs but the target AMF would not, e.g. whether the Source AMF should in such a case send the partially allowed S-NSSAI in the allowedNssai IE.

* * * Next Change * * * *
6.1.6.2.xx	Type: DeregInactTimerInfo
Table 6.1.6.2.xx-1: Definition of type DeregInactTimerInfo
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	deregInactExpiryTime
	DateTime
	M
	1
	The value of the IE shall indicate the expiry time (in UTC) of the active Network Slice Deregistration Inactivity Timer of a Network Slice subject to Network-Controlled Slice Usage Control.
	



* * * Next Change * * * *
[bookmark: _Toc25156446][bookmark: _Toc34124750][bookmark: _Toc43207876][bookmark: _Toc49857349][bookmark: _Toc56677189][bookmark: _Toc56691712][bookmark: _Toc56698976][bookmark: _Toc89035226][bookmark: _Toc89065024][bookmark: _Toc89180323][bookmark: _Toc97072002][bookmark: _Toc120051407][bookmark: _Toc153869985]6.1.8	Feature Negotiation
The feature negotiation mechanism specified in clause 6.6 of 3GPP TS 29.500 [4] shall be used to negotiate the optional features applicable between the AMF and the NF Service Consumer, for the Namf_Communication service, if any.

The NF Service Consumer shall indicate the optional features it supports for the Namf_Communication service, if any, by including the supportedFeatures attribute in content of the HTTP Request Message for following service operations:

-	N1N2MessgeTransfer, as specified in clause 5.2.2.3.1;
-	N1N2MessageSubscribe, as specified in clause 5.2.2.3.3;
-	NonUeN2InfoSubscribe, as specified in clause 5.2.2.4.2;
-	UeContextTransfer, as specified in clause 5.2.2.2.1;
-	CreateUEContext, as specified in clause 5.2.2.2.3
The AMF shall determine the supported features for the service operations as specified in clause 6.6 of 3GPP TS 29.500 [4] and shall indicate the supported features by including the supportedFeatures attribute in content of the HTTP response for the service operation.

The syntax of the supportedFeatures attribute is defined in clause 5.2.2 of 3GPP TS 29.571 [6].

The following features are defined for the Namf_Communication service.
Table 6.1.8-1: Features of supportedFeatures attribute used by Namf_Communication service
	Feature Number
	Feature
	M/O
	Description

	1
	DTSSA
	O
	Deployments Topologies with specific SMF Service Areas.

An AMF that supports this feature shall support the procedures specified in clause 5.34 of 3GPP TS 23.501 [2] and in clause 4.23 of 3GPP TS 23.502 [3].

	2
	ENS
	O
	This feature bit indicates whether the AMF supports procedures related to Network Slicing (see 3GPP TS 23.501 [2] clause 5.15.7). This includes supporting the RelocateUEContext service operation (see clause 5.2.2.2.5).

	3
	CIOT
	O
	Cellular IoT

Support of this feature implies the support of all the CIoT features specified in clause 5.31 of 3GPP TS 23.501 [2], including in particular corresponding service's extensions to support:

[bookmark: _PERM_MCCTEMPBM_CRPT03410201___7]-	NB-IoT and LTE-M RAT types;
-	Control Plane CIoT 5GS Optimisation;
-	Rate control of user data.


	4
	MAPDU
	O
	This feature bit indicates whether the AMF supports Multi-Access PDU session procedures related to Access Traffic Steering, Switching and Splitting (see clauses 4.2.10 and 5.32 of 3GPP TS 23.501 [2]).

	5
	NPN
	O
	Non-Public Network

Support of this feature implies support of NPN information and receipt of a Create UE context error response with a binary part during an Inter-AMF N2 Handover.

	6
	ELCS
	O
	This feature indicates supports of enhanced LCS, including the capability for the AMF to send an LCS message through the target access type requested by the LMF.

	7
	ES3XX
	M
	Extended Support of HTTP 307/308 redirection

An NF Service Consumer (e.g. SMF) that supports this feature shall support handling of HTTP 307/308 redirection for any service operation of the Namf_Communication service. An NF Service Consumer that does not support this feature does only support HTTP redirection as specified for 3GPP Release  15.

	8
	EAEA
	O
	EBI and ARP mapping update in EBIAssignment

Support of this feature implies support of updating the mapping of EBI and ARP in EBIAssignment for a QoS flow to which an EBI is already allocated.

	9
	ProSe
	O
	This feature indicates the support of UE policy and N2 information provisioning for 5G ProSe.

	10
	UAV
	O
	Uncrewed Aerial Vehicle
This feature indicates the support of UAV feature at AMF. When this feature is supported at the AMF, the AMF shall perform the UUAA-MM procedure defined in 3GPP TS 23.256 [56].

	11
	SPAE
	O
	SM Policy Association Events

This feature bit indicates whether the AMF supports the SM Policy Association establishment and termination event notification information handling, i.e. whereby the PCF for UE subscribes to SM Policy Association events to the PCF for SM Policy via the AMF and SMF, as specified in clause 4.3.2.2.1 and clause 4.3.3.2 of 3GPP TS 23.502 [3].


	12
	eNPN
	O
	Enhanced support of Non-Public Networks (eNPN)

This feature indicates the AMF supports UE registration for onboarding in an SNPN, see clause 5.30.2.10.2.6 and clause 5.30.2.10.2.7 in 3GPP TS 23.501 [2]).

	13
	3GA-N3GA-HO
	O
	Handover between 3GPP and non-3GPP accesses

An AMF and SMF that supports Handover between 3GPP and non-3GPP accesses shall support this feature, i.e. setting the targetAccess IE in N1N2MessageTransfer Request to the old access type when releasing the N2 PDU session resources in the old access (see clauses 5.2.2.3.1.1 and 6.1.6.2.18)


	14
	PAR-NS
	O
	Partially Allowed/Rejected Network Slice

This feature indicates the AMF supports the partially allowed network slice and the partially reject Network slice. See 3GPP TS 23.501 [2] clause 5.15.17.


	15
	NTSSM
	O
	Network Timing Synchronization Status Monitoring

This feature bit indicates that the AMF supports transferring TSS related information in the N2InformationTransferReqData and a subscription, e.g. created by a TSCTSF, to get notification for Non-UE related N2 Information for the Network Timing Synchronization Status information.


	16
	RACS
	O
	Support of RACS feature as specified in clause 5.4.4.1a in 3GPP TS 23.501 [2]).

During an Inter AMF mobility procedure, the source AMF may decide to not include ueRadioCapability and ueRadioCapabilityForPaging in the UeContextTransferRspData or UeContextCreateData if the target AMF supports RACS feature, the target AMF can retrieve the same using UE Radio Capability ID Id(s) included in the MM Context.


	17
	Ranging_SL
	O
	This feature indicates the support of UE policy and N2 information provisioning for Ranging/SL positioning as specified in 3GPP TS 23.586 [59].

	18
	A2X
	O
	This feature indicates the support of UE policy and N2 information provisioning for A2X communication as specified in 3GPP TS 23.256 [56]

	19
	AoV-En
	O
	This feature indicates the support of enhanced AreaOfValidity handling.

When invoking N1N2MessageTransfer to deliver N2 information, the SMF may use the TAI range list to efficiently indicate the area scope to deliver the N2 information, if the AMF supports this feature.

	xx
	SliceUsageCtrl
	O
	Network Slice Usage Control

An AMF supporting this feature shall support the Network Slice Usage Control as specified in clause 5.15.15 in 3GPP TS 23.501 [2]).

	Feature number: The order number of the feature within the supportedFeatures attribute (starting with 1).
Feature: A short name that can be used to refer to the bit and to the feature.
M/O: Defines if the implementation of the feature is mandatory ("M") or optional ("O").
Description: A clear textual description of the feature.
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*************** Text Skipped for Clarity ******************
    MmContext:
      description: Represents a Mobility Management Context in UE Context
      type: object
      properties:
        accessType:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/AccessType'
        nasSecurityMode:
          $ref: '#/components/schemas/NasSecurityMode'
        epsNasSecurityMode:
          $ref: '#/components/schemas/EpsNasSecurityMode'
        nasDownlinkCount:
          $ref: '#/components/schemas/NasCount'
        nasUplinkCount:
          $ref: '#/components/schemas/NasCount'
        ueSecurityCapability:
          $ref: '#/components/schemas/UeSecurityCapability'
        s1UeNetworkCapability:
          $ref: '#/components/schemas/S1UeNetworkCapability'
        allowedNssai:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/Snssai'
          minItems: 1
        nssaiMappingList:
          type: array
          items:
            $ref: '#/components/schemas/NssaiMapping'
          minItems: 1
        allowedHomeNssai:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/Snssai'
          minItems: 1
        partiallyAllowedNssai:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/PartiallyAllowedSnssai'
          minItems: 1
        nsInstanceList:
          type: array
          items:
            $ref: 'TS29531_Nnssf_NSSelection.yaml#/components/schemas/NsiId'
          minItems: 1
        expectedUEbehavior:
          $ref: '#/components/schemas/ExpectedUeBehavior'
        ueDifferentiationInfo:
          $ref: '#/components/schemas/UeDifferentiationInfo'
        plmnAssiUeRadioCapId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/PlmnAssiUeRadioCapId'
        manAssiUeRadioCapId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/ManAssiUeRadioCapId'
        ucmfDicEntryId:
          type: string
        n3IwfId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/GlobalRanNodeId'
        wagfId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/GlobalRanNodeId'
        tngfId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/GlobalRanNodeId'
        anN2ApId:
          type: integer
        nssaaStatusList:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/NssaaStatus'
          minItems: 1
        pendingNssaiMappingList:
          type: array
          items:
            $ref: '#/components/schemas/NssaiMapping'
          minItems: 1
        uuaaMmStatus:
          $ref: '#/components/schemas/UuaaMmStatus'
        deregInactTimerList:
          description: The S-NSSAI shall be used as the key of the map.
          type: object
          additionalProperties:
            $ref: '#/components/schemas/DeregInactTimerInfo'
      required:
        - accessType

*************** Text Skipped for Clarity ******************

    LcsUpContext:
      description: Represents the LCS UP related parameters
      type: object
      properties:
        upConnectionStatus:
          $ref: 'TS29572_Nlmf_Location.yaml#/components/schemas/UpConnectionStatus'
        servingLMFIdentification:
          $ref: 'TS29572_Nlmf_Location.yaml#/components/schemas/LMFIdentification'

    DeregInactTimerInfo:
      description: Network Slice Deregistration Inactivity Timer Information
      type: object
      required:
        - deregInactExpiryTime
      properties:
        deregInactExpiryTime:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NssaaStatus'

#
# SIMPLE DATA TYPES
#

*************** Text Skipped for Clarity ******************

* * * End of Changes * * * *
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