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[bookmark: _Toc20156232][bookmark: _Toc27501389][bookmark: _Toc36049515][bookmark: _Toc45210281][bookmark: _Toc51861106][bookmark: _Toc114756037][bookmark: _Toc98840425]* * * First Change * * * *
[bookmark: _Toc155360595][bookmark: _Toc146246983]24.3.2.1.1	Originating procedures
Upon receipt of a "SIP INVITE request for MCData adhoc group session for originating participating MCData function" containing an application/vnd.3gpp.mcdata-info+xml MIME body with the <request-type> element set to a value of "adhoc-group-sds-session" or a value of "adhoc-group-fd-session", the participating MCData function:
1)	if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP INVITE request with a SIP 500 (Server Internal Error) response. The participating MCData function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [4]. Otherwise, continue with the rest of the steps;
2)	shall determine the MCData ID of the calling user from public user identity in the P-Asserted-Identity header field of the SIP INVITE request;
NOTE 1:	The MCData ID of the calling user is bound to the public user identity at the time of service authorisation, as documented in clause 7.3.
3)	if the participating MCData function cannot find a binding between the public user identity and an MCData ID or if the validity period of an existing binding has expired, then the participating MCData function shall reject the SIP INVITE request with a SIP 404 (Not Found) response with the warning text set to "141 user unknown to the participating function" in a Warning header field as specified in clause 4.9, and shall not continue with any of the remaining steps;
4)	if through local policy in the participating MCData function, the user identified by the MCData ID is not authorised to initiate adhoc group data communications, shall reject the "SIP INVITE request for MCData adhoc group session for originating participating MCData function" with a SIP 403 (Forbidden) response to the SIP INVITE request, with warning text set to "237 user not authorised to make adhoc group data communications" in a Warning header field as specified in clause 4.9;
5)	shall determine the public service identity of the controlling MCData function for the adhoc group data communication service of SDS if SDS is requested or FD if FD is requested associated with the originating user's identity i.e. MCData ID or the MCData session identity of the ongoing adhoc group session in case of rejoining the session; 
NOTE 2:	The public service identity can identify the controlling MCData function in the primary MCData system or in a partner MCData system.
NOTE 3:	If the controlling MCData function is in a partner MCData system in a different trust domain, then the public service identity can identify the MCData gateway server that acts as an entry point in the partner MCData system from the primary MCData system.
NOTE 4:	If the controlling MCData function is in a partner MCData system in a different trust domain, then the primary MCData system can route the SIP request through an MCData gateway server that acts as an exit point from the primary MCData system to the partner MCData system.
NOTE 35:	How the participating MCData function determines the public service identity of the controlling MCData function for the adhoc group data communication service associated with the originating user or of the MCData gateway server in the partner MCData system is out of the scope of the present document.
NOTE 6:	How the primary MCData system routes the SIP request through an exit MCData gateway server is out of the scope of the present document.
NOTE 7:	The controlling MCData function is always in the same system as the adhoc group data communication was initiated.
6)	if the participating MCData function is unable to identify the controlling MCData function for the adhoc group data communication service for SDS if standalone SDS and SDS session is requested or FD if FD is requested associated with the originating user's MCData ID identity, it shall reject the SIP INVITE request with a SIP 404 (Not Found) response with the warning text "142 unable to determine the controlling function" in a Warning header field as specified in clause 4.9, and shall not continue with any of the remaining steps;
7)	if the <allow-adhoc-group-data-comn> element of the <ruleset> element is not present in the MCData user profile document on the participating MCData function or is present with the value "false" (see the MCData user profile document in 3GPP TS 24.484 [12]), indicating that the user identified by the MCData ID is not authorised to initiate adhoc group data communications, shall reject the "SIP INVITE request for MCData adhoc group session for originating participating MCData function" with a SIP 403 (Forbidden) response, with warning text set to "238 user not authorised to initiate the adhoc group data communication" in a Warning header field as specified in clause 4.9, and shall not continue with the rest of the steps;
8)	shall generate a SIP INVITE request in accordance with 3GPP TS 24.229 [5];
9)	shall set the Request-URI to the public service identity of the controlling MCData function as determined in step 5;
10)	shall include the option tag "timer" in the Supported header field;
11)	should include the Session-Expires header field according to IETF RFC 4028 [38]. It is recommended that the "refresher" header field parameter is omitted. If included, the "refresher" header field parameter shall be set to "uac";
12)	shall copy the application/vnd.3gpp.mcdata-info+xml MIME body from the incoming SIP INVITE request to the outgoing SIP INVITE request;
13)	shall include the MCData ID of the originating user in the <mcdata-calling-user-id> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the outgoing SIP INVITE request;
14)	if the incoming SIP INVITE request contains an application/vnd.3gpp.mcdata-info+xml MIME body that contains a <functional-alias-URI> element, shall check if the status of the functional alias is activated for the MCData ID. If the functional alias status is activated, then the participating MCData function shall set the <functional-alias-URI> element of the application/vnd.3gpp.mcdata-info+xml MIME body in the outgoing SIP INVITE request to the received value, otherwise shall not include a <functional-alias-URI> element;
NOTE 48:	The participating MCData server learns the functional alias state for an MCData ID from procedures specified in clause 22.2.2.2.7.
15)	shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds" (coded as specified in 3GPP TS 24.229 [5]) if SDS requested or value "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd" (coded as specified in 3GPP TS 24.229 [5]) if FD requested, into the P-Asserted-Service header field of the outgoing SIP INVITE request;
16)	shall include a P-Asserted-Identity header field in the outgoing SIP INVITE request set to the public service identity of the participating MCData function;
17)	shall include in the SIP INVITE request an SDP offer based on the SDP offer in the received SIP INVITE request from the MCData client as specified in clause 9.2.3.3.1 for standalone SDS or clause 9.2.4.3.1 for SDS session or clause 10.2.5.3.1 for FD;
[bookmark: 14f4399e2adfb55a__Toc427695837][bookmark: 14f4399e2adfb55a__Toc427696237][bookmark: 14f4399e2adfb55a__Toc427696636][bookmark: 14f4399e2adfb55a__Toc427698238]18)	shall include a Resource-Priority header field according to rules and procedures of 3GPP TS 24.229 [5] set to the value indicated in the Resource-Priority header field, if included in the SIP INVITE request from the MCData client; and
NOTE 59:	The participating MCData function will leave the verification of the Resource-Priority header field to the controlling MCData function.
19)	shall send the SIP INVITE request as specified to 3GPP TS 24.229 [5].
Upon receipt of a SIP 2xx response in response to the above SIP INVITE request, the participating MCData function:
1)	shall generate a SIP 200 (OK) response as specified in 3GPP TS 24.229 [5];
2)	shall include in the SIP 200 (OK) response an SDP answer as specified in the clause 9.2.3.3.2 for standalone SDS or clause 9.2.4.3.2 for SDS session or clause 10.2.5.3.2 for FD;
3)	shall include Warning header field(s) that were received in the incoming SIP 200 (OK) response;
4)	shall include the following in the Contact header field:
a)	the g.3gpp.mcdata.sds media feature tag for standalone SDS and SDS session;
b)	the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds" for standalone SDS and SDS session;
c)	the g.3gpp.mcdata.fd media feature tag for FD;
d)	the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd" for FD; and
e)	the isfocus media feature tag;
5)	shall include a P-Asserted-Identity header field in the outgoing SIP 200 (OK) response set to the public service identity of the participating MCData function;
6)	shall include an MCData session identity mapped to the MCData session identity provided in the Contact header field of the received SIP 200 (OK) response;
7)	if the incoming SIP 200 (OK) response contained an application/vnd.3gpp.mcdata-info+xml MIME body, shall copy the application/vnd.3gpp.mcdata-info+xml MIME body to the outgoing SIP 200 (OK) response;
8)	shall send the SIP 200 (OK) response to the MCData client according to 3GPP TS 24.229 [5];
9)	shall interact with the media plane as specified in 3GPP TS 24.582 [15] clause 6.2.1.4 for standalone SDS or clause 6.2.2.4 for SDS session or clause 7.2.1 for FD; and
10)	shall start the SIP Session timer according to rules and procedures of IETF RFC 4028 [38].
Upon receipt of a SIP 4xx, 5xx or 6xx response to the above SIP INVITE request, the participating MCData function:
1)	shall generate a SIP response according to 3GPP TS 24.229 [5];
2)	shall include Warning header field(s) that were received in the incoming SIP response; and
3)	shall forward the SIP response to the MCData client according to 3GPP TS 24.229 [5].

* * * Next Change * * * *
[bookmark: _Toc155360598]24.3.2.2.1	Originating procedures
Upon receipt of a "SIP REFER request for a pre-established session", with:
1)	the Refer-To header field containing a Content-ID ("cid") Uniform Resource Locator (URL) as specified in IETF RFC 2392 [33] that: 
a)	points to an application/resource-lists+xml MIME body as specified in IETF RFC 5366 [18] containing one or more <entry> element(s) in the <list> element in the <resource-lists> element, where the <entry> element contains a "uri" attribute containing a SIP URI set to the MCData ID of the called user(s) or ;
b)	points to an MIME body section which conatins one or more MIME bodies and Content-Type header filed set to "application/vnd.3gpp.mcdata-info+xml" or set to "multipart/mixed";
2)	an hname "body" parameter in the headers portion of the SIP URI specified above containing an application/vnd.3gpp.mcdata-info MIME body with the <session-type> element set to a value of "adhoc-group-sds-session" for standalone SDS message and SDS session or "adhoc-group-fd-session" for FD session; and
3)	a Content-ID header field set to the "cid" URL;
the participating MCData function:
1)	if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP REFER request with a SIP 500 (Server Internal Error) response. The participating MCData function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [4] and shall not continue with the rest of the steps;
2)	shall determine the MCData ID of the calling user from public user identity in the P-Asserted-Identity header field of the SIP REFER request;
NOTE 1:	The MCData ID of the calling user is bound to the public user identity at the time of service authorisation, as documented in clause 7.3.
3)	if the participating MCData function cannot find a binding between the public user identity and an MCData ID or if the validity period of an existing binding has expired, then the participating MCData function shall reject the SIP REFER request with a SIP 404 (Not Found) response with the warning text set to "141 user unknown to the participating function" in a Warning header field as specified in clause 4.9, and shall not continue with any of the remaining steps;
4)	if through local policy in the participating MCData function, the user identified by the MCData ID is not authorised to initiate adhoc group data communications, shall reject the "SIP REFER request for pre-established session" with a SIP 403 (Forbidden) response to the SIP REFER request, with warning text set to "237 user not authorised to make adhoc group data communications" in a Warning header field as specified in clause 4.9;
5)	shall determine the public service identity of the controlling MCData function for the adhoc group data communication service of SDS if SDS is requested or FD if FD is requested associated with the originating user's identity i.e. MCData ID or the MCData session identity of the ongoing adhoc group session in case of rejoining the session;
NOTE 2:	The public service identity can identify the controlling MCData function in the primary MCData system or in a partner MCData system.
NOTE 3:	If the controlling MCData function is in a partner MCData system in a different trust domain, then the public service identity can identify the MCData gateway server that acts as an entry point in the partner MCData system from the primary MCData system.
NOTE 4:	If the controlling MCData function is in a partner MCData system in a different trust domain, then the primary MCData system can route the SIP request through an MCData gateway server that acts as an exit point from the primary MCData system to the partner MCData system.
NOTE 35:	How the participating MCData function determines the public service identity of the controlling MCData function for the adhoc group data communication service associated with the originating user or of the MCData gateway server in the partner MCData system is out of the scope of the present document.
NOTE 6:	How the primary MCData system routes the SIP request through an exit MCData gateway server is out of the scope of the present document.
NOTE 7:	The controlling MCData function is always in the same system as the adhoc group data communication was initiated.
6)	if the participating MCData function is unable to identify the controlling MCData function for the adhoc group data communication service for SDS if standalone SDS and SDS session is requested or FD if FD is requested associated with the originating user's MCData ID identity, it shall reject the SIP REFER request with a SIP 404 (Not Found) response with the warning text "142 unable to determine the controlling function" in a Warning header field as specified in clause 4.9, and shall not continue with any of the remaining steps;
7)	if the <allow-adhoc-group-call> element of the <ruleset> element is not present in the MCData user profile document on the participating MCData function or is present with the value "false" (see the MCData user profile document in 3GPP TS 24.484 [12]), indicating that the user identified by the MCData ID is not authorised to initiate adhoc group data communications, shall reject the "SIP REFER request for a pre-established session" with a SIP 403 (Forbidden) response, with warning text set to "238 user not authorised to initiate the adhoc group data communication" in a Warning header field as specified in clause 4.9, and shall not continue with the rest of the steps;
8)	if the "SIP REFER request for a pre-established session" contained a Refer-Sub header field containing "false" value and a Supported header field containing "norefersub" value, shall handle the SIP REFER request as specified in 3GPP TS 24.229 [5], IETF RFC 3515 [51] as updated by IETF RFC 6665 [36], and IETF RFC 4488 [53] without establishing an implicit subscription;
9)	shall generate a final SIP 200 (OK) response to the "SIP REFER request for a pre-established session" according to 3GPP TS 24.229 [5];
NOTE 48:	In accordance with IETF RFC 4488 [53], the participating MCData function inserts the Refer-Sub header field containing the value "false" in the SIP 200 (OK) response to the SIP REFER request to indicate that it has not created an implicit subscription.
10)	shall wait for the receipt of a SIP response to the SIP INVITE request that will be generated and sent in subsequent steps;
11)	shall generate a SIP INVITE request as specified in clause 9.2.5.1.1 with the following clarifications:
a)	if the <adhoc-grp-emg-alert-grp-ind> element of the <anyExt> element of <mcdata-Params> element of <mcdatainfo> element of the application/vnd.3gpp.mcdata-info+xml MIME body in the SIP REFER request set to a value of "true", shall copy the identity of adhoc group from the "uri" attribute of the <entry> element of a <list> element of the <resource-lists> element of the application/resource-lists+xml MIME body pointed to by the "cid" URL in the Refer-To header field of the SIP REFER request, to the <mcdata-request-uri> element of the application/vnd.3gpp.mcdata-info+xml MIME body in the SIP INVITE request and do not include application/resource-lists+xml MIME body;
Editor's Note:	The parameters related to FD will be added in the future.
NOTE 59:	The MCData client can include either a list of MCData users or the criteria for determining the list of MCData users to be called. These two information elements are not included if the call setup request follows an adhoc group for emergency alerts.
12)	shall set the Request-URI to the public service identity of the controlling MCData function as determined in step 6;
13)	if the received SIP REFER request contained a Resource-Priority header field, shall include in the outgoing SIP INVITE request a Resource-Priority header field according to rules and procedures of 3GPP TS 24.229 [5] set to the value indicated in the Resource-Priority header field of the received SIP REFER request from the MCData client;
NOTE 610:	The participating MCData function will leave verification of the Resource-Priority header field to the controlling MCData function.
14)	shall include the <mcdata-calling-user-id> element set to the MCData ID of the calling user in the application/vnd.3gpp.mcdata-info+xml MIME body of the outgoing SIP INVITE request; and
15)	shall forward the SIP INVITE request according to 3GPP TS 24.229 [5].
Upon receiving SIP provisional responses for the SIP INVITE request, the participating MCData function:
1)	shall discard the received SIP responses without forwarding them.
Upon receiving a SIP 200 (OK) response for the SIP INVITE request the participating MCData function:
1)	shall interact with the media plane as specified in 3GPP TS 24.582 [15];
2)	shall include the application/vnd.3gpp.mcdata-info+xml MIME body received in the SIP 200 (OK) response into the generated final SIP 200 (OK) response to the "SIP REFER request for a pre-established session";
3)	shall send the generated final SIP 200 (OK) response to the MCData client according to 3GPP TS 24.229 [5].
Upon receipt of a SIP 4xx, 5xx or 6xx response to the above SIP INVITE request, the participating MCData function:
1)	shall generate a SIP response according to 3GPP TS 24.229 [5]; and
2)	shall forward the SIP response to the MCData client according to 3GPP TS 24.229 [5].

* * * Next Change * * * *
[bookmark: _Toc20155899][bookmark: _Toc27501056][bookmark: _Toc36049182][bookmark: _Toc45209948][bookmark: _Toc51859612][bookmark: _Toc107003433][bookmark: _Toc155360619]24.4.2.1.1	INVITE targeted to an MCData client
This clause describes the procedures for inviting an MCData user to an MCData session. The procedure is initiated by the controlling MCData function as the result of an action in clause 24.4.2.2 or as the result of receiving a SIP 403 (Forbidden) response as described in this clause.
The controlling MCData function:
1)	shall generate a SIP INVITE request as specified in 3GPP TS 24.229 [5] with an application/vnd.3gpp.mcdata-info+xml MIME body included;
2)	shall include the Supported header field set to "timer";
3)	should include the Session-Expires header field according to rules and procedures of IETF RFC 4028 [38]. The refresher parameter shall be omitted;
4)	if a standalone SDS message is to be sent or SDS session is requested:
a)	shall include an Accept-Contact header field with the media feature tag g.3gpp.icsi-ref with the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds" along with parameters "require" and "explicit" according to IETF RFC 3841 [8];
b)	shall include an Accept-Contact header field containing the g.3gpp.mcdata.sds media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [8];
c)	shall include in the Contact header field an MCData session identity for the MCData session with the g.3gpp.mcdata.sds media feature tag, the isfocus media feature tag and the g.3gpp.icsi-ref media feature tag with the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds" according to IETF RFC 3840 [16]; and
d)		shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds" (coded as specified in 3GPP TS 24.229 [5]), in a P-Asserted-Service-Id header field according to IETF RFC 6050 [7] in the SIP INVITE request;
5)	if a FD is requested:
a)	shall include an Accept-Contact header field with the media feature tag g.3gpp.icsi-ref with the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd" along with parameters "require" and "explicit" according to IETF RFC 3841 [8];
b)	shall include an Accept-Contact header field containing the g.3gpp.mcdata.fd media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [8];
c)	shall include in the Contact header field an MCData session identity for the MCData session with the g.3gpp.mcdata.fd media feature tag, the isfocus media feature tag and the g.3gpp.icsi-ref media feature tag with the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd" according to IETF RFC 3840 [16];
d)	shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd" (coded as specified in 3GPP TS 24.229 [5]), in a P-Asserted-Service-Id header field according to IETF RFC 6050 [7] in the SIP INVITE request;
e)	shall include in the outgoing SIP INVITE request, the application/vnd.3gpp.mcdata-signalling MIME body that was present in the incoming SIP INVITE request; and
f)	if the application/vnd.3gpp.mcdata-signalling MIME body in the received SIP INVITE request contained a FD SIGNALLING PAYLOAD message without the Mandatory download IE included, then:
i)	shall execute the procedures in clause 11.2; and
ii)	if the procedures in clause 11.2 indicate that the mandatory download indication needs to be included, shall include the Mandatory download IE set to a value of "MANDATORY DOWNLOAD" in the FD SIGNALLING PAYLOAD message of the outgoing SIP INVITE request;
6)	shall include a Referred-By header field with the public user identity of the inviting MCData client;
7)	shall include in the application/vnd.3gpp.mcdata-info+xml MIME body in the outgoing SIP INVITE request:
a)	the <mcdata-request-uri> element set to the MCData ID of the terminating user;
b)	the <mcdata-calling-group-id> element set to the group identity of the adhoc group as determined in the clause 24.4.2.2;
c)	the <mcdata-calling-user-id> element set to the calling user MCData ID; and
d)	if end-to-end security is requested for the call, the <anyExt> element with the <preconfigured-group-id> element set to the preconfigured group identity as determined in the clause 24.4.2.2;
8)	shall set the Request-URI to the public service identity of the terminating participating MCData function associated to the MCData user to be invited;
NOTE 1:	The public service identity can identify the terminating participating MCData function in the primary MCData system or in a partner MCData system.
NOTE 2:	If the terminating participating MCData function is in a partner MCData system in a different trust domain, then the public service identity can identify the MCData gateway server that acts as an entry point in the partner MCData system from the primary MCData system.
NOTE 3:	If the terminating participating MCData function is in a partner MCData system in a different trust domain, then the primary MCData system can route the SIP request through an MCData gateway server that acts as an exit point from the primary MCData system to the partner MCData system.
NOTE 14:	How the controlling MCData function determines the public service identityfinds the address of the terminating MCData participating function or of the MCData gateway server in the partner MCData system is out of the scope of the present document.
NOTE 5:	How the primary MCData system routes the SIP request through an exit MCData gateway server is out of the scope of the present document.
Editor's Note:	[MC_AHGC, CR 0377] The MCData user to be invited in the partner MCData system by primary MCData system while establishing a data communication using the get user list procedure is need to be specified.
9)	shall set the P-Asserted-Identity header field to the public service identity of the controlling MCData function;
10)	shall include in the SIP INVITE request an SDP offer based on the SDP offer in the received SIP INVITE request from the originating client according to the procedures specified in clause 9.2.3.4.1 for standalone SDS or clause 9.2.4.4.1 for SDS session or clause 10.2.5.4.1 for FD; and
11)	shall send the SIP INVITE request towards the terminating client in accordance with 3GPP TS 24.229 [5].
Upon receiving a SIP 200 (OK) response for the SIP INVITE request the controlling MCData function:
1)	shall interact with the media plane as specified in 3GPP TS 24.582 [15] clause 6.3.1 for standalone SDS or clause 6.3.2 for SDS session or clause 7.3 for FD; and
2)	shall increment the local counter of the number of SIP 200 (OK) responses received from invited members, by 1.
NOTE 26:	The procedures executed by the controlling MCData function prior to sending a response to the inviting MCData client are specified in clause 24.4.2.2.

* * * End of Changes * * * *

