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Upon receipt of a "SIP MESSAGE request for controlling the storage of the MCData communications into MCData message store", the participating MCData function:
1)	if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP MESSAGE request with a SIP 500 (Server Internal Error) response. The participating MCData function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [4] and skip the rest of the steps;
2)	shall determine the MCData ID of the calling user from the public user identity in the P-Asserted-Identity header field of the SIP MESSAGE request;
NOTE:	The MCData ID of the calling user is bound to the public user identity at the time of service authorisation.
3)	if the participating MCData function cannot find a binding between the public user identity and an MCData ID or if the validity period of an existing binding has expired, then the participating MCData function shall reject the SIP MESSAGE request with a SIP 404 (Not Found) response with the warning text set to "141 user unknown to the participating function" in a Warning header field and shall not continue with any of the remaining steps;
4)	if the application/vnd.3gpp.mcdata-info+xml MIME body of the SIP MESSAGE request containing <request-type> element set to a value of "store-comms-in-msgstore-ctrl-req" and:
a)	the <allow-store-comms-in-msgstore> element of the <ruleset> element is not present in the MCData user profile document (see the MCData user profile document in 3GPP TS 24.484 [12]) or is set to a value of "false", shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response including warning text set to "234 user not authorized to enable or disable the storage of MCData communications into the MCData message store" in a Warning header field, and shall not continue with the rest of the steps in this clause;
b)	if the <store-all-private-comms-in-msgstore> element is present in the incoming request and the <allow-store-private-comms-in-msgstore> element of the <ruleset> element is not present in the MCData user profile document (see the MCData user profile document in 3GPP TS 24.484 [12]) or is set to a value of "false", shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response including warning text set to "234 user not authorized to enable or disable the storage of MCData communications into the MCData message store" in a Warning header field, and shall not continue with the rest of the steps in this clause;
c)	if the <store-all-group-comms-in-msgstore> element is present in the incoming request and the <allow-store-group-comm-in-msgstore> element of the each <MCDataGroupInfo> element is not present in the MCData user profile document (see the MCData user profile document in 3GPP TS 24.484 [12]) or is set to a value of "false", shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response including warning text set to "234 user not authorized to enable or disable the storage of MCData communications into the MCData message store" in a Warning header field, and shall not continue with the rest of the steps in this clause;
d)	the SIP MESSAGE request does not contain an application/vnd.3gpp.mcdata-msgstore-ctrl-request+xml MIME body, the <store-all-private-comms-in-msgstore> element, and the <store-all-group-comms-in-msgstore> elements, shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response including warning text set to "235 unable to determine target user or group for enabling or disabling the storage of MCData communications into the MCData message store" in a Warning header field, and shall not continue with the rest of the steps in this clause;
e)	if the <store-all-group-comms-in-msgstore> element is not present and an application/vnd.3gpp.mcdata-msgstore-ctrl-request+xml MIME body with zero or more <group> elements of <enable> or <disable>  element are included, and each specified MCData group ID matching with the corresponding entry in the  <MCDataGroupInfo> does not contain the <allow-store-group-comm-in-msgstore> element in the MCData user profile document (see the MCData user profile document in 3GPP TS 24.484 [12]) or is set to a value of "false", shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response including warning text set to "234 user not authorized to enable or disable the storage of MCData communications into the MCData message store" in a Warning header field, and shall not continue with the rest of the steps in this clause; and
f)	if the <store-specific-private-comms-in-msgstore> or <store-specific-group-comms-in-msgstore> is present and the request does not contain an application/resource-lists+xml MIME body, shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response including warning text set to "235 unable to determine target user or group for enabling or disabling the storage of MCData communications into the MCData message store" in a Warning header field, and shall not continue with the rest of the steps in this clause;
5)	if the application/vnd.3gpp.mcdata-info+xml MIME body of the SIP MESSAGE request contains:
a)	if the <store-all-private-comms-in-msgstore> element set to a value of "true", shall update or store the record for the MCData client and enable the storage of all the MCData private communications for which user is authorized to store the communication into the MCData message store;
b)	if the <store-all-private-comms-in-msgstore> element set to a value of "false", shall update or store the record for the MCData client and disable the storage of all the MCData private communications for which user is authorized to store the communication into the MCData message store;
c)	if the <store-specific-private-comms-in-msgstore> element set to a value of "enable", the <store-all-private-comms-in-msgstore> element is not present and an application/vnd.3gpp.mcdata-msgstore-ctrl-request+xml MIME body with one or more <private> elements of <enable> element are included, shall update or store the record for the MCData client and enable the storage of MCData private communications of the requesting user with specified list of users for which user is authorized to store the communication into the MCData message store;
d)	if the <store-specific-private-comms-in-msgstore> element set to a value of "disable", the <store-all-private-comms-in-msgstore> element is not present and an application/vnd.3gpp.mcdata-msgstore-ctrl-request+xml MIME body with one or more <private> elements of <disable> element are included, shall update or store the record for the MCData client and disable the storage of MCData private communications of the requesting user with the specified list of users for which user is authorized to store the communication into the MCData message store;
e)	if the <store-all-group-comms-in-msgstore> element set to a value of "true", shall update or store the record for the MCData client and enable the storage of all the MCData group communications for which user is authorized to store the communication into the MCData message store;
f)	if the <store-all-group-comms-in-msgstore> element set to a value of "false", shall update or store the record for the MCData client and disable the storage of all the MCData group communications for which user is authorized to store the communication into the MCData message store;
g)	if the <store-specific-group-comms-in-msgstore> element set to a value of "enable", the <store-all-group-comms-in-msgstore> element is not present and an application/vnd.3gpp.mcdata-msgstore-ctrl-request+xml MIME body with one or more <group> elements of <enable> element are included, shall update or store the record for the MCData client and enable the storage for the specified MCData group communications for which user is authorized to store the communication into the MCData message store; and
h)	if the <store-specific-group-comms-in-msgstore> element set to a value of "disable", the <store-all-group-comms-in-msgstore> element is not present and an application/vnd.3gpp.mcdata-msgstore-ctrl-request+xml MIME body with one or more <group> elements of <disable> element are included, shall update or store the record for the MCData client and disable the storage for the specified MCData group communications for which user is authorized to store the communication into the MCData message store;
6)	shall generate a SIP 200 (OK) response as specified in 3GPP TS 24.229 [5] with the following clarifications:
a)	shall include a P-Asserted-Identity header field in the outgoing SIP 200 (OK) response set to the public service identity of the participating MCData function; and
7)	shall send the SIP 200 (OK) response to the MCData client according to 3GPP TS 24.229 [5].
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