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* * * First Change * * * *
5.5.3.Y	Handling of applicative events trigger determined by Roaming Intermediary
5.5.3.Y.1	Applicative request message originated by Roaming Intermediary via N32-f
The procedure below describes the situation in which Roaming Intermediary detects an event where there are no immediate N32-f messages corresponding to react on. An independent request message is initiated by the Roaming Intermediary.


Figure 5.5.3.Y.1-1: Applicative request message originated by Roaming Intermediary via N32-f
1.	The Roaming Intermediary detects an applicative event regarding the status of roaming where the Roaming Intermediary requires to change the status on specific NF.
NOTE X:	How the Roaming Intermediary becomes aware of N32f_contextID is outside the scope of this specification.
2. 	The Roaming Intermediary shall create a new N32-f request encapsulating a request for the appropriate NF as specified in clause 5.5.3.Y.2, and shall send the request towards pSEPP for the message targeted to NF Producer.
Editor's note:	It is FFS how to avoid the clash of the message ID created by the Roaming Intermediary and any future messages initiated by the cSEPP.
NOTE Y:	The encapsulated message itself is not in scope of N32 definition. Here only the transport is defined, the content is application specific.
3a.	The pSEPP shall verify that the Roaming Intermediary is allowed to generate the given request according to operator policy. If allowed by the policy, the pSEPP shall reconstruct the request to be forwarded to the NF and forward the request to the target NF.
3b.	If the message is not allowed by the policy as in step 3a, then the responding SEPP shall return an appropriate 4xx/5xx status code together with the "ProblemDetails" in the content of the response.
4.	The target NF shall return an appropriate response to the pSEPP. 
5.	The pSEPP shall forward the response using PRINS security to Roaming Intermediary. Since the Roaming Intermediary is the NF consumer of the request, the response is not forwarded to any other entity from the Roaming Intermediary.
NOTE Z:	Step 5 does not prohibit the Roaming Intermediary to initiate any further signalling corresponding to the received HTTP response.
The procedure is analogous if the Roaming Intermediary detects an event that is required on NF beyond the other Roaming Intermediary. In this case the request is routed via the other Roaming Intermediary to the pSEPP.
NOTE W:	As there can only be two Roaming Intermediaries between two SEPPs, the scenario described above refers to the case when the Roaming Intermediary needs to send to the SEPP connected via the other Roaming Intermediary.
5.5.3.Y.2	Originated request message formatting by the Roaming Intermediary
If a Roaming Intermediary needs to generate an applicative request message, the Roaming Intermediary shall construct a new N32-f request as defined in clause 5.5.3.3.2, with the difference that the procedure applies to request instead of response. However, the modifications in the "modificationsBlock" shall result in encoding a request for NF API the i.e. it shall contain patch instructions: 
-	adding the requestLine to form an HTTP POST request for the target NF the request is intended for; 
-	adding headers, if applicable; and
-	adding the content that shall be the content of the requested NF service operation.
NOTE:	The present document does not specify how the Roaming Intermediary knows the apiRoot of the NF service.
* * * End of Changes * * * *
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