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* * * First Change * * * *
[bookmark: _CR5_22_2][bookmark: _Toc19717135][bookmark: _Toc27490602][bookmark: _Toc27556895][bookmark: _Toc27723812][bookmark: _Toc36030878][bookmark: _Toc36042798][bookmark: _Toc36814122][bookmark: _Toc44688971][bookmark: _Toc44923725][bookmark: _Toc51860692][bookmark: _Toc57930459][bookmark: _Toc57931089][bookmark: _Toc155291493][bookmark: _Toc155296220][bookmark: _Toc19717149][bookmark: _Toc27490622][bookmark: _Toc27556915][bookmark: _Toc27723832][bookmark: _Toc36030901][bookmark: _Toc36042821][bookmark: _Toc36814145][bookmark: _Toc44688995][bookmark: _Toc44923749][bookmark: _Toc51860718][bookmark: _Toc57930485][bookmark: _Toc57931115][bookmark: _Toc155291526][bookmark: _Toc155296253]5.18	Enhanced PFCP Association Release
[bookmark: _CR5_18_1][bookmark: _Hlk155962992][bookmark: _Toc155296221][bookmark: _Toc155291494][bookmark: _Toc57931090][bookmark: _Toc57930460][bookmark: _Toc51860693][bookmark: _Toc44923726][bookmark: _Toc44688972][bookmark: _Toc36814123][bookmark: _Toc36042799][bookmark: _Toc36030879][bookmark: _Toc27723813][bookmark: _Toc27556896][bookmark: _Toc27490603][bookmark: _Toc19717136]5.18.1	General
To ensure no loss of usage reports and signalling efficiency, during a PFCP Association Release procedure, which is either initiated by CP function, or upon request from the UP function, the CP function and UP function may support the Enhanced PFCP Association Release feature (EPFAR) as described below.
When both the CP function and the UP function support the EPFAR feature, and when the CP (or UP) function determines that the PFCP association is to be released, the CP (or UP) function shall send a PFCP Association Update Request message with a "PFCP Association Release Preparation Start" flag to inform the peer UP (or CP) function that the PFCP Association is going to be released and the final non-zero usage reports are to be collected for these PFCP sessions which will be affected by PFCP association release.
The CP function should stop establishing new PFCP sessions in the UP function after receiving or sending a PFCP Association Release Preparation Start indication. The CP(or UP) function shall send a PFCP Association Update Response with a successful cause value to the peer.
Then the UP function shall initiate the PFCP Session Release procedure as specified in clause 5.18.2 by sending one or more PFCP Session Report Request messages for the PFCP sessions affected by the release of the PFCP association and that have non-zero usage reports to be reported. In the PFCP Session Report Request message, the UP function shall:
-	set the Usage Report Trigger to TEBUR (Termination By UP function Report) for the usage reports being reported; and
-	set the PSDBU (PFCP Session Deleted By the UP function) flag to "1" to indicate to the CP function that the PFCP Session is being deleted in the UP function and the usage reports included in the message are the final usage reports for the given PFCP Session, if this is the last PFCP Session Report Request message sent for the PFCP session.
When the UP function has sent all the non-zero usage reports for the PFCP sessions affected by the release of the PFCP Association, the UP function shall send a PFCP Association Update Request with the flag URSS (non-zero Usage Reports for the affected PFCP Sessions Sent) set to "1" to indicate to the CP function that all non-zero usage reports for the affected PFCP sessions have been sent to the CP function and the corresponding PFCP sessions in the UP function have been locally deleted. The CP function shall then send a PFCP Association Update Response with a successful cause to the peer to indicate the PFCP Association Update Request is handled successfully.
The CP function shall then send a PFCP Association Release Request to release the PFCP Association as specified in clause 6.2.8.
The Enhanded PFCP Association Release procedure shall not be used by SMFs of an SMF set, when using the MPAS feature (Multiple PFCP Associations to the SMFs in an SMF set) defined in clause 5.22.3, unless the PFCP association being released is the last PFCP association that was established between the UPF and any SMF of the SMF set.
[bookmark: _CR5_18_2]NOTE:	The PFCP sessions are taken over by different SMFs of the SMF set, and not released, when using the MPAS feature, if there is at least another PFCP association remaining established between the UPF and any SMF of the SMF set.

* * * Next Change * * * *
[bookmark: _CR5_22_3][bookmark: _Hlk155963002][bookmark: _Toc19717150][bookmark: _Toc27490623][bookmark: _Toc27556916][bookmark: _Toc27723833][bookmark: _Toc36030902][bookmark: _Toc36042822][bookmark: _Toc36814146][bookmark: _Toc44688996][bookmark: _Toc44923750][bookmark: _Toc51860719][bookmark: _Toc57930486][bookmark: _Toc57931116][bookmark: _Toc155296254][bookmark: _Toc155291527]5.22.3	With one PFCP association per SMF and UPF
If multiple PFCP associations are setup between an UPF and the SMFs in an SMF set, the following applies:
[bookmark: _PERM_MCCTEMPBM_CRPT05020016___3]1)	Each SMF in the SMF set shall establish its own PFCP association with the UPF and shall provide the Node ID IE set to an FQDN or IP address of the SMF and the SMF Set ID IE set to an FQDN representing the SMF set. All SMFs of an SMF set shall indicate the same SMF Set ID. Alternatively, if PFCP Association Setup is initiated by UPF as defined in clause 6.2.6.3, each SMF in the SMF set shall provide this information in PFCP Association Setup Response message.

The SMF shall indicate that it supports the MPAS feature (Multiple PFCP Associations to the SMFs in an SMF set) in the CP Function Features IE (see clause 8.2.58); this indicates to the UPF that the PFCP sessions established with this PFCP association can be successively controlled by different SMFs of the same SMF set according to the procedure defined in this clause.

The SMF may also provide a list of alternative IP addresses of PFCP entities pertaining to the same SMF in the Alternative SMF IP Address IE in the PFCP Association Setup Request message and in the subsequent PFCP Association Update Request messages. Those Alternative SMF IP Address IE(s) with the PPE flag set to "1" are alternative PFCP entities that the UPF shall select preferably when such reselection is required as specified in the following bullet 6.
The UPF and SMF shall identify the PFCP association by the Node ID of the SMF and UPF respectively.
Likewise, wWhen an SMF is added or removed from the SMF set, this SMF shall establish or tear down its PFCP association with the UPF. When a PFCP association with a particular SMF is released (e.g. due to an SMF shutting down / scale-in of the SMF set), any PFCP sessions that were still served by this SMF shall be maintained by the SMF set and the UPF if there is at least one PFCP association remaining established between the UPF and another SMF of the SMF set. If so, the UPF shall move such PFCP sessions towards other SMF(s) of the SMF set (as described in this clause and clause 5.22.4). Otherwise, if the PFCP association being released is the last PFCP association that was established between the UPF and any SMF of the SMF set, the PFCP sessions shall be deleted as specified in clauses 5.18 and 6.2.8.
NOTE X:	The SMF(s) of the SMF set can instruct the UPF to move the PFCP sessions to different SMFs of the SMF set (preferably) before or after the PFCP association release, e.g. like defined in clause 5.22.4 and clause 31.6.4 of 3GPP TS 23.007 [24].
Alternatively, wWhen an SMF updates its SMF SET ID using the PFCP Association Update procedure, the UPF shall maintain the existing PFCP sessions served by this SMF and use the new SMF Set ID of the SMF if the UPF needs to later reselect a different SMF instance for these PFCP sessions (as defined in step 6).
2)	When establishing a PFCP session, the SEID that the SMF assigns in the CP F-SEID of the PFCP Session Establishment Request may be unique or not within the SMF set. However the assigned CP F-SEID shall be unique within the SMF set.
NOTE 1Y:	The UPF does not (need to) know whether the SEID in the CP F-SEID is uniquely assigned in the SMF set or not. The SMF and the UPF identifies the PFCP session by its own CP F-SEID and UP F-SEID respectively.
3)	Any SMF in the SMF set may issue requests to modify or delete the PFCP session. When the SMF controlling a PFCP session changes, the SMF that takes over the control of the PFCP session shall provide its own Node ID and may provide a new CP F-SEID.
[bookmark: _PERM_MCCTEMPBM_CRPT05020017___3]The UPF shall allow the PFCP session modification or deletion request to come from any other PFCP association from the same SMF set.
4)	At any time, an SMF may update a PFCP session by including the CP F-SEID with the IPv4 or IPv6 address of a new SMF and/or a new SEID assigned by the new SMF in a PFCP Session Modification Request.
5)	When receiving a request from a UPF with the SEID field set to zero and CP F-SEID assigned by previous SMF, the SMF shall take over the control of the PFCP session from the previous SMF, unless it is needed to redirect the request to a different SMF in the same SMF set (e.g. due to high load or because the corresponding session context has already been taken over by a different SMF in the same SMF set).
[bookmark: _PERM_MCCTEMPBM_CRPT05020018___3]An SMF may redirect a UPF initiated PFCP session related request to another PFCP entity pertaining to the same SMF or to a different SMF in the SMF set by rejecting the request with the cause "Redirection Requested" and with the IP address of the new entity to contact. When sending the redirected request to another PFCP entity pertaining to the same SMF or to the new SMF, the UPF shall set the SEID field to zero in the header of the PFCP request and include the CP F-SEID assigned by the previous SMF in the request.
Alternatively, an SMF may forward the UPF request to another PFCP entity pertaining to the same SMF or another SMF in the SMF set; the new PFCP entity or the new SMF answers to the UPF, including the CP F-SEID IE with the IPv4 or IPv6 address of the new entity respectively and the same or a modified SEID, and optionally including the N4-u F-TEID that the UPF shall use for sending data towards the new entity.
NOTE 2Z:	This allows to address cases where a different SMF would have been reselected in the 5GC for the PFCP session, e.g. by an AMF.
6)	The UPF shall initiate PFCP session related requests (e.g. PFCP Session Report Request) towards another PFCP entity pertaining to the same SMF or to another SMF in the SMF set with which the UPF has established associations with the same SMF Set ID, if the IP address included in the CP F-SEID assigned to the PFCP session is not responsive, heartbeat failure towards IP address of the CP F-SEID assigned to the PFCP session, or if the UPF receives a GTP-U Error Indication from the SMF over the N4-u tunnel assigned to the N4 session for data forwarding.
	The UPF shall firstly use the IP addresses included in those Alternative SMF IP Address IE(s) with the PPE flag set to "1" (if available) whenever possible, then it may use the IP addresses included in the Alternative SMF IP Address IE(s) without the PPE flag set to "1", to contact an alternative PFCP entity.
[bookmark: _PERM_MCCTEMPBM_CRPT05020019___3]When sending the request to the new entity, the UPF shall set the SEID field to zero in the PFCP header of the PFCP request and include the CP F-SEID assigned by the previous SMF in the request.
7)	The UPF shall not trigger the restoration procedures specified in 3GPP TS 23.527 [40] for a PFCP session that can be controlled by different SMFs of an SMF set when a heartbeat failure is detected. Restoration procedures shall be triggered only if heartbeat procedures fail with all of the SMFs in the SMF set (i.e. the SMFs with which the UPF has established associations with the same SMF Set ID).
8)	If an SMF or UPF fails, the peer PFCP node that detects that error shall remove the PFCP association locally. The SMF and UPF shall then handle the PFCP sessions that were served by this PFCP association as described in step 2 for a PFCP association release.
9)	A UPF supporting the MPAS feature shall support UE IP address/prefix allocation in the UP function (see clause 5.21).
[bookmark: _CR5_22_4]
* * * Next Change * * * *
[bookmark: _CR6_2_8][bookmark: _Toc155296393][bookmark: _Toc155291666][bookmark: _Toc57931199][bookmark: _Toc57930569][bookmark: _Toc51860798][bookmark: _Toc44923829][bookmark: _Toc44689075][bookmark: _Toc36814221][bookmark: _Toc36042896][bookmark: _Toc36030976][bookmark: _Toc27723903][bookmark: _Toc27556986][bookmark: _Toc27490693][bookmark: _Toc19717210]6.2.8	PFCP Association Release Procedure
[bookmark: _CR6_2_8_1][bookmark: _Hlk155963013][bookmark: _Toc155296394][bookmark: _Toc155291667][bookmark: _Toc57931200][bookmark: _Toc57930570][bookmark: _Toc51860799][bookmark: _Toc44923830][bookmark: _Toc44689076][bookmark: _Toc36814222][bookmark: _Toc36042897][bookmark: _Toc36030977][bookmark: _Toc27723904][bookmark: _Toc27556987][bookmark: _Toc27490694][bookmark: _Toc19717211]6.2.8.1	General
PFCP Association Release is a node level procedure.
The PFCP Association Release procedure shall be used to terminate the PFCP association between the CP Function and the UP Function due to e.g. OAM reasons. The PFCP Association Release Request may be initiated by the CP function.
When the final usage report(s) for a PFCP Session is required, e.g. based on the operator policies, the CP function should retrieve the final usage reports for the PFCP Sessions affected by the release of PFCP Association, i.e. by initiating a PFCP Session Deletion Procedure towards the UP function for every PFCP session, before it initiates PFCP Association Release Request.
When using the MPAS feature (Multiple PFCP Associations to the SMFs in an SMF set) defined in clause 5.22.3, the SMF and the UPF shall not release the PFCP sessions that were served over the PFCP association being released, unless  the PFCP association being released is the last PFCP association that was established between the UPF and any SMF of the SMF set.
NOTE:	The PFCP sessions are taken over by different SMFs of the SMF set, and not released, when using the MPAS feature, if there is at least another PFCP association remaining established between the UPF and any SMF of the SMF set.
[bookmark: _CR6_2_8_2][bookmark: _Toc155296395][bookmark: _Toc155291668][bookmark: _Toc57931201][bookmark: _Toc57930571][bookmark: _Toc51860800][bookmark: _Toc44923831][bookmark: _Toc44689077][bookmark: _Toc36814223][bookmark: _Toc36042898][bookmark: _Toc36030978][bookmark: _Toc27723905][bookmark: _Toc27556988][bookmark: _Toc27490695][bookmark: _Toc19717212]6.2.8.2	CP Function Behaviour
If the CP function initiates the PFCP Association Release procedure to release an existing PFCP association, the CP function:
-	shall delete locally all the PFCP sessions related to that PFCP association when receiving the PFCP Association Release Response with the cause value success, unless the MPAS feature (clause 5.22.3) is used and there is at least another PFCP association remaining established between the UPF and any SMF of the SMF set.
[bookmark: _CR6_2_8_3][bookmark: _Toc155296396][bookmark: _Toc155291669][bookmark: _Toc57931202][bookmark: _Toc57930572][bookmark: _Toc51860801][bookmark: _Toc44923832][bookmark: _Toc44689078][bookmark: _Toc36814224][bookmark: _Toc36042899][bookmark: _Toc36030979][bookmark: _Toc27723906][bookmark: _Toc27556989][bookmark: _Toc27490696][bookmark: _Toc19717213]6.2.8.3	UP Function behaviour
When the UP function receives a PFCP Association Release Request, the UP function:
-	shall delete all the PFCP sessions related to that PFCP association locally, unless the MPAS feature (clause 5.22.3) is used and there is at least another PFCP association remaining established between the UPF and any SMF of the SMF set;
-	shall delete the PFCP association and any related information (e.g. Node ID of the CP function);
-	shall send a PFCP Association Release Response with a successful cause.
NOTE:	The UP function always accepts a PFCP Association Release Request.

* * * End of Changes * * * *
