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4.3.2.2	HTTP standard headers
The HTTP request standard headers and the HTTP response standard headers that shall be supported on the N32 interface are defined in Table 4.2.2.2-1 and in Table 4.2.2.2-2 respectively.
Table 4.3.2.2-1: Mandatory to support HTTP request standard headers
	Name
	Reference
	Description

	Accept
	IETF RFC 9110 [9]
	This header is used to specify response media types that are acceptable.

	Accept-Encoding
	IETF RFC 9110 [9]
	This header may be used to indicate what response content-encodings (e.g gzip) are acceptable in the response.

	Content-Length
	IETF RFC 9110 [910]
	This header is used to provide the anticipated size, as a decimal number of octets, for a potential content.

	Content-Type
	IETF RFC 9110 [9]
	This header is used to indicate the media type of the associated representation.

	Via
	IETF RFC 9110 [109]
	This header is used to indicate the intermediate proxies in the service request path. Please refer to clause 6.10.8 of 3GPP TS 29.500 [4] for encoding of the via header



Table 4.3.2.2-2: Mandatory to support HTTP response standard headers
	Name
	Reference
	Description

	Content-Length
	IETF RFC 9110 [109]
	This header may be used to provide the anticipated size, as a decimal number of octets, for a potential content.

	Content-Type
	IETF RFC 9110 [9]
	This header shall be used to indicate the media type of the associated representation.

	Content-Encoding
	IETF RFC 9110 [9]
	This header may be used in some responses to indicate to the HTTP/2 client the content encodings (e.g gzip) applied to the response body beyond those inherent in the media type.

	Via
	IETF RFC 9110 [109]
	This header is used to indicate the intermediate proxies in the service response path. Please refer to clause 6.10.8 of 3GPP TS 29.500 [4] for encoding of the via header.

	Server
	IETF RFC 9110 [9]
	This header is used to indicate the originator of an HTTP error response.
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5.3.2.5	JOSE Protected Forwarding Options
The JOSE Protected Forwarding Options is used by the sending SEPP or IPX to discover the communication options supported by its next hop (IPX or SEPP) for N32-f message processing.



Figure 5.3.2.5-1: Procedure for the discovery of communication options supported by the next hop
1.	The sending SEPP or IPX shall send an OPTIONS request to discover the communication options supported by its next hop (IPX or SEPP) for N32-f message processing.
2.	If the request is accepted, the next hop (IPX or SEPP) shall respond with the status code 204 No Content and include an Accept-Encoding header (as described in IETF RFC 9110 [249]).
On failure, the next hop shall return one of the HTTP status code listed in Table 6.2.4.3.2.1-3.
* * * End of Changes * * * *
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