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1 Introduction

In RAN3 #56 meeting, some requirements for HNB have been discussed and were captured into RAN3 internal TR R3.020. 
In this contribution, a basic principle is clarified and then some questions about HNB related to RAN3 & SA5 work are discussed.
2 Discussion
2.1 Dual-roles of HNB in PLMN
According to the definition of HNB in 3GPP, we think HNB have a dual-role in PLMN network.

When a person wants to enjoy the advantage of HNB, he may first buy a HNB and as a consequence the proprietary right of the HNB belongs to him. So before the HNB is added into one PLMN, the person needs to enter into an agreement with the operator. In this meaning, HNB is a user equipment to the PLMN operator.

Besides the above mentioned, HNB will also have a similar function as a macro NodeB, that is, HNB also act as a network element.

From this we reach the conclusion: HNB have a dual-role in PLMN network. One is act as a user-equipment, the other is act as a network-element. We think this aspect of the HNB should be considered when discussing the work split between RAN3 and SA5.
2.2 Some questions raised from dual roles of HNB
Since HNB is a user equipment, PLMN operator needs a network element something like AAA server in service network to store subscription and other information related to the HNB.
When a HNB is added to a PLMN network, the AAA server will identify the HNB by authentication function, and implement policies that determine which resources and services this valid HNB may access by authorization function. And AAA server will also implement accounting function.
Based on discussion and conclusion above, some questions can be raised:
Question 1: How to split the management function between AAA server and OAM server?
Since AAA server and OAM server will both store some parameters for HNB, for each parameter which HNB need, shall it be configured by OAM or provided by AAA? For example, access list parameter, which limited only a group of UEs can use this HNB, is it preferable to be configured by OAM server or be stored in AAA server as subscription information? 
Maybe we can divide the management function following this principle: User equipment aspect related management shall be supported by an AAA server while network element aspect related management and configuration shall be achieved by an OAM server.
As an example, we here list some information which needs to be considered carefully.

· HNB ID: 
A HNB may have two identities, one is Device Identity, which is provided by manufacturer, and the other is HNB Identity, which is assigned by PLMN operator when this HNB is added to the PLMN network. 
Since AAA server and OAM server will all need to identify a HNB by HNB ID, HNB ID will be stored in AAA server and OAM server respectively.
· Subscribed Charging Characteristics: 

Before HNB is added into one PLMN, some Subscribed Charging Characteristics may have been defined. Then where are these Subscribed Charging Characteristics stored?

Since Charging information is service related and have no relation to OAM, this Charging information shall be stored in AAA server. When a UE start a session through HNB, this charging information will help service network charging the UE correctly.
· Access list: 

Only a group of users can use a HNB, so there is an access list to define the access group. But where is the access list stored? 
For the same reason that access list is user equipment aspect related information, then it is preferable that the access list is stored in AAA server. If access list is stored in AAA server, it is easier to be modified by user through UE or internet.
· Some security information: 
It is thought that when a HNB is added to PLMN service network, the service network shall authenticate the HNB and establish a secure connection to the HNB. So for this reason AAA server need some security information.
Meanwhile, OAM also need to authenticate a HNB when the HNB connect to it. This means that OAM need some other security information.

· Subscribed Service information:

PLMN operator may provide some special services to HNB users, of course  these special services need to be subscribed, and all this subscription may be store in the AAA server for HNB user.
· S1 interface parameters;

· X2 interface parameters;

· Radio parameters;

All of S1 interface parameters, X2 interface parameters and Radio parameters shall be configured by OAM.

· Internal IP address:

From viewpoint of network elements in PLMN, it is preferable to consider a HNB as a common node in PLMN. For example, when establish a bearer between serving GW and a HNB, they are willing to establish one tunnel from serving GW to HNB. That means HNB need to have a PLMN internal IP address to meet this requirement.
In addition, OAM may need another internal IP address to connect to a HNB.

So which DHCP server will assign all these internal IP addresses? DHCP server in service network or in OAM network? 
We suggest that if the internal IP address is for network elements connecting to HNB, it will be assigned by a DHCP server located in service network, and if the internal IP address is for OAM connecting to HNB, it will be assigned by a DHCP server located in OAM network. 
1). All network elements in service network share the same IP address space and this IP address space is different from the OAM’s, and each OAM server can only manage one or several network elements, so it is difficult for OAM server to assign internal IP address for HNB.
2). According to principles of SON, it is preferable that network elements can organize themselves with little OAM involved, so it is better that internal IP address for HNB will be assigned by DHCP server in service network.
· Others.

For further study.
Question 2: Which node should the HNB first access when it is added to a PLMN? OAM server or AAA server? 
When a HNB access to PLMN network for the first time, a mutual authentication procedure is needed to verify the validity of each other, and then PLMN will authorize this HNB according to the subscription to determine which resources and services this valid HNB may access. Since subscription information is stored in AAA server and OAM have no subscription information, it is reasonable that HNB access to AAA server first. 

That means HNB will access to PLMN network acting as a user-equipment first, and then acting as a PLMN network element.
Considering HNB is a node located outside of PLMN network, so for HNB accessing to AAA server, an access GW may be needed. HNB can visit an AAA server through this access GW.
3 Conclusion & approval
We suggest the following points be agreed:

1. When HNB solutions are studied, this principle shall be followed: HNB has a dual-role in PLMN network, one is act as a user-equipment, and the other is act as a network-element.
2. For the split of the management function between AAA server and OAM server, the principle shall be followed: User equipment aspect related management shall be supported by an AAA server while network element aspect related management and configuration shall be achieved by an OAM server.
3. At the initialization, HNB will access to service network as a user-equipment prior to OAM as a network element.
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