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1. Introduction

Potentially millions of Home eNBs could be deployed in a PLMN, and this deployment will no longer be under the strict control of one operator. Indeed, it will have similarities with the deployment of ADSL and cable set up boxes, notably regarding market model, plug and play capabilities, the possibility to move them from one place to another [1], or the possibility for the owners to tune some part of their configuration [2].
However the issues differ on some main points; one of them is that in case of HNBs, the operator managing the box, the mobile operator, may be different from the operator knowing where the box is located, i.e. the fixed access provider.
The contribution aims at investigating whether it is mandatory for a mobile operator to have the knowledge of HNBs whereabouts, and if yes, how the network can be aware of them.

2. Discussion

2.1. HNB location knowledge

Having the location knowledge of a base station is a somehow inherent to today's cellular networks. The radio planning usually determines the best base station location from many criteria. Base station location is then an input among others, to determine neighbour cell lists of that base station and to select the appropriate network nodes the base station will be connected to according to a given transport network topology.
HNB deployment introduces a paradigm shift: It is no more the radio planning that will select a base station location; HNBs will pop-up and switch off following commercial uncertainties and owners behaviour.
Moreover, the potential number of HNBs an operator would have to deal with, is likely to be very high, in the order of millions. This raises some scalability issues, highlighting that it becomes crucial to decentralise the configuration burden as much as possible, and to optimise the transport network topology. 

To mitigate this factor, one possibility could be to prevent a HNB to be plugged anywhere, for example by statically configuring in the HNB (when a customer buy or rent one) some parameters reflecting the location at which the new customer is going to place it. However, what happens if the HNB is misconnected or moved? The network should have some means to check whether the actual location is correct or not, and thus it needs to have an idea of HNB location.
Knowing HNB location may be mandatory under some regulatory reasons in some countries, regarding radio protection and radio license policy.

Indeed, we should consider as in [3] that the network must be aware of each HNB location.
2.2. What do we mean by location

The point here is not to have a precise geographical localisation of HNBs, nor to have the possibility to track them in real time.
Rather, at HNB setup, what is needed is typically some means enabling the association between the HNB and a MME or MME pool corresponding to its geographical area. A phone number or some kind of transport network address could be enough.
2.3. Possibilities to get HNB location and select appropriate CN nodes
In this section, we investigate multiple possibilities for the determination of HNB location, which can enable the selection of the CN node at which the HNB should be connected to. It is assumed that an HNB shall be aware of at least the address of an initial contact point in the CN. It is FFS if this contact point is a security gateway, an O&M entity, a configuration server, or a MME pool. 
2.3.1. Static configuration

a) When a vendor sells or rents an HNB, it configures the HNB directly with a local initial contact point reflecting the location where the customer declares it will plug it. 
Pros

· It is a simple mechanism, requiring no additional procedure
· It requires no complex hardware or software in the HNBs
· It does not imply other parties, the mechanism rely only on mobile operator procedure
· It does not bring security breach

Cons

· Plugging an HNB to another place (e.g. after having selling it to another customer) implies to bring it to a vendor's shop for reconfiguration

· There are no means to detect mismatches between actual and declared locations
· It assumes a fixed mapping between the HNB and the CN node. If EPC topology changes, HNB should be brought back to a vendor’s shop for reconfiguration

b) In a variant, the HNB is configured with an initial contact point, which can be local or global, and with some data reflecting the location where the customer declares it will plug it. It can be for example a geographical zone identifier. When the HNB connects to the initial contact point, it gives the zone identifier. The initial contact point then checks if it is the most appropriate contact point and if not gives back to the HNB a new local contact point.
This variant modifies the pros and cons list described above with the following modifications:

Pros

· HNB behaviour is independent of EPC topology.
Cons

· Location data may be forged (but HNB may be trusted after mutual authentication with the initial contact point)

2.3.2. GNSS
An HNB embeds a GNSS receiver to get its geographical localisation. The HNB provides its geographical localisation to an initial contact point, which can then determine which ones are the most suitable neighbour nodes (AGW, ENB, OMC …).
Pros
· It is a simple mechanism

· It does not imply other parties, the mechanism rely only on mobile operator procedure

· It does not bring security breach

· HNB may be plugged at any place without manual intervention
Cons

· It requires every HNB to embed a GNSS receiver, with corresponding extra cost
· GNSS suffers from poor indoor coverage, and indoor is precisely the HNB target

· Location data may be forged (but HNB may be trusted after mutual authentication with the initial contact point)

2.3.3. Listening to neighbourhood

At start up, an HNB goes into a listen state to sense and discover base stations in its vicinity. From signal sensing, the HNB retrieves for example the unique identity of neighbouring cells. It then provides them to its initial contact point, which can use the data to check and select the most appropriate operational CN nodes to connect to.
Pros
· It does not imply other parties, the mechanism rely only on mobile operator procedure
· Listening to neighbourhood may in addition provide helpful data for interference coordination
· It does not bring security breach

· HNB may be plugged at any place without manual intervention
Cons

· Additional procedure has to be defined at start up

· There can be an issue if no neighbour base stations are detected (moreover, can then HNBs be used as a PLMN extension in black areas?)
· FDD HNBs shall embed a UE-like receiver (extra cost)

· Detection reliability has to be studied

2.3.4. Fixed access provider cooperation
It is supposed here that the fixed access provider is able to determine a rough localisation of its clients. The location indication may be built from the localisation the DSLAM the ADSL line terminate to, from the phone number associated to the ADSL line, from the IP address allocated to the HBN…[TBC]

We can imagine several cooperation mechanisms for the mobile operator to retrieve the HNB localisation.

a/ The fixed access provider gives to the HNB its location indication in a signed message. The HNB can then provide this location indication to its initial contact point.
b/ The fixed access provider offers a localisation service to the mobile operator. The initial contact point then asks the fixed access provider the localisation of a given HNB from its network address for example.
Pros
· The mechanism adds a limited complexity on HNB side

· It requires no complex hardware or software in the HNBs
· HNB may be plugged at any place without manual intervention
Cons

· A third party is implied in the procedure: The fixed access provider
· An interface has to de defined for location service 
· between fixed access provider and HNB (option a) or 
· between fixed access provider and mobile operator (option b)
· Fixed access provider has to be trusted
c) Another possible mechanism is to rely on the DNS hierarchy. It is assumed that several local DNS are used by the fixed access provider to serve its clients depending on their geographical location. The mobile operator configures the local DNS nodes with entries pointing to local initial contact points. The initial contact point is configured in the HNB under the form of an URL which is converted into the actual network addresses of a CN node by the local DNS. 
Pros
· The mechanism requires no additional procedure, the standardisation effort in 3GPP is minimum (Rely on IETF protocols)
· It requires no complex hardware or software in the HNBs

Cons

· A third party is implied in the procedure: The fixed access provider
· The mechanism implies a tight link between DNS hierarchy and mobile operator's network topology
· Mobile operator has to rely on security level provided by the fixed access operator for its DNS

2.3.5. Tuning by auto-learning

It is assumed here that the HNB is initially connected to a default AGW (e.g. an MME or a MME pool) after the authentication phase. In a first step, the HNB turns into an operational state using this default AGW. The auto-learning mechanism consists in observing the handovers and/or TA updates occurring from and to the HNB to deduce a more appropriate AGW, and then to request the HNB to modify the AGW to use accordingly.
Typically, it is assumed that HOs will happen mainly between a HNB cell and the overlapping macro-cell. During HOs, AGW detects that i) the source or target is a HNB, ii) that the source or target is not attached to an AGW belonging to the same pool. It may then triggers a procedure requesting the HNB to change the AGW it is attached to for further calls.
Pros

· It requires no complex hardware or software in the HNBs
· It does not imply other parties, the mechanism rely only on mobile operator procedure

· It does not bring security breach

· HNB may be plugged at any place without manual intervention
Cons

· The mechanism concerns the optimisation of the AGW (MME or a MME pool), but does not work for topology optimisation implying other CN nodes (configuration server, local O&M…).
3. Conclusion

From this study we can conclude that a mobile operator shall have knowledge of where the HNBs are located, at least for distributing configuration burden and network optimisation.

We examined several mechanisms that can be used for the network to take into account HNB location, with their pros and cons. They do not exclude each others, and some combinations may drive to a way forward.
We would like to discuss within the group how theses point of views are shared, and include the discussion part into the internal TR TR020.
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