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Introduction

One of the main targets of the Study Item “UTRAN Long Term Evolution” is significant reduction of user-plane latency. Already at 3GPPRAN2-Ad Hoc on LTE (20th – 21st June 2005, Sophia Antipolis, France) there were contributions on placement of complete MAC functionality in NodeB and on necessity of a separate RLC Layer (e.g. R2-051760 and convenor’s summary in R2-051759).

This contribution aims at discussing the location of other user-plane functionality in the evolved system. Main emphasis is the question whether functions should move out of the RAN into the CN.

Terminology in this contribution

Despite not finally decided, this contribution assumes the existence of an Iu-like interface between a RAN (characterised by managing radio resources including radio bearers) and a CN (characterised by managing services).

At the current state of discussions, there is no final decision whether there will be one or two nodes in RAN or CN (RAN: “NodeB and RNC” or “NodeB only”; CN: “SGSN and GGSN” or “GSN only”). For this reason, the term SGSN/GSN resembles that node in the CN which handles user-plane data and is closest to RAN.

Addressed User Plane Functions

Retransmission

As presented and discussed in RAN2 (R2-051760) re-transmission functionality of MAC and RLC may be relocated towards the air interface. In this context segmentation functionality of RLC may become part of a combined MAC/RLC.

From an architectural perspective, placement of retransmission functions close to the air interface makes a lot of sense, as all delays up to the retransmission point are multiplied by the number of repeated transmissions. However, the optimum ratio of “immediately successful transmissions” to “transmissions requiring repetition” depends on the used coding. Thus, the exact retransmission layering (e.g. “MAC only” versus “MAC+RLC”; “same” versus “different” size of MAC- and RLC-SDUs) is deemed subject to RAN1/RAN2 discussions and not treated further here.

Macro-Diversity combining

Macro-Diversity combining puts a number of issues on network architecture. One of the main effect is increased OPEX by redundant provision of data to the combining entity, thus macro-diversity combining should be avoided from an architectural perspective. The same guidance was received from 3GPPRAN2-Ad Hoc on LTE (i.e. preference not to support MDC).

However, the benefits of Macro Diversity Combining are currently subject of RAN1 evaluations, thus no final recommendation is possible today.

Header Compression & Encryption

This section is focussing on the Encryption/Decryption functionality of the RLC and on the Header compression/Decompression functionality of PDCP. Both functions have in common that they rely on stateful algorithms. In text below, these two functions are referred by the term HC/Encryption, independent of the actual direction of data flow.

Note:
IP-header transmission requires a minimum level of transport security, i.e. there is a limitation of the maximum acceptable Bit Error Rate / Block Error rate (BER/BLER). However, in contrast to existing UTRAN it is expected that all services (even such services expecting no QoS at all) are using IP headers. Thus, the maximum tolerable BER/BLER will e.g. depend on the maximum BER/BLER tolerable by ROHC and not on the maximum BER/BLER tolerable by the service.

The following arguments suppose to move HC/Encryption towards CN side, i.e. away from the air interface:

· Trunking gains:
HC/Encryption is a processing-intensive task. If it is performed in a more central place for a high number of users, statistics will provide a continuous constant load for the corresponding hardware, enabling economic use of the installed equipment.

· Relocation of State Machines:
Even for long-living connections with infrequent data traffic, the HC/Encryption state can be kept in a single point without the need for relocation
Depending on the to-be-decided scenario that CN will be a constant anchor points for multiple RATs (e.g. iWLAN, WiMAX) encryption could even apply at RAT change.
· Encryption for NAS-messages in RRC containers and for User Plane can be handled in the same node: UE and SGSN/GSN

· HC/Encryption doesn’t require retransmission between the terminating entities. Thus, there is no harmful influence of transport delays on the HC/Encryption functionality and consequently no need for placement close to the air interface

· Connection UE<>SGSN/GSN coherently encrypted

· Termination point for security is moved further back into the network to SGSN/GSN, usually placed in well secured location.

· The complete distance UE<>SGSN/GSN benefits from HC by reduced load on the terrestrial lines

· Simplified initialisation of encryption functionality, as keys are only required in UE and SGSN/GSN.

· No key-exchange or key-update with RAN nodes required, neither at initialisation nor at RAN-related relocation/mobility.

Mobility Anchor

Today, RNC functionality can hide UE mobility from the CN. In order to ensure scalability and use of even large CN nodes, this functionality has to be kept in RAN. In other words, the RAN should provide a mobility anchor for RAN mobility, independent from the CN mobility management.

However, depending on the necessity of other 3GPP-specific user-plane-functionality located between NodeB and CN (e.g. macro-diversity combining), it may be considered to use mobility mechanisms provided by the transport network, e.g. to use Mobile IP (e.g. IETF RFC3775 for IPv6) or to exploit multicast as supported by Ethernet (IEEE 802.x). Usage of such ‘available’ mobility mechanisms would

· Reduce standardisation effort in 3GPP

· Enable independent implementation of 3GPP and mobility functions

· Provide new opportunities for mobile-network operators and fixed-network operators.

Overview on the Resulting Network Architecture

To provide an overview on possible overall architectures resulting from considerations above, figures 1 and 2 are included. In addition to the user-plane functionality, which is the major topic of this contribution, also possible control-plane architecture is shown for the sake of completeness.
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Figure 1: Scenario without Macro-Diversity Combining (no inter-NodeB Soft-Handoff)
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Figure 2: Scenario with Macro-Diversity Combining (inter-NodeB Soft-Handoff)

Proposal

It is proposed:

· To move Header Compression & Encryption into the CN (SGSN/GSN) and to capture this agreement in TR 23.882

· To evaluate RAN-internal Mobility Anchor Function in the light of the outcome from SHO debates in RAN1.
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