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1. Introduction
During the last SA2 and RAN3 joint meeting in Montreal, a list of functions for the functional split between the EUTRAN and the PS CN were proposed and discussed. In the functional split table, some of the listed functions were listed only to be applicable to the PS CN, and some others only to RAN   and some for further study. This contribution aims to provide some further clarifications on some the functions and propose some changes on the listed functional split.

2. Clarifications and proposed changes on the functional split

· The RRM Function
The existing proposal is that RRM only applies to RAN.  It is believed that there will be necessary interactions between the RRM functions in RAN and the resource and core network bearer management functions in PS CN.  In addition, actions on the decisions from RRM may well affect the resource allocation in the CN, e.g. the selection of EUTRAN and legacy UTRAN as the access based on the resource availability as controlled by the CN. As a result, the route switching-over needs to go through the CN.

It is proposed that RRM should be noted to be closely associated with the operations in the CN and  some detailed explanations be added as the Comments.
· Policy Decision
The existing proposal for the Policy Decision function is for CN only. To an operator, the policy decision should also support the RRM operations, i.e.  the policy decisions related to the use of radio resources such as access network selection, RAN QoS and resource control, mobility, handover, etc.   The policy decisions on the operations within the RAN should be an integral part of the overall policy decision. 
It is therefore proposed to add Policy Decision to RAN as a function to be part of the overall policy control function. It is also recognised that the location of the policy decision point as a physical entity may well be located in the CN.
· Policy Enforcement/Policy Control
It is also recognised that, in addition to the policy decisions that relevant to both RAN and CN, policy enforcements in both RAN and CN can be different depending on the actual policy decisions and  may well affect the architecture to a certain level depending on  how the policy decision point(s) and the policy enforcement point(s) interact with each other (e.g. through an open interface). It is expected that selection of the appropriate location for policy enforcement points and the appropriate policy enforcement operations should become an important considerations for RAN LTE and SAE. 
It is therefore proposed to add Policy Enforcement functions to the table and it is relevant both RAN and CN.
· Location Management, Paging, Intra-radio access mobility in Idle mode

The existing proposal is for FFS for both RAN and CN. It is believed that existence and the relevance of those functions to RAN and CN will depend on the actual meaning of the functions under the context of RAN LTE and SAE and the EUTRAN and the evolved PS CN architectures. 
For the location management, it is typically a function for  the CN and the RAN to know the MS location related information  such as the routing areas for the MS, the cell-identity or RAN registration area identity (for Iu Mode RAN) and the for the CN to know the address of the serving RAN nodes, etc. It is therefore a function that needs to be supported by both RAN and CN.  The actual location and the procedures of the Location Management functions will need to adapt to the differences of ETURAN and the evolved PS CN from the legacy PS domain systems. 
For Paging, it can be initiated either by the CN or by the RAN in the legacy GPRS/UMTS PS systems for the transmission of downlink data or signalling.  In the evolved system, it is believed that the function will be needed by both RAN and the CN.

For Intra-radio access mobility in Idle Mode,  the function will primarily depends on  the actual location of the mobility anchor point, i.e. the point where the control and the re-routing of the traffic are performed. Considering the principles of simplifying  and optimising the mobility control procedures and  improving the mobility performance (minimum interruption for the services/sessions), the  anchor point for intra-radio access mobility  is best kept within the RAN. So it is a function for RAN.

Due to the differences in terms of the needs and the operational procedures as well as their dependencies on the actual RAN and the CN architectures, it is proposed to put them in separate entry in the table.

·  Integrity Protection

Integrity protection, in general, should include the protections against unreliable data transmission caused primarily by data corruption (e.g. due to the interferences) and the data loss (due to the congestion or loss of connections).  

In the CN, data loss is, in general,  the cause for unreliable data transmission while, in RAN, data integrity can be affected by both data corruption and data loss.  It is believed that necessary data integrity protection (e.g. data detection/correction) is needed in RAN. 
For the CN, some effective data protection mechanisms such as data buffering and re-transmission, e.g. data re-retransmission only between the network nodes such as the GGSN and the mobile terminal can help simplify the control in the RAN. This also helps reduce the latency for reliable data transmission by not relying on the end-to-end data protection mechanisms such as TCP/Re-retransmission-based mechanisms. Then CN should be considered to support some simple and yet fast data recovery mechanisms.
It is therefore proposed to include the integrity protection function in the CN with considerations for possible compensating for possible failed  protections in RAN  and reducing the need for end-to-end TCP based data transmission control to reduce the latency.
· Ciphering
Different ciphering needs may exist on the various legs of data transmission such as the radio transmission links and the end-to-end IP layer.  Cases such as end-to-end ciphering (such as IPSec applied by endpoints/peers) and point-to-point ciphering (MS to the SGSN for the legacy GPRS system) should also be distinguished.

The consideration of ciphering in RAN and/or CN should be combined with the possible end-to-end IPSec used between the endpoints and the possible complexity and processing overhead incurred due to the ciphering, in particular.
The exact location of the two endpoints where the ciphering is performed depends on the actual RAN and the CN architectures, and also depends on the terminal applications. Considering the possible removal of intermediary nodes (such as SGSN), the ciphering for data transmitted is expected to be moved into the RAN. 
It is therefore proposed that the ciphering functions are located within RAN. It should also be clarified that this does not include the IPSec.

· Header Compression

The Header Compression in legacy UMTS PS Domain is located within the UTRAN (the PDCP layer in RNC and UE). Considering the need for simplifying the RAN architecture and enhancing the transmission performance and efficiency, the need for relocating the Header Compression function out of RAN to the CN should be considered.  This will also be beneficial to the improvement of transmission efficiency across the links in the CN. The potential issues such as the extra delay in synchronising the states between the header compression peers for header recovery should be considered. 

It is therefore proposed to locate the header compression in the CN.
· Intra-radio access mobility, connected mode

This will very much depend on the mobility and the general ETURAN and PS CN architecture, i.e. the location of the mobility anchor point. Out of the two possible options, one with the anchor point located in RAN and the other in the CN, respectively, the issues to consider are backhauling of the traffic within the RAN and/or to the CN during the HO process, the corresponding delay, the need for duplicating the transmission of some data segments to the serving and drifting base stations, etc.

In addition to the two mobility anchor point options, it is suggested that a 3rd option be considered with some Base Stations designated as the mobility anchor points for fast re-routing and forwarding data to the new location of the mobile.

Considering possible better control efficiency and lower transmission delay during the HO by locating the intra-radio system mobility anchor point within the RAN, it is proposed to the intra-radio system mobility function is support only within the RAN.
· Volume reporting of unsent data

In the legacy system, the 3G-SGSN counts all downlink data sent to the RNC over Iu interface. Any discarded data between MS and RNC causes inaccurate charging, as the 3G-SGSN cannot account for this and subsequently causing overcharging. Additionally any buffered data in the RNC at RAB release or forwarded to another SGSN during handover is possible counted again i.e. twice, which causes overcharging.
To avoid inaccurate charging at the 3G-SGSN, the 3G-SGSN will always instruct the RNC at RAB set-up to count the unsent downlink data towards the MS.
Whether there is a need for the same function in the RAN will depend on the RAN and CN architectures. If some packet accounting and charging functionality is relocated to the RAN with the removal of intermediary nodes in the CN, such as the SGSN, then unsent data volume reporting as such will not be necessary to the GGSN.

It is therefore proposed that the accounting of unsent data in RAN will be needed but the reporting process to the CN as the legacy function ceases to exist.

The issue about the extra complexity of supporting this function in RAN is also important to consider. This is because implementation of the function in RAN,  in particular, when it is used per-session, may  prove to be too costly.

· IP Bearer Management

Although the current proposal explicitly indicate the support of the function in the CN, it is also believed that some direct mapping of IP level management functions such as QoS  (e.g. DSCP) and Mobility to the QoS and mobility operations on the radio link layers in the RAN will improved the control efficiency and reduce the latency for the bearer setup and handover.

It is proposed to include IP bearer management in the RAN , in particular, in terms of the  interactions with  of the radio layer management functions such as RRM, QoS, Mobility etc with the IP layer management functions.
· Access System Selection
It is directly related to the operations of Policy Decision, Policy Enforcement and RRM. There will be the need for  the RAN to interact with the  CN and the Policy control points (PEP and PDP)  for making the decision to select the most appropriate access system with considerations of operator’s policies and the end user’s requirement. 
It is proposed to include the function in the RAN as well as in the CN.
· Load Sharing among RAT’s
Load sharing among RAT will need to interact with the CN, in particular, CN being the anchor point of different RAT’s, The involvement of CN for  load sharing among RAT’s can also been seen in re-routing of traffic  across the CN to alternative RAT(s).
It is therefore proposed to include the CN for supporting the load sharing among RAT’s.

· Frame Selection (if MDC is needed)
It very much depends on:

· the need for SHO

· the actual EUTRAN and CN architectures.

It is desirable to is to keep the benefits of “MDC” without supporting SHO although it is still unclear what the alternatives would be. For improving the control efficiency and reducing latency and restricting the backhauling of  signalling and user  traffic, the function is best kept within the RAN.  For the architectural option without RNC, one possible solution is to designate some base stations to be the points for performing the MDC function.

It is proposed to have the function only within the RAN.
· Downlink Duplication for HO support 
It will depend on the actual selected mobility architecture, i.e. the location of the mobility anchor point which has the following three possible options:

· anchor point in the CN

· anchor point in the RAN

· anchor functions delegated to  selected base stations.
Considering the benefits avoiding the backhauling of the traffic from the CN and reducing the latency during the HO, it is best to keep this function within the RAN. It is therefore proposed that the function only be located within RAN.

· Flow Control and Buffering
The general need for the Flow Control and Buffering in existing systems (e.g. GPRS/EDGE and HSDPA) is to control the data flow  through the buffering not to over-flood the peer node (which usually does the scheduling separate from the buffering node).  This is particularly useful for “smoothening”  the traffic variations across the radio links to maximize the throughput for TCP based applications as well as for UDP based applications to avoid sending excessive bursts of traffic to the radio links. The possible impact of the buffering is the slowing down of the transmission due to the delay incurred by the buffering. This is may, in particular, affect the  quality of some UDP based applications.

Considering the reduction of backhauling traffic  to the RAN edge nodes such as the Base station, buffering should ideally located within the RAN.  It is also beneficial to the reduction of transmission  latency if the buffering is close to the location of the RAN nodes that perform the scheduling and send data to the radio links.

It is therefore proposed to locate the function within the RAN.
3. Proposal

Based on the analyses and proposals in Section 2, it is proposed to update the  RAN and CN functional split table to be as follows;

	                        Location

High Level Function
	                 RAN
	               CN
	       Comments

	Radio Resource Management
	                     X
	                  X 

(interactions with RAN)
	

	Policy Decision 
	                     X
	                   X
	

	Policy Enforcement 
	                     X
	                   X
	

	QoS Negotiation 
	                     X
	                   X
	

	QoS Policing 
	                     X
	                   X
	

	Attach, Subscriber & Key Management, Authentification & Authorisation 
	
	                    X
	

	Location Management
	                    X
	                   X
	

	            Paging
	                    X
	                  X
	

	Intra-radio access mobility in Idle mode
	                    X
	
	

	Handling of terminals in power saving mode
	                    X
	                  FFS
	

	Radio Channel Coding 
	                    X
	
	

	Integrity Protection 
	                    X
	                   X
	

	Ciphering 
	                    X
	
	

	Header Compression
	                   
	                   X
	

	Intra-radio access mobility, connected mode
	                   X
	
	

	Radio Protocols (ARQ, scheduling,etc)
	                   X
	
	

	Volume reporting of unsent data
	                   X
	
	

	IP Bearer Management 
	                  X
	                  X
	

	Roaming
	
	                   X
	

	Local Breakout
	
	                  X
	

	Inter-Radio Access Mobility, connected mode
	               X
	                   X
	

	Inter-Radio Access Mobility, Idle mode
	               X
	                   X
	

	Access System Selection
	                X
	                   X
	

	Load sharing among RAT’s
	                X
	                   X
	

	Lawful intercept
	          
	                   X
	

	Positioning
	                X
	                  X
	

	Frame Selection (if MDC is needed)
	                X
	
	

	Downlink Duplication of HO support
	                X
	
	

	Flow Control and Buffering
	                 X
	
	

	         MBMS
	                 X
	                   X
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