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1 Introduction

This contribution discusses functional split on ciphering, integrity protection and header compression. These functions have a major impact on user plane behaviour. Ciphering and integrity protection of control plane signalling is also taken under consideration.
2 RAN/CN functional split

This section discusses RAN/CN functional split for functional assignment for the relevant WGs, which is described in SRJ-050126.

All functions discussed in this contribution, i.e. Ciphering and integrity protection and header compression, will be worked out in RAN WGs.

3 Functional allocation to network entities

This section discusses allocation of functions to network entities as stated in SRJ-050126. For the evolved access system, two-tier architecture is assumed, which is consisted of the E-Node-B and the Access Gateway.

3.1 Integrity protection

Integrity protection is applied for RRC signalling. Because the E-Node-B terminates RRC signalling, integrity protection is done in the E-Node-B.

3.2 Ciphering
There can be three different configurations for ciphering function allocation. In the below, the pros and cons of alternatives are discussed.
· The E-Node-B for ciphering of user plane data and RRC signalling
· Pros: Only the E-Node-B is required to have ciphering function. Control plane is ciphered too. 

· Cons: During inter-E-Node-B handover, ciphering context (e.g. ciphering key etc.) needs to be transferred from the source E-Node-B to the target E-Node-B.

· The Access Gateway for ciphering of user plane data (no ciphering for RRC signalling. Only integrity protection is done for RRC signalling)

· Pros: Only the Access Gateway is required to have ciphering function. (Note that integrity protection related information is still transferred to the E-Node-B). During inter-E-Node-B handover, no ciphering context transfer is required.
· Cons: Control plane is not ciphered. The Access Gateway needs to maintain a sequence number ciphering. (Note that this can be an overhead when ARQ sequencing is done in the E-Node-B.)
· The Access Gateway for ciphering of user plane data, -Node-B for ciphering of RRC signalling
· Pros: Both user plane data and RRC signalling are ciphered. During inter-E-Node-B handover, no ciphering context transfer is required.

· Cons: Both the Access Gateway and the E-Node-B need to implement ciphering mechanism. The Access Gateway needs to maintain a sequence number for ciphering.

The first question is whether RRC signals needs to be ciphered or not. If no, the second configuration can be the simplest solution.

If yes, in order to decide the position of ciphering function, we need to compare the complexity of ciphering context transfer during handover (the first configuration) and overhead for having ciphering units for both the Gateway and the E-Node-B.
In conclusion, more speculation is required, i.e. it is FFS.
4 Header compression

The below is an analysis on the location of the header compression function.

· Access gateway:
· Pros: The amount of data in the backhaul is reduced which can result in cost reduction, especially for VoIP packets with a small amount of payload. No ROHC context transfer is required during inter-E-Node-B handover.
· Cons: When the E-Node-B is required to be IP-aware for some reason (e.g. IP filtering in E-Node-B), it cannot be applied.

· E-Node-B:

· Pros: E-Node-B can be IP-aware.

· Cons: No IP header compression for the backhaul traffic. ROHC context needs to be transferred during inter-E-Node-B handover.

So, we propose to place it in the Access Gateway.
5 Conclusion

The figure 1 summarizes the proposal of functional split for intra access mobility functions.
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Figure 1. Summary of functional split
The table below is proposed change to the SRJ-050126.
	Location:

High-level Function:
	RAN
	CN
	Comments
In This table, RAN/CN split is for functional assignment to the relevant WGs

	Integrity protection 
	X
	
	

	Ciphering
	X
	
	

	Header compression
	X
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