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Introduction

The 3GPP System Architecture Evolution Work Item studies the long-term evolution of the end-to-end 3GPP system. The target is to develop a competitive system architecture that provides optimal support for high bandwidth and low latency IP traffic and services on top of that.

This document clarifies User IP configuration, IP Routing and User IP flow differentiation functions in evolved RAN and CN. 

IP Bearer Management

The evolved radio access network shall be optimized for packet traffic, so it is worth for considering a new IP optimized radio access network architecture where IP awareness is fully utilized including the radio.

The IP Core (or backbone) in the Operator’s IP Domain (e.g. Autonomous System in Internet) shall be inter-connected to other Operator’s Domains and internetworks.

In order to be part of the global internetworks the operator must have assigned a sufficient range of globally routable IP addresses for its IP Domain. Part of these public addresses shall be used for addressing the mobile nodes. The Operator’s IP domain should be a dual stacked network supporting both IPv4 and IPv6.

The CN may apply Mobile IP for providing global mobility and inter-RAT mobility. In context of Mobile IP there will be required a Home Agent (HA) and home address for User/UE being accessible using a globally routable IP address. Now the operator should reserve a home address space and configure it as subnet(s) of the Home Agent that is positioned at the highest level of hierarchy in the IP network topology of the operator’s domain. On other words the physical location of the Home Agent should be in the operator’s core network.

Due to security reasons it is recommended that the home address(es) should be allocated dynamically to the UE instead of using a fixed home address as one of the user identifiers that is bound to user subscription. The dynamically assigned home address becomes kind of a temporary User/UE point of attachment for global IP connectivity that will not be handed over while the User/UE will maintain registration to this home agent.

At the application layer the User/UE could be globally accessible by using a higher-level identifier e.g. DNS name even in concept of a temporary home address. This requires that the UE should register its current globally routable home address (IP Point of Attachment) e.g. to a dynamic DNS or to application servers. When Mobile IP is applied then session continuation can be maintained for UE home address also in case of inter-RAT handovers.

In the context of Mobile IP the mobile User/UE is not normally connected to its home subnet, so UE must assign a care-of address that has topologically correct prefix from its current point of attachment (current link, or subnet). For the continuously moving User/UE its link may change quite often that requires performing IP layer handovers as on every link change a new care-of address must be created and registered to home agent and to correspondent nodes (only in case of MIPv6).

It would be viable to create a hierarchical handover concept in order to reduce amount of IP layer handovers that are exposed to the CN. Now the operator’s IP domain could be split into local mobility domains that are connected to the IP Backbone. Ideally, a group of contiguous networks that share the same IP prefix could form a region for a Local Mobility Domain (e.g. evolved radio-access network) where a network controlled local mobility management concept that is transparent to UE at IP layer could be applied.

A gateway node at the edge of the evolved radio-access network could implement a Local Mobility Agent in order to control the regional CoA of the mobile node and provide the regional IP point of attachment to the UE. A hierarchical network controlled local mobility management solution can efficiently hide the frequent Inter Radio-access network handovers from the CN that provides the global IP mobility layer. Also this solution has advantage that the care-of address does not reveal user location too accurately (location privacy) when MIPv6 route optimization will be applied.

In order to enable UE to use services from multiple sources, the UE should be able to share its current care-of address for multiple home addresses i.e. UE may be allowed to register to multiple home agents. Also in case the UE does not support Mobile IP, the evolved network should assign “Simple IP” address to the UE and support Intra-radio access mobility by using the network controlled local mobility. 

For broadcast and multicast services the UE may assign also multicast address(es) in order to join to a multicast group.

The network should support assignment of the home address, the care-of address or a “simple IP” address during the UE initial attach/registration procedure to the network. Ordinary IPv6 neighbour discovery is not viable over cellular radio links, so address auto-configuration should be likely based on DHCP.

The network controlled local mobility management may require that the evolved radio-access network have to assign “on-link” IP address for the UE. However, this address for supporting local IP mobility should be transparent to the UE.

IP routing is straightforward when Mobile IP is supported in the CN and can be based on the current standard mechanisms specified for native IP networks. The IP routing in the RAN could be based on IP optimized local forwarding mechanism used in conjunction of a network controlled local mobility management.

An important issue in IP networks is how user IP traffic flows (“IP bearer”) can be differentiated e.g. for providing QoS etc. The traditional way to differentiate user traffic flow is to detect 5-tuple (destination address, source address, protocol, destination port and source port) in IP lookup. In addition to 5-tuple another standard mean is e.g. using a flow label in IPv6 header. Also DSCP field could be applied for traffic classification in DiffServ domains. 

Conclusions

In context of IP optimized evolved Radio-access network that must support Inter-RAT mobility the CN should support UE IP configuration, IP routing and User IP Flow differentiation based on mechanism specified for the native IP networks.

The CN should assign UE IP address(es) that are exposed to other IP peers due to improved location privacy. RAN may assist IP configuration e.g. providing DHCP relay function but decisions are made in CN.

Dynamically assigned IP addresses for UEs should be preferred and IP addresses should be used just for routing user packets, not as permanent user identifiers that would make user tracking easy.

Mobile IP can provide IP session continuation for global and Inter-RAT mobility when supported in the CN.

The EUTRAN should implement a network controlled local mobility management in order to hide the most frequent IP mobility events from the CN and to provide fast and seamless IP layer handovers according to RAN function “Intra-radio access mobility, connected mode”. 

The User IP Flow (“bearer”) differentiation related functions are e.g. QoS Negotiation, QoS policing, packet classification etc.
Proposal

It is proposed to allocate the function “IP Bearer management” as CN function. RAN may assist in related functions but decisions are made in the CN.
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