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1. Introduction

In order to provide End-to-End Quality of Service it is clear that consistent marking is required across the SAE/LTE network. Such a requirement mandates DiffServ boundary nodes are deployed which support traffic classification and conditioning.

Today, E2E QoS is achieved using differentiated packet handling, e.g., according to GSMA PRD IR.34. This defines the mapping of the limited number of traffic classes to DiffServ Code Points with the mapping into Traffic Classes being performed for the down-link using the Traffic Flow Template.

2. 7.x Simplification of QoS Policing and Packet Classification

7.x.1 Description of QoS Simplification Issue

The Baseline CN Architecture for QoS uses 2 levels of tunnelling between the remote tunnel endpoint and the Radio Access Network where only one level of tunnelling is required for correct packet classification and policing. 
7.x.2 Solution for QoS Simplification

The SAE/LTE shall support DiffServ boundary node functionality including packet classification together with dropping and queuing behaviour.

The DiffServ boundary nodes shall exist for the down-link in the remote tunnel end-point and for the up-link in the [TBD] network element. [editor’s note: TBD network element will be determined by choice of architecture]

Packet classification is based on per-user classification policy signalled to the DiffServ boundary nodes.
Packet classification is based on existing 3GPP 23.107/Y.1541 concepts which use a small set of Traffic Classes.
In the down-link direction, per-user classification policy is based on packet filtering information which is used to classify packets into individual Traffic Classes.

In the up-link direction, packet classification is based on [the RAB which was used to receive the packet].

Per-user packet classification in the down-link determines whether a packet is dropped or passed with a possibly remarked DSCP field according to its Traffic Class.
Rate limiting by the DiffServ boundary nodes and the Core Network elements is performed on a per-user per-Traffic Class basis.
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Figure 1: SAE/LTE QoS Policing and Packet Classification
7.x.3 Impact on the baseline CN Architecture

Current CNs may be configured to remark packets according to a single negotiated Traffic Class. This solution requires differentiated markings within a single tunnel.
7.x.4 Impact on the baseline RAN Architecture

No impact
7.x.5 Impact on the terminals used in the existing architecture

No Impact – the signalling of the secondary PDP context is used for a signalling exchange only and not used to establish a second tunnel.
3. Proposal

It is proposed to include the text in section 7 within the TR.
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