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1 Introduction

The chairs of SA2/RAN2/RAN3 have requested companies contribute with their views on the overall architecture and the role of the evolved UTRAN in order to facilitate the identification of topics/key issues that shall be addressed in the forthcoming joint sessions.

Here we provide Cisco’s vision of the overall architecture and its impact on the E-UTRAN/CN definition and split.
2 Evolved Architecture

We introduce a system architecture for meeting the requirements for SA1 All IP Network. 
As far as possible, the proposed architecture is protocol agnostic and can be easily derived from an evolved 3GPP R6 architecture. In particular, we follow the evolutionary path of HSxPA which leads to the collapsing of all user plane radio functionality on to the new Radio Node element. 
This concept may be considered further aligned with the NodeB+ concepts in draft TR 25.897 where the NodeB+ element terminates all the RAN radio protocols.
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Figure 1: Evolved System Architecture
2 Element Description
Here we detail the architectural elements:
2.1
  Radio Node (RN)
The radio node is responsible for terminating the radio layers 1 and 2. In order to minimize end-to-end delay, MAC processing is only performed in the Radio Node.  
Timing constraints across the Radio Node and the Local Mobility Anchor interface should be carefully limited.
The Radio Node is responsible for encryption and de-encryption of the radio link.

The Radio Node is responsible for policing up-link flows according to the agreed Radio QoS/CoS.

The Radio Node should be capable of efficiently supporting single packet transfers as well as the target [100M/50M] bit/s service.

The Radio Node has an IP interface and may be dual homed to multiple local mobility anchors, e.g., according to geographical resilience requirements. User-plane packets are tunnelled between the radio node and local mobility anchor. 

The tunnelling technique between LMA and RN should support scalable Multicast, e.g.,, be based on native IP multicast, e.g., mVRF.
In order to optimize the bandwidth utilization (of air interface and WAN), the RN may include buffering to limit peak to mean bandwidth ratio.

It is FFS whether the Radio Node includes AAA-client functionality, e.g., for interworking EAP over the radio interface to EAP over AAA.
The System Architecture should support uni-directional Radio Nodes, e.g., which use alternative broadcast techniques.

2.2 Common Radio Resource Management (CRRM)
The Radio Resource Management function handles handover across a group of radio nodes. Handover between cells controlled by the same common radio resource management function shall be totally under control of the CRRM.
The CRRM may control radio nodes of different technologies.

Alternatively, new radio technology can be realized by deploying a new set of radio nodes together with a corresponding RRM function.

Autonomous Radio Nodes may be supported that have no RRM.

Handover between radio nodes controlled by different RRM systems (or without an associated RRM) shall require the assistance of the terminal in performing handover.

2.3 WAN Resource Management (WRM)

The WAN Resource Management function includes resource management of the different backhaul links from the RNs. WAN Resource Management interfaces to CRRM in order to ensure sufficient WAN resources are available to support committed and reserved radio resources.

2.4 Local Mobility Anchor (LMA)
The LMA provides mobility across the RN nodes within a visited network. The LMA also stores the user’s radio agnostic context, e.g., including security association and QoS state, together with the user’s forwarding state (tunnel configuration). As a user moves between RN nodes, the stored information is used to re-construct the user context at the Radio Node.

The LMA includes AAA Client functionality and assists in access authentication and security functions of the network. The LMA includes a control plane interface to the RN, e.g., for passing security, QoS information and building tunnels.

The LMA can also include an optional policy interface via AAA for implementing granular location based policy.

So as to minimize packet loss, the LMA may perform bicasting of down-link packets to multiple radio nodes during handover 

The LMA includes AAA-client functionality.

In order to limit the round trip time, the LMA should not include any user-plane buffering.

It is FFS whether LMA includes functionality to support optimized UE sourced multi-cast traffic, e.g., handling of up-link multicast.

2.5 Remote Mobility Anchor (RMA)

The IP address allocated to the user is topologically associated with the RMA. The RMA de-encapsulates up-link packets and encapsulates down-link packets. The RMA performs per-user charging, policy control and lawful intercept.
The RMA is responsible for policing down-link flows.

The RMA may be location aware, e.g., by proxying of location area information from the Radio Node via the LMA.

The RMA may be in the visited or home network, depending on the deployment choice.
2.6 Interworking with legacy systems

The LMA can interface through interworking functions to legacy SGSNs (interfacing to PDGs is FFS).

3 List of key topics and issues

Authentication Framework: Should SAE leverage EAP? Should AAA functionality reside in the Radio Node?

Backhaul technology: The radio node should be able to synchronize its RF when operating off asynchronous backhaul technology.

Buffering: Should be restricted to the Radio Node. The operator of the Radio Node should be able to define flexible buffering approaches in order to reduce the peak to mean requirements on radio and WAN interfaces.
Diversity combining: because of the desire to limit MAC processing to a single element, only softer handover should be considered.
Handover: when origin and target radio node are controlled by a common RRM, the handover is totally within the control of the network operators. When the origin and target radio node are controlled by different RRM systems, user to network signalling is required to assist in the control of the handover.

IP Charging and Policy Control: Should be restricted to be performed in the RMA. 
Location based policy: Should be performed at the RMA if the RMA is already signalled at location area transitions, otherwise should be performed at the LMA (e.g., for cell based policy control).
Migration: All-IP migration should not directly interface to legacy RAN networks, rather through the existing SGSN element. It is FFS whether the SAE should interface to the PDG.
Multicast: The tunnelling technique between radio node and local mobility anchor should support scalable multicast. Optimized support of user sourced multicast is TBD.
Radio Agnostic Core Network: The LMA should be radio agnostic. It should be investigated whether the LMA needs to directly interface to the RRM system(s), or via the Radio Node.

Radio Resource Management: Should be able to support common radio resource management across technologies. Should be able to support multiple RRM systems. Should be able to support Autonomous Radio nodes without RRM functionality.

Radio Technology: Should be able to efficiently support single packet transfers.

Reduced packet loss during handover: The use of bi-casting of down-link packets by LMA should be considered.

Resilience: Other than the Radio Node, there should be no single point of failure.

Uni-directional: The system architecture and RRM systems should support un-directional radio nodes.
WAN Resource Management: With increasing radio interface rates, RRM should interface to WAN Resource Management functionality.
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