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Foreword

The coloured highlight of the Unique IDentifier (UID) reflects the status of the work items e.g. ongoing, completed, etc.
Stopped Features and Studies are listed at the end of the present document.

Legend:

Completed WI
Ongoing WI
Moved WI to/from another Release
Stopped WI
The present document has been produced by the ETSI MCC department. 
The overall document was coordinated by Adrian Zoicas (MCC Work Plan Coordinator), who wishes to thank all the contributors for their dedication and quality of inputs.


[image: image1]
1
Scope

The present document contains a high-level description of the 3GPP Release 13 Features. 
Its latest version is available at: http://www.3gpp.org/ftp/Information/WORK_PLAN/Description_Releases/
3G Release 13 - See version 13 of TR 21.101
GSM/EDGE, Phase 2+ Release 13 - See Version 13 of TR 41.101
Freeze Dates
	Release
	TS/TR version)
	Functional freeze date, indicative only (see note)

	Rel-13
	13.x.y
	Stage 1 freeze ???

	
	
	Stage 2 freeze ???

	
	
	Stage 3 freeze ???

	Note:
After "freezing", a Release can have no further additional functions added. However, detailed protocol specifications (stage 3) may not yet be complete. In addition, test specs may lag by some considerable time. 
A "frozen" Technical Specification is one which can have no further category B or C (new or modified functionality) Change Requests, other than to align earlier stages with later stages; thus all TSs pertaining to a Release may not necessarily be frozen at the time the Release itself is functionally frozen. Indeed since Release 7, the trend has been to freeze each of the three stages independently.


2
References

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 21.101: "Technical Specifications and Technical Reports for a UTRAN-based 3GPP system". Version 13.x.y

[3]
3GPP TS 41.101: "Technical Specifications and Technical Reports for a GERAN-based 3GPP system". Version 13.x.y

2.1
Specifications

Global information on the Specifications (also called “specs”) can be found at:

http://www.3gpp.org/specs/specs.htm
The latest versions of all 3GPP specifications, containing the most recent corrections and additions, are available at:

http://www.3gpp.org/ftp/Specs/latest/
For specific purposes, older versions might be needed. These versions are available at:

http://www.3gpp.org/ftp/Specs/Archive/
where the specifications are sorted by series and then by folders containing all the available versions of a given spec (one folder per spec), for all Releases.

2.2
Tdocs

The Temporary Documents (tdocs) are mainly the original papers written by the 3GPP Members, and are the inputs for elaborating the specs. They are available (sorted by 3GPP technical groups (Technical Specification Groups (TSGs) and Working Groups (WGs)) at:

http://www.3gpp.org/ftp/
starting with 'tsg....'.

2.3
Work Plan, Work Items and Study Items

Work Item Description (WID) / Study Item Description (SID) is a form which initial version provides the target to be reached before starting the work. Potential subsequent versions precise the target and foreseen completion dates according the actual work progress. WIDs / SIDs are stored in:

http://www.3gpp.org/ftp/Information/WI_sheets/
The 3GPP Work Plan is a living document, periodically updated, containing the full list of Work Items and Study Items, as well as summary information for each WI, as: the WG in charge of it, its starting date and (foreseen or actual) completion date, the actual progress, etc. The 3GPP Work Plan is available at:

http://www.3gpp.org/ftp/Information/WORK_PLAN/
2.4
Change Request database

A specification is originally drafted and maintained by a rapporteur, who compiles the contents from discussions in the WGs and TSGs. When it is considered to be 80% complete, it is brought under a so-called "change control" process. After this, changes to the specification can only be made using Change Requests (CRs) that are usually agreed by consensus in the WG responsible for the specification, and then formally approved by the relevant TSG.

The CR database contains information on CRs including a Work Item code, a CR number that is unique for a certain specification (different CR versions are possible, but only one can ever be approved), the status of each CR, references to the source Individual 3GPP Member(s) and relevant WG/TSG temporary documents numbers and meetings.

This database is available in:

http://www.3gpp.org/ftp/Information/Databases/Change_Request/
Further information on CR is available at:

http://www.3gpp.org/specs/CR.htm
3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply.
4
SA1 Stage 1 - ONLY Features
4.1
RAN Sharing Enhancements (RSE) UID_600045
Resources:
S1

	UID
	Name
	Finish
	Comp
	Hyperlink
	Status_Report
	Notes
	TSs_and_TRs

	600145
	Stage 1
	11/12/2013
	70%
	SP-130330
	S1-134125
	SP#61 completion 09/13=>12/13
	22.101


Supporting Companies:
NEC, Sprint, Qualcomm, Telefonica, Huawei, Intel, SoftBank Mobile, InterDigital Communications, TeliaSonera

Triggered by TR 22.852 Rel-13 Study on RAN Sharing Enhancements (FS_RSE)

	Related Study Item or Feature (if any)

	UID
	Title
	Nature of relationship

	540028
	Study on RAN Sharing Enhancements (TR 22.852)
	In TR 22.852 "Study on RAN Sharing Enhancements" (FS_RSE) use cases and potential requirements for a more dynamic co-operation among operators on RAN sharing have been analyzed. 

TR 22.852 builds upon and extends the Rel-6 work item on Network Sharing (UID_31018)

TR 22.852 is the basis for normative work on RSE


Justification
RAN Sharing is not simply be a method of reducing costs – it ushers in a new paradigm in network roll-out strategy. Basically three situations can be envisaged in which enhanced RAN sharing are highly beneficial:

1. A Greenfield deployment – two operators jointly agree to build out a new technology (typically 4G). At the outset, the new shared network infrastructure and operations can be based on capacity and coverage requirements of both operators. The operator can fund built-on 50:50 or according to their expected needs.

2. Buy-in – when one of the sharing operators has already built (4G for example) and looking for another operator to share this network. In this case, the second operator would either pay a capacity usage fee or up-front fee to acquire in the network.

3. Consolidation Situation:  when either 2G, 3G or 4G networks, which have already built out by each of the sharing operators, needs to be consolidated into one joint network. This type of network sharing usually holds significant cost advantages, but it also presents substantial design challenges.
In a preceding study on RAN Sharing Enhancements (TR 22.852) use cases have been collected and the effects of enhanced RAN Sharing scenarios have been studied. 
Objective:
to standardize means that complement existing system capabilities for sharing common RAN resources. The work will take into account the following topics

· Allocation of Shared RAN resources based on the proportion of assigned RAN usage for each Participating Operator

· On-demand capacity negotiation
· Selective OAM access to Participating Operators

· Load balancing while respecting the agreed shares of RAN resources
· Generation and retrieval of usage and accounting information on a per Participating Operator basis.

· Handover functionality due to RAN Sharing Agreements
· Public Warning System (PWS) in shared RAN

Coordination with SA5 is envisaged, in particular on SA5’s Study on OAM aspects of Network Sharing, FS_OAM_SHARE (UID 540032) in TR 32.851.
Service Aspects:

Impact on service experience of individual subscribers should be kept at a minimum..
Charging Aspects:
These will include generation and retrieval of usage and accounting information
Security Aspects:
RAN Sharing Enhancements shall not negatively affect security or privacy of sharing networks or subscribers.

For the case of multiple operators sharing radio network resources the work item needs take care of requirements and scenarios for:

· maintaining end-to-end security for each operator

· providing and allowing appropriate levels of visibility of the shared radio network resources to the sharing network operators according to each operator’s role in the sharing arrangement.

Involvement of SA3 for evaluation of potential scenarios is envisaged.
4.2
Service Exposure and Enablement Support (SEES) UID_610030
Resources:
S1

	UID
	Name
	Finish
	Comp
	Hyperlink
	TSs_and_TRs

	610130
	TR on Stage 1
	18/06/2014
	0%
	SP-130505
	New TR 22.8xy

	610230
	Stage 1
	18/06/2014
	0%
	SP-130505
	22.368, TBD


Supporting Companies:
KPN, AT&T, CATT, China Mobile, Chunghwa Telecom Laboratories (CHTTL), Deutsche Telekom, Huawei, Institute for Information Industry (III), Intel, InterDigital, ITRI, KDDI, KPN, LG Electronics, NTC, NEC, NTT DOCOMO, Orange, Sierra Wireless, Sprint, SoftBank Mobile, Telecom Italia, ZTE, Silver Spring Networks
Linked to Rel-12 Study TR 22.888 (FS_MTCe) and to Features Rel-11 SIMTC & Rel-12 MTCe and MOSAP

External requirements from oneM2M TR0001(oneM2M Use Case collection), TS0002 (M2M Requirements)

	Related Study Item or Feature 

	UID
	Title
	Nature of relationship

	480130
	System Improvements for Machine Type Communications (SIMTC)
	Rel-11 WI on MTC

	560022
	Machine-Type and other mobile data applications Communications enhancements (MTCe)
	Rel-12 WI on MTC

	480032
	Study on enhancements for Machine-Type Communications (FS_MTCe)
	TR 22.888, 

Rel-12 SI on MTC

	500031
	Interworking between Mobile Operators using the Evolved Packet System and Data Application Providers (MOSAP)
	Rel-12 WI, possible overlapping aspects


	Source of external requirements

	Organization
	Document
	Remarks

	oneM2M
	Technical Report TR 0001- oneM2M Use Case collection
	

	oneM2M
	Technical Specification TS 0002 - M2M Requirements
	


Justification
This work item allows 3rd parties to interact with the 3GPP System to use 3GPP functions to provide 3rd party services to their customers. Since M2M services and other Application services often have the same or similar requirements on the 3GPP System these are addressed jointly in this work item.

The following service scenarios are considered in this work item:

M2M services:

Standardization work related to M2M service enablement is on-going in standardization organisations outside 3GPP (e.g. ETSI TC M2M and the oneM2M Global Initiative). These SDOs work under the assumption that M2M service enablement can be offered by a network operator but can also be provided by third parties that have business agreements with operators. In addition, these SDOs want to use 3GPP capabilities beyond pure IP based data transmission that can be offered by 3GPP networks.

On the other hand, 3GPP architecture work on MTC has started in Rel-10 and in Rel-12 SA2 is working on Small Data Transmissions and Low Power Consumption UEs. Some information (e.g. on transmission scheduling or indications for small data, device triggering...) may need to be provided by M2M service enablement.

In Rel-11, 3GPP defined an interface (Tsp) between the 3GPP Core Network and M2M service enablement platforms. .  Additionally, 3GPP has defined other interfaces (Le, Rx, Mo, Mf, and Mh) between the 3GPP Core Network and application platforms; these interfaces may also be used by M2M service enablement platforms.
This work item extends the scope for this interworking.
Application services:

With the high penetration of smart phones with a variety of applications, it is a challenge for operators to develop a new business model to increase the Quality of Experience for diversity of service type and potentially monetize the network asset. Interworking with the service providers and exposing network services can help the operators to take on the challenge. 
Some private deployments have allowed operators to provide to application providers some services (e.g. statistics, location). However in multi-vendor environments, this requires time consuming and costly adaptations, therefore standardized exposure of selected 3GPP functions to application providers is needed.
Objectives

Stage 1 objectives:

Study and specify service requirements for the support of exposing selected 3GPP functions to 
· M2M service enablement layers (e.g. ETSI TC M2M and oneM2M). 
Use cases of oneM2M are contained in oneM2M TR 0001- oneM2M Use Case collection. 
Functions that may require such interworking have been identified by oneM2M should e.g. allow for:

· An M2M Service provider may request QoS and Prioritization for M2M communications to/from individual devices or groups of devices. A device may request QoS and Prioritization for M2M communications to/from the M2M Service Provider.

NOTE:
For M2M communications initiated by the device QoS may be covered by existing call setup procedures.

· An M2M Service provider and a Network Operator may exchange information related to individual M2M Devices or Gateways, such as transmission scheduling or indications for small data, device triggering, etc.

· A Network Operator may request the M2M Service Provider to schedule traffic via the Operator Network (e.g. to delay specific M2M traffic when the 3GPP Network experiences high traffic load). 

· Provide mechanisms to correlate the oneM2M Service Enablement Framework identifier of M2M Devices with the External Identifier used by the 3GPP network for the same MTC client.  

· Upon request by the one M2M Service enablement Framework provide the oneM2M Service Enablement Framework with information regarding whether a M2M Device is authorized to access the 3GPP Operator Network. 

· An M2M Service provider and a Network Operator may need to exchange information on charging and subscriptions to support interworking with M2M Service providers.

· Provide 3GPP security capabilities such as GBA for the benefit of oneM2M Services and Applications. Conversely provide mechanisms to leverage oneM2M security capabilities for the benefit of the 3GPP Operator Network security.

· An M2M Service provider and a Network Operator may exchange information related to location information of M2M Devices or M2M Gateways.
In order to avoid overlapping specifications, close cooperation with ETSI TC M2M and oneM2M is envisaged.
· Application services:

Study use cases and identify requirements to support exposure of 3GPP network’s information and capabilities which include the following aspects:

· to allow MNO provide network policy information to the application (e.g. for video service or non-time critical service) thus the application could adapt the service accordingly

· allow network consider the QoS/charging model expectation from application

· users movement information

The exposed network information should not compromise private user information, i.e. no link with UE identity.

For both M2M service enablement layer support and application services aspects, to perform a gap analysis with existing related features e.g. MOSAP.

When the study is completed, an assessment to progress to normative work in 3GPP will be determined based on planned normative work in the external SDOs (e.g. ETSI TC M2M and oneM2M).

The work shall ensure no overlap of specification with OMA.
Service Aspects:

Specification of M2M service enablement or M2M applications are outside the scope of this WID. 

Charging Aspects:
While 3GPP charging mechanisms may not be affected it is expected that correlation of charging on M2M service enablement level with 3GPP charging is needed.

Security Aspects:
Any necessary security analysis will be undertaken by SA3.

Expected Output and Time scale

	New specifications

	Spec No.
	Title
	Prime rsp. WG
	2ndary rsp. WG(s)
	Presented for information at plenary#
	Approved at plenary#
	Comments

	TR 22.xxx
	Service Exposure and enablement support
	SA1
	
	SA#63 (Mar 2014)
	SA#64 (June 2014)
	

	Affected existing specifications 

	Spec No.
	CR
	Subject
	Approved at plenary#
	Comments

	22.368
	
	Stage 1 CRs related to interworking with M2M service enablement layer
	SA#64 (June 2014)
	

	22.xxx
	
	Stage 1 CRs related to application services
	SA#64 (June 2014)
	Specification TBD depending on results of the TR
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SA1/SA2 Features
6
SA3 Features
7
SA4 Features
8
SA5 Features
9
CT Features
10
UTRA, LTE Features
11
LTE Features
12
UTRA Features
13
GERAN Features
14
SA1 Studies
	UID
	Name
	Acronym
	WI_rapporteur
	TR

	570034
	Study on Application specific Congestion control for Data Communication
	FS_ACDC
	NTT DOCOMO
	22.806

	600046
	Study on Resilient E-UTRAN Operation for Public Safety
	FS_REOPS
	General Dynamics Broadband
	22.897

	610031
	Study on enhancements for Infrastructure based data Communication Between Devices
	FS_eICBD
	KPN
	22.8xy

	610032
	Study on need for Multiple Access Point Names
	FS_MAPN
	Giesecke & Devrient
	22.8xy

	610033
	Study on Co-ordinated packet data network gateway (P-GW) change for SIPTO
	FS_CSIPTO
	Intel
	22.8xy


14.1
Study on Application specific Congestion control for Data Communication (FS_ACDC) UID_570034
Resources:
S1
	UID
	Name
	Finish
	Comp
	Hyperlink
	Notes
	TR

	570034
	Study on Application specific Congestion control for Data Communication
	07/03/2014
	50%
	SP-130415
	SP#61 updated WID SP-120546=>SP-130415. Completion 12/13=>03/14
	22.806


Supporting Companies:
NTT DOCOMO, NTC, NTT, Panasonic, NSN, KDDI, NEC, Qualcomm, Movik Networks, BlackBerry, Alcatel Lucent

Justification

In the recent UE trendes, UEs which user can easily download applications from web site are rapidly increasing in the world and a wide variety of applications are constantly created and installed on the UEs. Specific applicationscan (intentionally or unintentionally) cause congestion over RAN/CN while network is congested. While network is congested, it is not preferred to allow these applications to access to network in order to protect the network resources. Several SDOs such as GSMA, 3GPP and OMA identified key issues related to network inefficiencies (e.g. ) caused by such UEs and by the variety of applications. Also there are application that can cause problem, e.g. the ones that disclose privacy information without user consent, and apps that encourage illegal activities that are not allowed by the local regulations. It is preferred to provide a mechanism such that the network can disallow those problematic applications accessing the network.

On the other hand, for example in Japan, after the severe earthquake on March 11th, 2011, the packet based communication applications to confirm the safety of their relatives are recognized as the important applications (ex. Disaster message board service, Disaster voice messaging service) when disaster occurs. Therefore, Japanese government strongly expects Japanese operators to provide the connectivity at least for such services even when the network is congested, while other services are barred to free up the resources for important services.

In the past, 3GPP studied a variety of access control mechanisms (ACB/SSAC/ACB for CSFB/EAB) to avoid RAN/CN congestion due to massive mobile origination requests from UEs. While RAN is congested, ACB and EAB restrict mobile origination requests for all services, SSAC restricts for MMTEL voice/video and ACB for CSFB restricts MO for CSFB. SSAC and ACB for CSFB can separately restricts mobile origination requests for voice services from other packet services. In UPCON, network provides U-plane congestion control mechanism while radio access network is congested.
But there is no mechanism on UE  to allow/restrict particular applications defined by operator. 

[Reference]:

Disaster message board: People, who are in disaster area, can store messages on the Web server. The relatives and friends can confirm their safety to check the messages. Japanese operators provide the Web server for Disaster message board when disasters occur.

Disaster Voice message service: People, who are in disaster area, can record voice message on the UE and the UE sends the messages to the server when it can get access to the network, then the message is delivered to the relatives and friends. Japanese operators will provide Disaster voice message service when disasters occur.

Objective:
· Identify the use cases and potential requirements to allow/restrict the communication initiation of particular applications defined by operator;

· Gap analysis with existing access control mechanisms to enable network to instruct the UE to allow/restrict paticular applications defined by operator
· Consider backwards compatibility with existing access control mechanisms
Service Aspects:

ACDC is applied for UTRAN and E-UTRAN.
14.2
Study on Resilient E-UTRAN Operation for Public Safety (FS_REOPS) UID_600046
Resources:
S1
	UID
	Name
	Finish
	Comp
	Hyperlink
	Notes
	TR

	600046
	Study on Resilient E-UTRAN Operation for Public Safety
	18/06/2014
	5%
	SP-130240
	SP#61 "Resilient E-UTRAN" was changed to "Isolated E-UTRAN".
	22.897


Supporting Companies:
General Dynamics Broadband, Harris Corporation, Institute for Information Industry (III), ITRI, Telecom Italia, Thales

Linked to Rel-12 TR 22.803 Study on Proximity-based Services (FS_ProSe) and Features: Proximity-based Services (ProSe) & Group Communication System Enablers for LTE (GCSE_LTE).

	Related Work Item(s) (if any]

	UID
	Title
	Nature of relationship

	530044
	Study on Proximity-based Services (FS_ProSe) TR 22.803
	Specifies system enablers for the 3GPP system to support proximity discovery and communication for Public Safety

	560020
	Group Communication System Enablers for LTE (GCSE_LTE)
	Specifies system enablers for the 3GPP system to support group communication for Public Safety

	580059
	Proximity-based Services (ProSe)
	Specifies system enablers for the 3GPP system to support proximity discovery and communication for Public Safety


Justification

Many national and international Public Safety organisations have endorsed or are considering LTE as the next generation technology either to augment their existing systems, or to provide a future migration path.

In many critical incident related scenarios, the benefit of ensuring the ability to communicate between Public Safety officers on the ground will be of the utmost importance, even though they may be moving in and out of LTE network coverage or following the loss of backhaul communications.

To provide voice, video, and data communication service for Public Safety officers who are out of LTE network coverage, the Public Safety authorities may deploy a mobile command post equipped with an eNB or set of eNBs to facilitate communications for nearby Public Safety UEs beyond what is provided by Proximity Services in UE-to-UE direct communication mode. The eNB within a mobile command post could be either a single autonomous eNB without a backhaul link to the core network or a set of eNBs without backhaul links but linked to each other.

Alternatively, where an unexpected incident interrupts the backhaul and/or the link(s) between the eNBs it is also important to ensure the ability of Public Safety officers to communicate. If such a situation arises the eNBs are expected to provide resilient operation with rapid dynamic reconfiguration of the system in support of mission critical operations.

In both of the above scenarios it is vital to support recoverable mission critical network operations regardless of the existence of the backhaul link. When the backhaul link to the core network is unavailable, Public Safety eNB(s) could either operate autonomously or coordinate with other nearby eNB(s) to provide locally routed communications for nearby Public Safety UEs within a region. For example, it is undesirable for a UE in a mission critical situation to have to re-establish communications following the loss/recovery of backhaul link(s) especially when the backhaul link(s) are intermittently available; handling the dynamics of this loss and resumption is important. Furthermore, ProSe and GCSE_LTE have defined requirements for public safety discovery and communications (including group communications) in the cases of no network coverage and of full (E-UTRAN and EPC) network coverage. The need for discovery and group communications have to be considered in the case that eNB(s) with no EPC connectivity is(are) supporting LTE network coverage for a collection of UEs deployed to a public safety incident.

The benefits of exploiting locally routed communications for Public Safety UEs include:

1. The communications range achievable between Public Safety UEs may be enhanced compared with direct communications using Proximity Services.

2. Public Safety eNB(s) permanently or temporarily without backhaul can act as a radio resource manager for ProSe communications between Public Safety UEs to reduce interference and increase system capacity.

3. E-UTRAN could offer additional benefits by extending the network architecture, e.g.:

i. With LIPA like features

ii. For an eNB that has temporarily lost its backhaul, re-routing of the backhaul traffic to an eNB that still has a backhaul.

Objective:
to study use cases and identify potential requirements for resilient E-UTRAN operation in support of mission critical network operations. Initial scenarios (but not excluding scenarios arrived at during the study) would include:

1. an eNB either permanently or temporarily without connection to the backhaul;

2. a set of eNBs either permanently or temporarily without connection to the backhaul but with connection(s) to each other;

3. a set of eNBs temporarily without connection to the backhaul and without connection to each other.

This study shall aim at avoiding UE impact by reusing existing UE requirements whenever possible. Should existing UE requirements not be sufficient or applicable, new UE requirements may be considered.

The security of the network shall not be compromised by the introduction of the functionality described above.

This study should aim at minimising impact on requirements for ProSe and GCSE_LTE.

This study should aim at re-using existing standardised functionality as much as possible.

MMI-Aspects:
The study will identify whether there is any information that needs to be provided to the user.
Charging Aspects:
Study of mechanisms for the provision of accounting/usage information will be included.
Security Aspects:
To be addressed with SA WG3.
14.3
Study on enhancements for Infrastructure based data Communication Between Devices (FS_eICBD) UID_610031
Resources:
S1
	UID
	Name
	Finish
	Comp
	Hyperlink
	TR

	610031
	Study on enhancements for Infrastructure based data Communication Between Devices
	17/09/2014
	0%
	SP-130418
	22.8xy


Supporting Companies:
KPN, 
14.4
Study on need for Multiple Access Point Names (FS_MAPN) UID_610032
Resources:
S1
	UID
	Name
	Finish
	Comp
	Hyperlink
	TR

	610032
	Study on need for Multiple Access Point Names
	07/03/2014
	0%
	SP-130416
	22.8xy


Supporting Companies:
Giesecke & Devrient, 

Triggered by S1-133134 LS on GSMA Connected Living Programme Request for APN Storage in the SIM
14.5
Study on Co-ordinated packet data network gateway change for SIPTO (FS_CSIPTO) UID_610033
Resources:
S1
	UID
	Name
	Finish
	Comp
	Hyperlink
	TR

	610033
	Study on Co-ordinated packet data network gateway (P-GW) change for SIPTO
	18/06/2014
	0%
	SP-130417
	22.8xy


Supporting Companies:
Intel, 

Linked to Features: Rel-10 Local IP Access and Selected IP Traffic Offload (LIPA_SIPTO) UID_450035 & Rel-12 LIPA Mobility and SIPTO at the Local Network (LIMONET) UID_500028
15
SA2 Studies
16
SA3 Studies
17
SA4 Studies
18
SA5 Studies
19
CT Studies
20
GERAN Studies
21
LTE Studies
22
UTRA, LTE Studies
23
UTRA Studies
24
Rel-13 Features and Studies
	UID
	Name
	Acronym
	Resource
	Hyperlink
	WI_rapporteur
	Notes

	
	Release 13 Features
	
	
	
	
	

	600045
	RAN Sharing Enhancements
	RSE
	S1
	SP-130330
	NEC
	Triggered by Rel-12 TR 22.852 Study on RAN Sharing Enhancements (FS_RSE)

	610030
	Service Exposure and Enablement Support
	SEES
	S1
	SP-130505
	KPN
	Linked to Rel-12 Study TR 22.888 (FS_MTCe) and to Features Rel-11 SIMTC & Rel-12 MTCe and MOSAP


	UID
	Name
	Acronym
	Resource
	Hyperlink
	WI_rapporteur
	TR

	0
	Release 13 Studies
	-
	SP
	-
	-
	-

	570034
	Study on Application specific Congestion control for Data Communication
	FS_ACDC
	S1
	SP-130415
	NTT DOCOMO
	22.806

	600046
	Study on Resilient E-UTRAN Operation for Public Safety
	FS_REOPS
	S1
	SP-130240
	General Dynamics Broadband
	22.897

	610031
	Study on enhancements for Infrastructure based data Communication Between Devices
	FS_eICBD
	S1
	SP-130418
	KPN
	22.8xy

	610032
	Study on need for Multiple Access Point Names
	FS_MAPN
	S1
	SP-130416
	Giesecke & Devrient
	22.8xy

	610033
	Study on Co-ordinated packet data network gateway (P-GW) change for SIPTO
	FS_CSIPTO
	S1
	SP-130417
	Intel
	22.8xy


Annex A:
Change history

	Change history

	Date
	Subject/Comment
	Ver.

	2013-03
	Post-TSG#59 updates 

Rel-12 Stage 1 frozen
Rel-13 started
1st draft despatched to TSGs/MCC for input / comment
	0.0.1

	2013-06
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