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* * * Begin of Changes * * *

X.4.2.1
General

In the present registration scenario it is assumed that the ”WWSF is provided with a pool of subscriptions, each containing a single unique IMPU/IMPI pair, to IMS and can assign individual Public and Private User Identities from this pool.” (quoted from TS 23.228). This assignment is temporary and the same IMPU (and IMPI) may be re-assigned to a different user at a later time once they are free and available for re‑use. 
In an extension to this registration scenario, the IMS operator may also provide the WWSF with an unbounded number of IMPUs associated with IMPIs to be allocated to WIC users.
The user’s web identity may be authenticated by the WWSF or the WAF. (Whether it is the WWSF or the WAF depends on the deployment.), but the WWSF may decide not to authenticate the user. Unauthenticated users are anonymous to theWWSF and WAF, but may still be authorized for IMS service.

NOTE 1: The difference to the registration scenario addressed in clause X.3 is that, in the present registration scenario, the IMS subscriber is the WWSF, not the user. There is no linkage between the user’s web identity that may be authenticated by the WWSF or the WAF and the assigned IMS identities.

NOTE 2: Considerations on Lawful Interception, e.g. when the user is anonymous to the third party, are outside the scope of the present document. 
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