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1
Decision/action requested

It is proposed to approve the changes in clause 4 for inclusion in TR 33.835 [1].
2
References

[1]
3GPP TR 33.835
3
Rationale

This contribution proposes an evaluation to solution #2 Access independent architecture solution for AKMA.
4
Detailed proposal

It is proposed to approve the changes below for inclusion in TR 33.835 [1].
***
BEGIN CHANGES
***

6.2.3
Evaluation
The solution meets all the requirements of KI#1, KI#2 and KI#4. The solution has the advantage that it is based on architecture and procedure flows similar to that of GBA. Therefore, this will allow using similar principles and features for the derivation and management of the session parameters such as the security keys and the temporary identifiers. The solution has also the advantage that it reuses one of the primary authentication methods, EAP-AKA’, for the AKMA authentication pruposes and relies on existing protocols for the transport of the authentication messages over the User Plane. Like GBA, the solution does not require the UE to be registered to the system, in which case only IP connectivity is needed.
If IP connectivity is provided via the 5G system, the solution is not agnostic to the PDU Session type. For structured PDU Session types, the solution requires the additional support of the PANA or/and EAPoL protocols for the authentication procedure. For the unstructured PDU Session types, the authentication procedure is not supported. This could be a limitation for example for CIoT UEs only supporting data over NAS.
The AAuF can be a standalone function or co-located with the AUSF. In both cases, the solution introduces impact on the AUSF and UDM and requires at least the additional support of the necessary interfaces for the authentication and the key usage procedures.

***
END OF CHANGES
***

