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1
Decision/action requested

This contribution proposes a proposal for adding section 4
2
References

NA
3
Rationale





This contribution adds content to clause 4 of TR 33.807
4
Detailed proposal

**************** Start of Change *****************

4
Security aspects of the 5WWC features in the 5G System

The 5WWC study is consist of the security aspect of Wireless and Wireline Convergence for the 5G system architecture and the security of trusted non-3GPP access.

For the security aspect of Wireless and Wireline Convergence for the 5G system architecture, two new eletements which are 5G-RG and FN-RG are introduced. As the 5G-RG is seen as a 5G UE, the 5G-RG is excepted can reuse security defined in 33.501. FN-RG is a legacy entity defined by BBF which resut in most of security features of FN-RG is out of scope of this study. For the threat identified in this specification, the potential solution shall limited the impact on 33.501[].
For trusted non-3GPP access, the unfied authentication framework is accepted to be reused. Since a few new architecture aspecates are brought into 23.716[X], such as the intra mobility in TNGW, the potential security solutions are expected to be determined to make sure the procedure is secure.

******************** End of Change ****************
