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1	Decision/action requested
It is requested to approve the proposal into TS 33.835.
2	References
[bookmark: OLE_LINK1][bookmark: OLE_LINK157] [1]	3GPP TR 33.835 Study on authentication and key management for applications based on 3GPP credential in 5G
3	Rationale
This contribution proposes an evaluation to solution #2 Access independent architecture solution for AKMA.
4	Detailed proposal

*************** Start of Change 1 ****************
[bookmark: _Toc463451395][bookmark: _Toc467572754][bookmark: _Toc467857560][bookmark: _Toc530180957][bookmark: _Toc13556]6.4.3 Evaluation
This solution fulfils the requirement of mutual authentication between UE and anchor function, thereby satisfying key issue #3. 
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