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1 Overview

OMA SUPL authentication methods are described in the section 6.1.1.1 of OMA TS [OMA-TS-ULP-V3_0-20140423-D] as following: 
6.1.1.1 List of Supported Mutual-Authentication Methods

The SUPL Authentication model requires establishing shared secret keys between the SLP and the SET, bound to either a removable token such as an R-UIM/UICC/SIM/USIM or the SET handset. 

There are two classes of authentication methods specified in this document:

· PSK-based methods, consisting of the following methods:

· AN-Dependent Generic Bootstrapping Architecture (GBA)-based method, providing mutual authentication;

· AN-Dependent SEK based method (only applicable to a WIMAX SLP), providing mutual authentication;

· Certificate based methods, consisting of the following methods:

· AN-Independent Device-Certificate based (DCert) Method, providing mutual authentication;
· AN-Dependent Alternative Client authentication (ACA)-based method, providing mutual authentication;

· AN-Independent SLP-only method (only applicable in emergency cases), providing SLP authentication only.
According to OMA SUPL authentication methods, GBA-based mechanism is defined as one of protocols to negotiate shared secret keys which are used for mutual authentication between the SET and the SLP. Other mutual authentication methods such as ACA-based and SEK-based can alternatively be negotiated if GBA-based mechanism is not available.
2 Requested Action(s)

3GPP SA3 is kindly requested to note that GBA-based mechanism is already defined as one of protocols to negotiate shared secret keys to be used for mutual authentication between the SET and the SLP. OMA has also defined other mutual authentication methods to secure OMA SUPL services if GBA-based mechanism is not available.
3 Conclusion

OMA ARC/SEC would like to thank 3GPP SA3 for their consideration and look forward to continue the collaboration with 3GPP SA3.
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