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	Abstract:
	This is a liaison statement to 3GPP SA3 and GSMA FASG (Fraud and Security Group) to inform work progress on X.1818 (ex. X.5Gsec-ctrl) “Security controls for operation and maintenance of IMT-2020/5G network systems” in ITU-T SG17.


ITU-T SG17 is pleased to inform you of our progress on X.1818 (ex. X.5Gsec-ctrl) “Security controls for operation and maintenance of IMT-2020/5G network systems” which was determined by ITU-T SG17 meeting (Goyang, 29 August – 8 September 2023).
This Recommendation provides comprehensive guidance on securing the IMT-2020 (aka, 5G) system during operation and maintenance phases in practice. The security threats and recommended security controls are provided based on the result of a threat analysis.
The focus of this Recommendation is the 5G Standalone (5G SA) system as well as the virtual infrastructure and associated management systems that are expected to form the foundation for 5G deployments. Furthermore, consideration has been given not only to technology, but also people and process aspects affecting the security of 5G services. Recommended security controls are described at a high-level and reference established standards and best practices where relevant for your information.
SG17 plans to consider the approval of Recommendation X.1818 at the next SG17 meeting.
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