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1. Overall description:
ETSI ISG MEC thanks 3GPP CT3 for their efforts in providing extensibility points in the CAPIF protocol design, and for informing us about the progress. 

In our earlier communication MEC(22)000451r6 / C3-222714, we have requested 3GPP to define extensibility mechanisms to enable the following:
a) Allow ETSI ISG MEC to extend enumerations, e.g., for data formats, protocols and security mechanisms, without breaking "native" CAPIF API invokers
b) Support extension containers that would allow an "extended" CAPIF AEF to provide additional information during service API publication, persist such extension containers by CAPIF and return them as part of the discover service APIs result.
c) Provide a mechanism that allows definition of additional filtering criteria for discover service API queries.

From the information that you have kindly shared with us so far, we understand that most of these mechanisms are in place now by the CRs approved to date, with the signalling of non-3GPP security mechanisms (such as the MEC profile of OAuth, or security mechanisms for alternative protocol bindings such as message buses) as the last remaining open topic.

Based on the mechanisms defined by 3GPP, ETSI ISG MEC is currently in the process of defining a CAPIF-based profile of their Service Management interface with functionality to register (publish) and discover MEC service API information and to subscribe / notify changes to such information. The draft GS MEC011 V 3.1.9 available from the ETSI MEC Open Area contains the latest snapshot of that solution under development. ETSI ISG MEC is looking forward to receiving information about the extensibility mechanism to be applied to security methods signalling which will enable us to complete our specification.

Further, from reviewing TS 29.222 V 18.3.0 while developing our solution, ETSI ISG MEC understands from clause 8.2.4.2.2 that the “serviceAPICategory” attribute in “ServiceAPIDescription” is only applicable for CAPIF-6/6e. However, the service discovery query parameter “api-cat” defined in clause 8.1.2.2.3.1 does not have this restriction. ETSI ISG MEC would like to understand whether “api-cat” is also only applicable to CAPIF-6/6e or alternatively, which information in the data model would be used on CAPIF-1/1e to filter a discovery query by “api-cat”.


2. Actions:
ETSI ISG MEC kindly asks 3GPP CT3 to: 
1) inform us once a CAPIF signalling extension for non-3GPP security methods is available 
2) provide guidance on the applicability of “api-cat” in CAPIF-1/1e
3. Dates of next meetings of the originator:
· MEC#37, 18-22 March 2024, Cupertino, U.S.
· MEC#38, 10-14 June 2024, London, U.K.

In addition, ETSI ISG MEC has weekly decision-making calls at 1pm UTC on Wednesdays.
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