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1. Overall description:
ETSI ISG MEC would like to thank 3GPP SA3 for conducting standardization work related to AKMA (“Authentication and Key Management for Applications”), which recently gained attention from an ISG perspective, due to some ongoing normative work in the MEC GS 014 UE Identity API work item (https://portal.etsi.org/webapp/WorkProgram/Report_WorkItem.asp?WKI_ID=66823). ETSI MEC members working on this topic have studied how the AKMA framework can be leveraged for the purpose of MEC 014 as applicable to MEC deployments. In particular, it is considered that the MEC platform (MEP) could support the AAnF functionality. In that case the MEP, acting as an AAnF, would be able to derive the KAF from KAKMA and provide it to MEC application instances (as application servers) that require the use of AKMA. Here it assumed the MEP is within the PLMN trust domain.

For more details of MEC’s proposed use of AKMA, please refer to clause 5.3 of ETSI GS MEC 014. 
The latest draft of this specification is available MEC Open Area (pre-publication):
https://docbox.etsi.org/isg/mec/open 

ISG MEC consider that a MEP acting as an AAnF could result in a new requirement on the AKMA framework. This is because an edge deployment, where the MEP as an AAnF resides, may not be accessible from every network location. Only when UE enters the area for registration, AUSF will send the derived KAKMA and the A-KID to this AAnF, which means that the selection and discovery of AAnF should be based on the UE's location, which can dynamically change. However, currently, according to 3GPP TS 33.535, as shown in Figure 6.1-1: Deriving KAKMA after primary authentication, the description of step 4 is: After AKMA key material is generated, the AUSF selects the AAnF as defined in clause 6.7. When moving to clause 6.7 AAnF Discovery and Selection, it has not been found the function that AAnF can be dynamically selected based on the UE's location and A-KID and KAKMA material can be sent based on UEs location.

2. Actions:
ETSI ISG MEC would kindly request feedback on whether 3GPP SA3 believe the scenario presented constitutes a new requirement for the AKMA framework, specifically the ability to account for UE location in AAnF selection. If it is considered that an extension to the AKMA framework is necessary to fulfil this requirement, ETSI ISG MEC would like to understand the possible timeline and target release for such additions.

3. Date of next meetings of the originator:
Conference calls on Wednesdays at 1– 3 pm UTC.  
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