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IMTC PSS-AG wishes to update 3GPP SA4 about our recent testing activities, and to inform you of some issues in the 3GPP Fast Content Switching specification which may require attention.

IMTC PSS-AG held a face-to-face interoperability test event in San Diego from January 19-23, 2009.  Ten companies participated in the testing, and several new areas were tested:

· The group tested parts of the 3GPP Fast Content Switching (FCS) specification (Section 5.5 of TS 26.234), according to a test specification developed by PSS-AG in the last half of 2008.

· The group tested NAT/Firewall Traversal & Keepalive protocols, as described in http://www.ietf.org/internet-drafts/draft-ietf-avt-app-rtp-keepalive-04.txt
· The group tested video streaming at bit rates up to 384 kbit/s, corresponding to the highest profiles and levels referenced in the 3GPP PSS specification for MPEG-4 part 2 and part 10 video codecs.

· The group continued to test Rate Adaptation.  We have updated our group’s test specification to reflect the current 3GPP specification text.

We have attached our latest test specifications for the above feature areas.  We would appreciate any comments which 3GPP SA4 may have regarding our testing of these features.

In preparing our test specification for 3GPP Fast Content Switching, PSS-AG group members identified some minor issues with the 3GPP FCS specification (Section 5.5 of TS 26.234) as follows:

1. The FCS examples in the 3GPP specification are showing that the RTP sequence numbers are reset to zero after FCS switches.  (See for example the RTP-Info header in the response to PLAY in the example in Section M.3.2 of TS 26.234 v7.6.0).  However, the specification itself does not say anything about resetting the sequence numbers across FCS switches.  The consensus of our group is that RTP sequence numbers and timestamps should not be reset, but rather should be monotonic and continuous across FCS content switches.   We note that the RTSP specification already requires RTP sequence numbers and timestamps to be monotonic and continuous across jumps of NPT, however it is not clear to us that FCS switches are considered “jumps across NPT.”   We thus recommend the following:

· The 3GPP FCS specification should clearly state how RTP sequence numbers and timestamps should be treated across FCS content switches.

· The FCS session examples in the 3GPP specification should be changed to show random values in the ‘seq=’ and the ‘rtptime=’ fields after FCS content switches, so the reader will not infer from the examples that these values are to be reset to zero after a switch.

2.  The FCS specification seems to indicate that SSRC may change across FCS content switches.  For example, Section 5.5.4.3 of TS 26.234 states:

”If the SSRC have changed, then the server shall indicate the new SSRC values of the new media streams within the “RTP-Info” header in the response.”

However, the specification does not say much about when or why the SSRC would change across content switches.  Is this merely an implementation choice for the server?  Or are there specific scenarios where we expect the SSRC to change, and other scenarios where we may assume the SSRC will not change across an FCS content switch?  We request a clarification on this matter.
It was also suggested in our group that if SSRC does change across an FCS content switch, that we might no longer be able to assume that sequence numbers and timestamps be monotonic and continuous across the FCS content switch.  This is because the sequence number and timestamp space is normally associated with a specific SSRC.  We ask that this be clarified as well.

3. Some of the RTSP session examples in TS 26.234 have minor errors which should be corrected.  Our group has found the following errors:

· Examples 3 and 4 in Section 11.3.3 of TS 26.234 v7.6.0 are showing “seqno” and “timestamp” fields in the RTP-Info header.  The fields should be “seq” and “rtptime,” respectively.

· The PLAY requests in the various examples in Section 11 of TS 26.234 v7.6.0 seem to be missing their “Session” headers.  The “Session” header is required per the RTSP specification.

· The PLAY request in the example in Section M.2.1 of TS 26.234 v7.6.0 includes a “Required” header, whereas the header used in the various other examples is “Require”.  We believe “Require” is the correct header field.

At our recent event in San Diego, we discovered two additional issues during our testing.  Both issues pertain to the RTSP pipelining technique described in Section 5.5.3 of TS 26.234.

1. The Pipelining method in the 3GPP FCS specification may break existing RTSP-aware NATs.  Specifically, a NAT accessible to our test network at the San Diego testing event was shown to correctly remap client ports in the first of two pipelined SETUP requests, but the remapping of client ports in the second of the two pipelined SETUP requests was always incorrect.  We do not find this surprising, as the NAT was likely designed before the creation of the Pipelining protocol.
PSS-AG does not currently have a solution to this issue.  We would be interested to hear any suggestions from 3GPP about solutions or workarounds.  In the longer term, NAT providers will have to be made aware of the Pipelining protocol extensions so that they may correct and enhance their RTSP-aware NAT products.

2. The Pipelining method introduced in the 3GPP FCS specs seems to be incompatible with common ‘Firewall Packet’ protocols which are used by many PSS clients.  For example, see the firewall packet protocol in http://www.ietf.org/internet-drafts/draft-ietf-avt-app-rtp-keepalive-04.txt. 
PSS clients which support this technique (or similar proprietary variants) will typically send firewall packets (e.g. empty RTP packets) to the appropriate server ports in order to open a hole in a firewall between the client and server.  In classic RTSP, the client learns the server ports from the SETUP responses.  However, in the new Pipelining case, the server will typically pipeline the SETUP responses and the PLAY response, and will send the first media packets at the same time.  Thus the first media packets may be blocked by a firewall before the client is able to send firewall packets in order to open the delivery path.  This is in fact the behaviour seen in our testing.

IMTC PSS-AG does not currently have a solution for this problem.  It seems difficult to  solve this issue without sacrificing some or all of the setup time improvement due to the pipelining.  We would thus appreciate an opinion from 3GPP SA4 on this matter.

IMTC PSS-AG recommends that vendors who are planning to deploy Pipelining should first consider the above two issues.  It is possible that the Pipelining technique needs further specification work in order to avoid the pitfalls listed above.  Fortunately, the other FCS techniques described in the specification do not depend on Pipelining.  We have tested several simple content switch cases at our San Diego event, and so far have not uncovered any problems with the content switching framework.

Actions:

IMTC PSS-AG requests 3GPP SA4 to consider the issues identified above, and to make any necessary clarifications or corrections to the 3GPP FCS specification.   For cases where the issues identified above do not have a clear solution, we request that 3GPP SA4 reply to IMTC PSS-AG with comments or additional questions as appropriate.   We would also appreciate 3GPP SA4 feedback (if any) on the attached PSS-AG test specifications.

IMTC PSS-AG has a bi-weekly conference call, and so may process any response in a timely manner.

___________________________

