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Document Summary
With VoWiFi profile being approved and deployments using VoWiFi expected, this LS to 3GPP requests information on how IMS Emeregency sessions should be handled over WLAN and what procedures should be used to determine location for scenarios where only WLAN access is available to the UE. 
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Introduction
[bookmark: _Toc327548006][bookmark: _Toc327548206][bookmark: _Toc330993689]GSMA Networks Group (NG) RILTE has recently concluded the work on creating VoWiFi profile (IR.51). In conjunction with that work, Networks Group RILTE has discussed scenarios pertaining to IMS Emergency Session support over WLAN (EPC Integrated). The underlying assumption is that IMS Emergency sessions can be established over WLAN for deployments supporting VoWiFi. Due to lack of 3GPP specifications on this topic, RILTE would like to request 3GPP to review the following requirements identified and provide guidance:
1. Providing access to EPC over WLAN to support an emergency session
2. Support for determination of location during emergency call 
3. Roaming scenarios and ePDG selection
4. Emergency handover between WLAN and 3GPP access
5. Support for unauthenticated emergency calls over WLAN  
6. Support for UE undetected emergency calls over WLAN

Action Required
[bookmark: _GoBack]GSMA Networks Group RILTE kindly requests 3GPP SA1 to confirm the above requriements and 3GPP SA2 to provide guidance on how they are/will be met in 3GPP specs. 


“Please Note that as of 1 Jan 2015, the “Interworking and Roaming Experts Group” (IREG) of GSMA changes its name to “Networks Group” and consequently IREG XXX changes name to NG XXX”. 
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