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1. Introduction

During Roaming LTE trials and deployments, it has been observed that, in some situation where the HSS does not store the MME name unless it is encoded in the format of as specified in subclause 19.4.2.4 of 3GPP TS 23.003.

i.e.  The MME node FQDN shall be constructed as  mmec<MMEC>.mmegi<MMEGI>.mme.epc.mnc<MNC>.mcc<MCC>.3gppnetwork.org

GSMA IREG PACKET have analysed 3GPP TS 29.272 whereby it states:-

"The HSS obtains the Destination-Host AVP to use in requests towards an MME or SGSN, from the Origin-Host AVP received in previous requests from the MME or SGSN. Consequently, the Destination-Host AVP is declared as mandatory in the ABNF for all requests initiated by the HSS. The Origin-Host AVP received in requests from the MME may contain a Diameter identity of the MME encoded as specified in subclause 19.4.2.4 of 3GPP TS 23.003 [3]. The Origin-Host AVP received in requests from the SGSN may contain a Diameter identity of the SGSN encoded as specified in subclause 19.4.2.6 of 3GPP TS 23.003 [3]."

It is GSMA IREG PACKET's understanding that the paragraph above means that it is not mandatory to utilise the Diameter Identity of the MME (as encoded in 23.003) within the ULR, and that any FQDN could be utilised according to IETF RFC 3588.

One example where GSMA see this issue being raised in deployments is where topology hiding is utilised as recommended in GSMA IREG PRD IR.88:-

"It is strongly recommended to deploy Diameter proxies for each Diameter application supported by the PMN, through IPX Diameter Agent. They can be implemented inside the PMN inner domain, inside the DEA or outsourced to the IPX provider. This is to provide functionalities such as admission/access control, policy control, add special information elements (AVP) handling. The DEA or the IPX Diameter Agent also provide topology hiding to protect the network elements and addresses from being exposed to foreign networks. The implementation of the topology hiding should not impair others features related to path validation."

In this roaming deployment scenario, the MME name encoded as per 3GPP TS 23.003 will not be presented to the HSS in the Origin-Host AVP of the ULR, but instead the ULR will contain the Origin-Host of the DEA within the visited network which can be any FQDN based on the VPMN Realm.
GSMA IREG PACKET kindly requests 3GPP CT4 to clarify/confirm:-

1. Whether the encoding of the Origin-Host AVP in the ULR may be encoded as any FQDN according to IETF RFC 3588, which enables topology hiding, and that it is not mandatory to encode the MME name in the Origin-Host according to 
3GPP TS 23.003?

2. Which use cases are required to utilise the encoding of the MME name as specified in 3GPP TS 23.003?

3. Are there some recommendations that CT4 may provide regarding the FQDN to use in DIAMETER?
2. Action

3GPP CT4 is kindly requested to provide clarification/confirmation on the points raised above.
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