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GSMA Security Group (SG) thanks SA3 for its liaison statement (S3-131163) regarding the new SECAM normative Work Item approved at SA3#73 and acknowledging the GSMA SG NESAG creation. 
NESAG Terms of Reference were agreed in NESAG#01 and cover the following items:

· Create an administrative structure and organisation that provides the governance framework for security assurance of 3GPP network infrastructure equipment

· Define and maintain requirements for test labs of equipment suppliers and third parties to assess the test methodology and core competencies to conduct evaluations of network product compliance with 3GPP SECAM-specified requirements (SCAS)

· Define how the vendor network product development process and lifecycle management processes are accredited 

· Maintain a list of accredited test labs

· Maintain a list of vendors indicating which of their network product development lifecycles are accredited

· Manage the accreditation lifecycles, including the accreditation validity period

· Select and manage partners to facilitate test lab accreditation

· Maintain documentation pertaining to test lab accreditation

· Establish and facilitate a dispute resolution process

· Ensure the accreditation programme is adequately funded and resourced

NESAG kicked off its work on the definition of the security test laboratory accreditation requirements and process, the definition of the vendor development and product lifecycle accreditation requirements and process and the definition of the conflict resolution process in February 2014.
NESAG will also organize the pilots of SECAM Evaluation and Test Laboratories Accreditations. The preparation work to define and develop the pilot is believed to begin in September 2014.
NESAG will keep SA3 informed of major developments in its work and would be grateful to receive updates from SA3 regarding progress made on SCAS redaction or difficulties encountered, if any. NESAG will be glad to help when possible.
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