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1. Introduction
The GSMA eSIMTest Profiles (eSIMTP) Group would like to request 3GPP’s & ETSI’s help regarding the problem described below.
1. Problem statement
UICC Conformance testing is required to verify if the device sends GET_IDENTITY command to the eSIM for certain Test Cases. It is also mandatory to verify if a device has read certain Elementary Files EF-SUCI_Calc_Info, EF-IMSI, EF-UST from the eSIM. Verification of the AUTHENTICATION command sent to eSIM is also another requirement.
GSMA PRD TS.48 provides a way to test GCF/PTCRB Conformance testing with eSIM; however there are some test requirements which cannot be fulfilled.
Where UICC conformance testing Test Applets are used for devices with eSIM to verify the conformance requirements, the test applets can support only the EVENTs defined in 3GPP TS 31.103 and ETSI TS 102 241.
GSMA eSIMTP notes that the EVENTs defined in the current versions of 3GPP TS 31.30 and ETSI TS 102 241 are not sufficient to meet the conformance testing requirements.
Furthermore, the conformance test system cannot rely on messages monitored within the device since not all the devices support APDU monitoring in SIM - ME interface when eSIM is embedded onto the device.
A list of proposed new EVENTs is proposed in section 2.1. 
GCF requirements and proposed EVENTs:

	 
	Specification
	Test case
	Section
	Acceptance Criteria requirement
	EVENTs proposed
	Purpose

	1
	31.121 Rel 15
	5.3.3
	5.3.3.5
	1) After step a) the ME shall send GET IDENTITY command with Identity Context in P2 as SUCI (0x01) to the 5G-NR UICC
	GET IDENTITY EVENT
	Monitoring only, No Response data handling is required

	2
	31.121 Rel 15
	5.3.2
	5.3.2.5
	1) After step a) the ME shall read EFIMSI, EFRouting_Indicator and EFSUCI_Calc_Info
	READ BINARY EVENT
READ RECORD EVENT
	Monitoring only, No Response data handling is required

	3
	31.121 Rel 15
	15.2.1
	15.2.1.5
	1) After step a) the ME shall read EFUST, EF5GS3GPPNSC and EF5GAUTHKEYS
3) In step d) the ME forwards the RAND and AUTN received in REGISTRATION REQUEST message to the USIM.
	AUTHENTICATE EVENT
	Monitoring only, No Response data handling is required




Request to 3GPP  
GSMA eSIMTP kindly requests that additional EVENTs be defined in 3GPP 31.130 to enable conformance testing on devices with eSIM using the GSMAPRD TS.48 Generic Test Profile.  These EVENTs shall only support monitoring capability and no response data is expected to be handled by the applets.

The new EVENTs requested are listed below:
1. GET IDENTITY EVENT with command data (upon receiving GET IDENTITY APDU)
1. READ BINARY EVENT and READ_RECORD EVENT with command data (upon receiving the READ command for a given File Id)
1. AUTHENTICATE EVENT with command data  (upon receiving AUTHENTICATE APDU)
1. Contacts
[bookmark: _GoBack]In case of any further questions and/or feedback to this Liaison Statement, please contact Paul Gosden [paul.gosden@gsma.com]. 
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