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GSMA DESS would like to thank 3GPP SA3 for their LS reply S3-223910 in which the group informs about an assumption, requests some information, and asks a question. In the following, responses are provided.


Assumption
“Please note that 3GPP TS 29.573 specifies that one N32-c connection can serve multiple purposes, which can be other than roaming, for example "SNPN_INTERCONNECT", clause 6.1.5.3.9. SA3 assumes that the scope of GSMA responsibility is bound to PLMN.”
Response: 
GSMA DESS agrees with this assumption.	
Request for information 
“SA3 kindly asks GSMA DESS to inform which publicly available GSMA document to refer to for the SAN fields in its specifications.”
Response: 
The publicly available reference is: GSMA PRD FS.34 Key Management for 4G and 5G inter-PLMN Security
https://www.gsma.com/security/resources/fs-34-key-management-for-4g-and-5g-inter-plmn-security/
Question
“In general PKI governance aspects are subject to the operator specific implementation. For further clarification, which are the PKI governance aspects referred in the proposal?”
Response:
This question refers to the following text (original LS from DESS to 3GPP SA3): “It is further proposed that aspects concerning PKI governance as well as distribution, update and revocation of root and intermediate CA certificates related to SEPP certificates over the N32 interface remain with GSMA.”
The term “PKI governance” in this context refers to the set of procedures to support the framework described in RFC 3647.
Actions to 3GPP SA3
GSMA DESS kindly requests 3GPP SA3 to take into account the above answers to the questions. 
Next meetings 
DESS#92 15 Mar 2023
DESS#93 12 Apr 2023
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