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Broadband Forum Liaison To:
3GPP Liaison Coordinator 3GPPLiaison@etsi.org  

3GPP TSG SA WG2  
Jain Puneet, 3GPP TSG SA WG2 Chairman puneet.jain@intel.com
3GPP TSG SA WG3 
Ben Henda Noamen, 3GPP TSG SA WG3 Chairman noamen.ben.henda@ericsson.com

From:
Lincoln Lavoie,
Broadband Forum Technical Committee Chair lylavoie@iol.unh.edu 

Liaison Communicated By: 
Manuel Paul, BBF liaison officer to 3GPP manuel.paul@telekom.de

Date: September 5th, 2019

Subject: PEI for FN-RG Recommendation 

Dear colleagues, 

The BBF WWC work area has considered the problem of what to use for a permanent equipment identifier (PEI) for FN-RG equipment. A summary of the considerations is as follows:

If the intention of the PEI is to uniquely identify a piece of FN-RG equipment, then the source of the PEI must be the FN-RG itself.  There is only one identifier that the FN-RG can provide that could act as a globally unique PEI, and that is the universally administered Ethernet EUI-48 MAC address (UAA) burned into the device by the manufacturer.  This is typically in the form of a 22 bit OUI which identifies the manufacturer, and hence is the assigning authority for the interface ID, and a 24 bit interface ID. The other 2 bits indicate local/universal administration of the MAC address, and if the address is multicast or unicast.
The only means of an AGF to obtain the FN-RG’s EUI-48 MAC address would be to glean it from the Ethernet frames received from the FN-RG that are associated with the line ID associated with the FN-RG subscription. 
However there are a number of circumstances where the EUI-48 MAC address as presented to an AGF cannot be depended upon as a globally unique PEI.  These are:

1) FN-RGs connected to the network that is not compliant with IEEE 802 requirements for MAC address uniqueness.  A normative solution was not specified at the time as the subject of non-compliant equipment connected to the network was a contentious one.  However the industry has provided a number of responses outlined below.

· A 1:1 VLAN mode in TR-101 obviated any need for MAC NAT while permitting duplicate addresses to exist. Hence we could have duplicate PEIs in a network.

· For N:1 VLAN mode, access nodes may perform 1:1 MAC network address translation. In which case for compliant equipment, the actual EUI-48 MAC address of the FN-RG is obscured. The address information that may be gleaned by an AGF is administered by the access node operator and will be invariant across equipment changes as it is synonymous with the line ID.

2. Discussion around the adoption of PPPoE encapsulation for 5G revealed a class of equipment known as a “MAC concentrator” which performed N:1 MAC NAT on the basis of mapping the tuple of PPPoE session ID and concentrator MAC address to the FN-RG MAC address.  The result of this is that the set of premises served by a MAC concentrator deployed between the FN-RGs and the AGF would have a common PEI that could not be used to uniquely identify an FN-RG.

And there is at least one application of PEI that are not applicable to an FN-RG:
1) Emergency Services

Recommendation

The BBF recommends that the FN-RG MAC address be used as the PEI with the caveat that there are a small number of deployments where the MAC address presented to the AGF does not correspond to the MAC address of the FN-RG or may be a duplicate of a MAC address used elsewhere in the network. Therefore we request that the following capabilities be specified in your work;
1) The option of configuring an AGF to either not report a PEI or provide an indication to the other entities in the 5G Core that it cannot be depended upon to address these scenarios would appear to be sufficient to address the former. Please confirm if the reporting of PEI is optional or mandatory.
2) The latter (duplicate MAC addresses) becomes a special case that may be addressed by having the 5G-EIR note that certain “well known” MAC addresses are not a useful or authoritative identification of a specific piece of equipment.

BBF would kindly ask SA2 and SA3 to take into account the above information. 

We look forward to our continued cooperation and fruitful exchange.
[bookmark: _Hlk521881588]
Sincerely,

Lincoln Lavoie,
Broadband Forum Technical Committee Chair

CC:
liaisons@broadband-forum.org
 
Robin Mersh, Broadband Forum CEO  rmersh@broadband-forum.org
April Nowicki, Broadband Forum Member Support Manager anowicki@broadband-forum.org 
David Allan, Broadband Forum WWC Work Area Director  david.i.allan@ericsson.com 
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