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Executive Summary

Convergent network architectures and solutions were developed and have evolved over the recent years, but have so far only been partially implemented in today’s fixed and mobile broadband networks. At the time of this writing, the networking industry is making major advances with SDN, Virtualization and the overall End-to-End Network and Service Orchestration, unlocking new potentials for Fixed Mobile Convergence (FMC) in general as well as in the 5G context. 

In the BBF there are several projects underway in the area of SDN and Virtualization. Network Functions Virtualization provides a new level of flexibility where functional components can be distributed and/or regrouped. This regrouping allows for common functions and sub-functions belonging to different network elements to be instantiated as one. 
Leveraging this potential for the purpose of this project, which focuses on the commonality of the network infrastructures and (virtualized) network functions in fixed and mobile networks, provides significant opportunities, including: product and service innovation, simplified operation, increased flexibility and cost reduction.  It makes perfect sense to combine common functions as there is no reason to recreate a fixed-wireless split when the same network function can be instantiated and used in a flexible way. 

This document contains the results of the study on 3GPP-BBF Common Functions, that is performed in a stepwise approach, addressing the following business needs:
1 – Identification of common network functions between the 3GPP and BBF domains is a necessity and offers the following benefits:
· Possibly lower function cost (one product for multiple uses)
· Encourage product differentiation on a new and more innovative level
· Simplify operation (operator deploys similar objects for similar purposes)
· Increase dynamicity (when possible, common functions are colored for wireless and/or wireline use at instantiation time)
· Enable new services and business opportunities, combing fixed and /mobile access technologies 
2 –Analysis of virtualization aspects of identified common functions, as an enabler for future study in the area of Virtualized Network Functions (VNFs) and Network Function Virtualization Infrastructures (NFVI), destined for mobile and fixed networks. 


The results of this work in the BBF serve as a foundation for further collaboration opportunities with the 3GPP and with the ETSI ISG NFV. 


[bookmark: _Ref184041711][bookmark: _Toc454893389]
Purpose and Scope
[bookmark: _Toc454893390]Purpose
The purpose of this study is to identify and compare network functions implemented in fixed and mobile network architectures with the goal to identify common functions. These functions need to be deployed only once in a convergent network architecture covering both fixed and mobile access.

The study includes an analysis of functional de-composition wherein certain functions and associated sub-functions may be 
a.) Completely different, 
b.) Have a common part, 
c.) One may be included in the other, 
d.) Or be different specializations of a more generic functions. 

Further goal is to derive requirements and make recommendations for deployment of common functions on the network and infrastructure.

The outcome of this project is also expected to support optimizing common functions for deployment as Virtualized Network Functions (VNF). This would allow leveraging benefits inherent to NFV, including, but not limited to, dynamic instantiation of given common functions for 3GPP or BBF use, on demand and in a flexible way. 

Furthermore, SD-357 “3GPP-BBF common functions” supports ongoing 5G related enabler work.

[bookmark: _Toc454893391] Scope
This project focuses on combining or mutualizing common 3GPP and BBF functions and related sub-functions. In order to combine them, those common functions and sub-functions need to first be identified. As an example below:

Some functions that are common between the PGW and the BNG are:
· PCEF (hosted on BNG or PGW NE)
· PCRF
· OCS, OFCS
Examples of other common functions are:
· AAA
· PPP
· Ethernet
· IP assignment 
· Network Address Translation
· Queuing/Scheduling/Marking/Filtering
· Tunneling technologies / transport layer technologies

Existing BBF documents TR-134, TR-146, TR-291, WT-300 and SD-340 are leveraged in this work. The functions and sub-functions already discussed in these documents can be prioritized whilst identifying new ones in parallel. 

In addition the following items are addressed:
· Identify the relationship between the common functions and sub-functions
· Analyse the effect on the network of such common functions and sub-functions
· Aspects of common functions at the forwarding and control plane level
· Make recommendations and derive requirements based on above

The study is structured into two phases: 

Phase 1: Identification of 3GPP-BBF common functions
Identify 3GPP and BBF functions that are common, and possibly what distinguishes them. Functions/components/sub-components already discussed in BBF TR-291 and TR-300 will be included in the consideration. 

Phase 2: Analysis of structural and functional convergence, enabled by SDN/NFV
Analyze location dependency in connection with BBF work on SDN & NFV, analyze what may be function-dependent, especially the location of functions. 

[bookmark: _Ref184041740][bookmark: _Toc454893392]
References and Terminology 
[bookmark: _Ref184041763][bookmark: _Toc454893393]Conventions
In this Study Document, several words are used to signify the requirements of the specification. These words are always capitalized. More information can be found be in RFC 2119 [5]. 

	MUST
	This word, or the term “REQUIRED”, means that the definition is an absolute requirement of the specification.

	MUST NOT
	This phrase means that the definition is an absolute prohibition of the specification.

	SHOULD
	This word, or the term “RECOMMENDED”, means that there could exist valid reasons in particular circumstances to ignore this item, but the full implications need to be understood and carefully weighed before choosing a different course.

	SHOULD NOT
	This phrase, or the phrase "NOT RECOMMENDED" means that there could exist valid reasons in particular circumstances when the particular behavior is acceptable or even useful, but the full implications need to be understood and the case carefully weighed before implementing any behavior described with this label.

	MAY
	This word, or the term “OPTIONAL”, means that this item is one of an allowed set of alternatives. An implementation that does not include this option MUST be prepared to inter-operate with another implementation that does include the option.




[bookmark: _Ref184041774][bookmark: _Toc454893394]References
The following references are of relevance to this Study Document. At the time of publication, the editions indicated were valid. All references are subject to revision; users of this Study Document are therefore encouraged to investigate the possibility of applying the most recent edition of the references listed below. 
A list of currently valid Broadband Forum Technical Reports is published at 
www.broadband-forum.org.

	Document
	Title
	Source
	Year

	RFC 2119
	Key words for use in RFCs to Indicate Requirement Levels

	IETF
	1997

	TR-134    Issue 1
	Broadband Policy Control Framework
	BBF
	2012

	TR-146     Issue 1
	Subscriber Sessions
	BBF
	2013

	TR-291     Issue 1
	Nodal Requirements for Interworking between Next Generation Fixed and 3GPP Wireless Access
	BBF
	2014

	TR-300     Issue 1
	Policy Convergence for Next Generation Fixed and 3GPP Wireless Networks
	BBF
	2014

	SD-340
	Stage 1 for Introduction of Network Function Virtualization in MSBN
	BBF
	2015
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[bookmark: _Toc454893395]Definitions
The following terminology is used throughout this Study Document.

	ACS
	Auto-Configuration Server. This is a component in the broadband network responsible for auto-configuration of the CPE for advanced services.

	API
	Application Programming Interface; a set of tools, interfaces, protocols and logic that is necessary to execute software based services and applications

	KPI
	Key Performance Indicator

	NBI
	North Bound Interface; Between the Controller and Control Plane to the Orchestration/Application layer

	SDN
	Software Defined Networks

	SBI
	South Bound Interface; From Controller or Control plane to the Forwarding plane


[bookmark: _Toc454893474]Table 2: Definitions

[bookmark: _Ref184041748][bookmark: _Toc454893396]Abbreviations
This Study Document uses the following abbreviations:

	AAA
	Authentication Authorization Accounting

	BNG
	Broadband Network Gateway

	CP
	Control Plane

	CPE
	Customer Premise Equipment

	DC
	Data Center

	DNS 
	Domain Name System

	EPC
	Evolved Packet Core

	FMC
	Fixed Mobile Convergence

	FP
	Forwarding Plane

	LTE
	Long Term Evolution

	MME
	Mobility Management Entity

	MSBNG
	Multi Service Broadband Network Gateway

	NFV
	Network Function Virtualization

	NFVI
	Network Functions Virtualization Infrastructure

	OCS
	Online charging system

	OFCS
	Offline Charging System

	PCEF
	Policy Control Enforcement Point

	PCRF
	Policy Control Resource Function

	PDN 
	Packet Data Network

	P-GW
	Packet Gateway

	QoS
	Quality of Service

	RAN
	Radio Access Network

	S-GW
	Serving Gateway

	SD
	Study Document

	TR
	Technical Report

	UE
	User Endpoint

	VLAN
	Virtual LAN

	VNF
	Virtualized Network Function

	WG
	Working Group

	WT
	Working Text


[bookmark: _Toc454893475]Table 3: abbreviations
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[bookmark: _Ref207346082][bookmark: _Toc454893397]
Study Document Impact
[bookmark: _Toc454893398]Energy Efficiency 
Since SD-357 focuses on combining common functions that could potentially get instantiated on a virtualized platform and brought down depending on the need of the network and associated services, it is highly likely that power saving could be achieved to a considerable extent.  

SD-357 assists in power saving measures. 
[bookmark: _Toc454893399]IPv6
IPv6 and IPv4 are supported by both 3GPP and BBF domains for various protocols and functions. IPv6 may be an enhancer for virtualization of common functions compared to IPv4, i.e there may be examples where combining functions could be feasible with IPv6 where it may not be the case with IPv4
 
SD-357 also follows IPv6 specifications, 

In order to achieve a sun setting of IPv4 and with focus on a future common network architecture IPv6 should be seen as the optimal supported IP technology here. To phase out IPv4 services using the version 4 will be tunneled over IPv6.

[bookmark: _Toc454893400]Security 
Authentication and data protection methods may depend on the service level and the risk level associated to the way the UE is attached to the core.

[bookmark: _Toc454893401]Privacy
Privacy impact on SD-357 is to be further studied
[bookmark: _Toc454893402]
Identification of Common Functions
<Insert text here>
[bookmark: _Toc454893403]Reference Diagram
The following legend should be helpful to read the figures of this section.
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[bookmark: _Toc454893462]Figure 1:Legends

4.1.1 BBF TR-101 and 3GPP TS 23.401functional architectures 

The following diagrams outline the functions involved in network access service for a given subscriber. 3 typical steps in which different functions takes part, are distinguished:
· access service provisioning,
· access session establishment
· session steady state

The first set of diagrams (figures 2, 3, 4) shows side by side BBF TR-101 and 3GPP TS 23.401 architectures.
[image: C:\Fred\2015-Q3\357\SD-357 TR-101 provisionning.jpg]

[bookmark: _Toc454893463]Figure 2: provisioning (mostly physical resources)
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[bookmark: _Toc454893464]Figure 3: Access session establishment
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[bookmark: _Toc454893465]Figure 4: Access session in steady state



[bookmark: _Toc454893404]List of Common functions and sub-functions
 IP network Access 
Every function hereafter is regarded in the context of network access service subscription.

Access control

Authentication
AUTHENTICATION and AUTHORIZATION are generally presented as 2 inseparable steps of a same process by which a subscriber get access to a service or not. 
So AUTHENTICATION is the function realizing the first step of the authentication/authorization.

process sub-functions or components:
· supplicant = UE or RG 
· in-band authentication protocol = (see 401) or DHCP 
· authenticator = MME or BNG out-of-band protocol = (401 Diameter xxx) or RADIUS 
· authentication server = HSS or RADIUS Server



Authorization
The AUTHORIZATION function is invoked by the AUTHENTICATION function once the requesting subscriber’s rights are known. AUTHORIZATION does the minimal resource allocation (gating) and invokes the RESOURCE ALLOCATION function The AUTHORIZATION step completes the authentication/authorization process.

Resource allocation
RESOURCE ALLOCATION brings together all types of resource configuration for the device requesting access on behalf of the access service provider subscriber. 

Resource allocation sub-functions 

WAN Network interface configuration

UE or RG requesting IP network informations by sending a broadcast to the corresponding address assingment server and receiving appropriate IP prefix or IP address, domaine name server adresses and other useful information that may be specific to the service



Access connection control 
or access session control
A subscriber access session is created as a result of positive authorization. This (pseudo-) connection symbolizes a subscriber device set of traffic going to and from to the target network. It is subject to MONITORING and ACCOUNTING and may experience changes of configuration achieved by the POLICY CONTROL function during its lifetime. 

Policy control
Depending on the subscriber contract and the access network conditions, policies for QoS, ACCOUNTING or routing may be applied on the the appropriate node along the access connection. 
This node may hold default rules and these may be overwritten by new ones provided by the POLICY CONTROL function. 

Accounting
The "ACCOUNTING" function yields information on living sessions, mainly for charging purpose. ACCOUNTING…

Access transfer

L2 aggregation
xxx
L3 aggregation
xxx
traffic scheduling
xxx

[image: ]
[bookmark: _Toc454893466]Figure 5: Graphic representation of common functions


[bookmark: _Toc454893405]Functional Decomposition
<Certain functions enlisted in section 4.2 can be decomposed into sub-functions; List those>
Components involved in authentication
· supplicant = UE or RG
· authenticator = MME or BNG
· in-band authentication protocol = [3GPP] NAS or RRC or DHCP
· out-of-band authentication protocol = [3GPP] NASoS1-AP or RADIUS 
· authentication server = HSS or RADIUS Server 

	
	3GPP function/terminology
	BBF function/terminology

	Network node
	UE
	RG

	Authenticator
	MME
	BNG

	in-band authentication protocol
	
	

	out-of-band authentication protocol
	
	

	
	
	


[bookmark: _Toc454893476]Table 4: terminology

[bookmark: _Toc454893406]Functional separation of Control Plane and Forwarding Plane
<Certain functions enlisted in section 2 could have control and/or data plane/user components; eg PCEF-C that receives rules from a PCRF and instantiates them upon subscriber connect>

<Definitions needed first:

User Plane

Data Plane

Control Plane  >



[bookmark: _Toc454893407]Impact of Combined Functions
 <Study of analysis and impact; This section will go into details of positive impact as well as negative impact. The combining of functions that could negatively impact the network and infrastructure could be later considered in the requirements section along with the rest and could be a foundation to recommendations to the industry>

[bookmark: _Toc454893408]Network and Infrastructure Considerations
 <This section will detail several things to be considered when taking into account the combined functions such as 
· Placement:	what is the location of the function
· Latency:	assume that a CP and FP function are never co-located
· Etc…


[bookmark: _Toc454893409]Requirements
<Enlist requirements>

[bookmark: _Toc454893410]Other Impact (Non-Functional)
[bookmark: _Toc454893411]Security
<Security related considerations if any>	

[bookmark: _Toc454893412]Fault Tolerance
<Redundancy, High Availability>


[bookmark: _Toc454893413]Recommendations for future work
[bookmark: _Toc454893414]Opportunities
This document provides, as a foundation (status quo), an overview of relevant functions, including their location, as 3GPP-BBF common functions study phase 1.

The next step, in phase 2, should include functional convergence study, based on a detailed use case and requirements analysis, involving both mobile (3GPP-defined) and fixed (BBF-defined) access networks, and should be performed in interaction and cooperation with 3GPP SA2. 

[bookmark: _Toc454893415]Recommended Scope of work
[bookmark: _Toc454893416]Recommended BBF scope of work
[bookmark: _Toc454893417]Recommended SDO work 


[bookmark: _Toc246590144][bookmark: _Toc247428715]
[bookmark: _Toc454893418]Appendix 
Appendix Example
[image: ]
[bookmark: _Toc454893467]Figure 6: Permutations and combinations
Figure 1 depicts the relationship between functions using Venn Diagrams. Any two functions could be
· Completely different in functionality
· They may have a more or less important common functionality
· One may be included in the other
They may be different specializations of a more generic function
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